o

26

Case 3:06-cv-00263-PMP-VPC Document 70-5 Filed 09/11/06 Page 1 of 40

ke 3:06-cv-00263-PMP-VPC  Document 70 *SEALED*  Filed 09/11/2006  Page 1 of 40

o r= RECFIVED
——ij T SERVED ON

ENTERED )
COUNSEL/FARTIES OF RECORD

DANIEL G. BOGDEN
United States Attorney
PAUL L. PUGLIESE TR
Assistant United States Attorney
100 W. Liberty Strect, Suite 600
Reno, Nevaday89501 CLERK US DISTRICT COURT
Tel: (775) 784-5438 DISTRICT OF NEVADA

DEPUTY

Attorneys for Plaintiff
UNITED STATES DISTRICT COURT
DISTRICT OF NEVADA

IN THE MATTER OF THE SEARCH OF: )
) No. 3:06-CV-0263-BES-VPC
The Residence Located at 12720 )
Buckthorne Lane, Rene, Nevada, and )
Storage Units 136, 140, 141, 142, and 143, ) GOVERNMENT’S COMPLIANCE
Double R. Storage, 888 Maestro Drive, ) WITH COURT ORDER OF
Reno, Nevada 3 AUGUST 17,2006
)
)

| )

COMES NOW, the United States of America, by and through DANIEL G. BOGDEN, United
States Attorney, and PAUL L. PUGLIESE, Assistant United States Attorney, and complies with the
Court’s order of August 17, 2006.

During a hearing on August {7, 2006, the Court directed that the Government provide to the
Court all reports and information that Special Agent Michael West relied upon in support of the
information contained in the search warrant affidavits at issue in this matter. Upon receipt, the Court

would conduct an in camera review in order to determine whether any of the information is relevant

to a Jetermination on issues currently outstanding in this matter.
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The Government has attached pages numbered 60001 - 00137 and dated September 11, 2006.
The Government opposes the release of any of the attached documents to counsel for the movants at
this time. Such releasc in not appropriate as the investigation of alleged offenses involving Mr.
Montgomery continues, and the information contained herein is not necessary for a determination on

the movants” pending motions.

Dated: September 11, 2006

Respectfully submitted,
D

’
AUL L. PUGLIESE
Assistant United States Attorney
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FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/13/2006

Warren Trepp, Chief Executive Officer, eTreppid
Technology, LLC., 755 Trademark Drive, Reno, Nevada, telephorne
(775) 337-6771, was interviewed at the Reno Resident Agency of the
Federal Bureau of Investigation by Special Agents John Piser III
and Michael A. West, regarding the theft of trade secrets and
classified 1nformatlon from eTreppid Techneology, LLC.

Trepp was introduced to Dennis Lee Montgomery by Eldorado
Casino Host Steven Sands in 1997. Trepp became aware that
Montgomery wanted to start a new business involving the development
of pattern recognition and compression of software.

In the end of 1998, Trepp and Montgomery formed Intrepid,
a company to develqp pattern recognition and compression softwars.
On September : 1598, Trepp and Montgomery signed a contribution
agreement whezeln Montgomery received a fifty percent ownership in
Intrepid in return for providing certain computer software
technologies to Intrepid. Trepp provided a copy of the
contribution agreement signed by Montgomery dated September 28,
1998.

Trepp advised that at a later date, the name Intrepld was
changed to eTreppid Technology, LLC to avoid any legal issues

_______relatlng_to_the_name_oﬁﬂlntrep1ﬂ
Trepp advised that Montgomery currently owns

approximately thirty percent of eTreppid. Montgomery's ownership
was reduced due to Montgomery selling a portion of his ownership
for 2.25 million dollarsg and a capitol call in which Montgomery did
not participate. The capiteol call required equity investors to
contribute additional capitol to eTreppid to continue the operation
of the business

Montgomery became the Chief Technical Officer (CTO} for
eTreppid and had the responsibility for the day to day activities
of eTreppid to include the hiring and firing of employees and
preparing the company's products to satisfy customers. Montgomery
was alsoc on the Executive Management Committee which controlled the
overall activities of the business. This Executive Management
Committee consisted of Trepp, Montgomery, and Attorney Doug Frye.

Tvestigation on 01/31/2006 st Reno, Nevada
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Trepp advised that Montgomery has software programming
skills; however, recently Trepp has found out that Montgomery's
skills may nof: be what he has purported them to be. Trepp cited a
recent Air Force Office of Special Investigation Inquiry, which
determined that Montgomery's programming skills were not what he
alleged. Montgomery has hired other employees to do programming
and claimed that he did the work.

Trepp recently learned that Montgomery would regquire
eTreppid employees to falsify the results of live demonstrations
for it's customers: Jesse Anderson, a programmer for eTreppid,
told Trepp that Montgomery would require Anderson and Jim Bauder,
another eTreppid employee to go into an office at eTreppid while
Montgomery was out in a nearby field with a toy bazooka to
demonstrate eTreppid's recognition software capabilities.
Montgomery instructed Anderson and Bauder to go into a room and
wait to hear a noise on their cell phone and then instructed them
to press a button on a computer keyboard that would display an
image of a bazooka on the computer screen viewed by the customers,
including Department of Defense employees. Trepp advised that the
Department of Defense employees were at the demonstration to make a
judgment regarding the purchase of this technology.

Trepp advised that on December 8, 2005, Montgowery
requested a personal loan of two hundred and seventy five thousand
dollars through Trepp‘s financial company known as Friendly Capitol
Partner, LP. Trepp further advised that he has loaned Montgomery
money since approximately 1999 and estimated that Montgomery has an
outstanding balance of approximately 1.375 million dollars and an
$125,000.00 in interest owed.

Trepp adviged that Sloan Venables wae able to recover
approximately fiive years of Montgomery's e-mails maintained on
eTreppid hardware; however, no e-mails were recovered for December
2005 to January 2006. Trepp advised that a review of these e-mails
clearly showed that Montgomery is having financial troubles.

Trepp advised that Montgomery goes to the Eldorado
Casino/Hotel and the Peppermill Hotel/Casino at night to gamble.
Montgomery has told Trepp that he has a system for counting cards
in an eight deck shoe in blackjack. Trepp has known Montgomery to
use a three hundred thousand dollar line of credit at Nevada

casinos.
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Trepp advised that approximately ten days ago, Montgomery
asked Neil Azzinero, an El Dorado Hotel/Casino host, if Azzinero
knew of a U.S. citizen who would be interested in funding a new
business with him and needed five to ten million dollars.

Trepp advised that Montgomery is married to Brenda
Montgomery and has two boys, Brian Montgomery, age 30, Steven
Montgomery, age 26, and Kate Montgomery, age 23. Brian Montgomery
and Steven Montgomery have been employed at eTreppid in the past,
building hardware components.

Trepp advised that on January 9 or January 10, 2006,
Montgomery stated "you're an asshole and I will see you again" to
Jesse Anderson, which Anderson took as some type of threat.
Montgomery has a bad temper and has been verbally abusive to
employees and known to throw objects. Montgomery was alsoc known to
have had a Temporary Restraining Order issued against him from a
former girlfriend who was employed at eTreppid.

Trepp considers Montgomery to be a bright individual, who
is a workaholic and has been known to embelligh facts to his
advantage. Trepp further described Montgomery as being independent

and arrogant.

Trepp advised that while Venables was on vacation from
Pecember 22, 2006 to January 4, 2006, Montgomery deleted all source
code relating to eTreppid's software development efforts and all
back up copies related to that software. Trepp further advised
that only two employees had access to the company servers, known as
the Scurce Server and the ISA Server. Those two employees were
Sloan Venables and Dennis Montgomery. The Source Server contained
all source code developed by eTreppid employees and their
executable forms. Montgomery had the sole responsibility to back
up the Source Server. Venables recently purchased a server knowr
as the ISA server, just prior to his vacation, to act as a data
warehousge for all eTreppid data.

Trepp advised that Montgomery routinely backed up the
Source Server data onto a stand alone computer in Montgomery's
office.

When Sloan returned from vacation, Slcan asked Montgomery

where the back up computer for the Source Server was to which
Montgomery advised Venables that he took it home, Trepp advised
that Montgomery has never been known to take this computer home in

00003
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the past. Trepp further advised that this back up computer is
missging from eTreppid.

Trepp advised that a review of both the Source Server and
the ISA server revealed that all pertinent development data was
deleted from the Source Server and the ISA server was damaged and
is unusable. Trepp further adviged that between January 7, 2006
and January 8, 2006, each computer work station at eTreppid was
deleted of all software development data. Trepp advised that only
two employees at eTreppid would have access to delete this level of
data and those two employees are Venables and Montgomery.

Trepp advised that a review of eTreppid's alarm code log
revealed that on January 7, 2006 and January 8, 2006, eTreppid
alarm was disarmed and re-armed by Montgomery's alarm code.

Trepp further advised that eTreppid maintains a video
surveillance system covering the exterior and interior of eTreppid
and on January 10, 2006, a review of this equipment revealed that
the machines were no longer recording and all data on the computers
had been deleted. eTreppid's video surveillance system consists of
seventeen video cameras which record on seventeen separate computer

gystems

Trepp advised that the Source Server contained all
intellectual property developed by eTreppid employees and possibly
contained secret information.

Trepp advised that eTreppid has been developing scftware
for use by variocus U.8. Government agencies and as a part of this
development effort, have received authorization to possess and
maintain classified information up to the Secret level. eTreppid
employees would receive Secret information from U.S. Government
agencies on various hard drives and Mini DV tapes which contained
still and video images to be used in eTreppid's development
efforts. Trepp advised that employees Patty Gray, Sloan Venables
and Dennis Montgomery handled this classified information.
eTreppid was required to store thlS classified information in safes

provided by the Air Force.

Trepp advised that after Montgomery left the business on
Janmuary 10, 2006, an inventory of the classified hard drives and
mini DV tapes was conducted and this inventory revealed that nine
hard drives containing secret data were missing. As a result of
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this inventory, Trepp learned that possibly additional copies of
the nine original hard drives were made by Montgomery.

Trepp advised that Montgomery is no longer an employee of
eTreppid and alleges that he (Montgomery) has a copyright dating
back to 1382 on software used by eTreppid for which he has not been

paid.

Trepp advised that Montgomery's behavior is-odd,
considering that eTreppid would most likely receive government
contracts in the near future which would result in million deollar

contracts for eTreppid.

Trepp advised that on January 9, 2006, he asked
Montgomery, who deleted the data from the Source Server and ISA
server, to which Montgomery blamed Patty Gray. Trepp further
advised that on January 10, 2006, he requested that Montgomery
returned any items including the software that he had taken from
eTreppid and Montgomery denied taking anything.

Trepp advised that he required Montgomery to provide him
a copy of all data on the Source Server once every year to protect

both himself and Montgomery should scmething ever happen to thisg

data. Trepp advised that when he learned that the Source Server
had been deleted and Montgomery refused to return to work, he
looked at the copies provided by Montgomery over the years, and
found that these disks were blank or contained no data relevant to

eTreppld's development efforts.
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Sloan Sterling Venables, white male,

was interviewed at the Reno Resident Agency
ol the Federal Bureau of Investigation by Special Agents John Piser
IITI and Michael R. West, regarding the theft of trade secrets from
eTreppid Technologies, LLC. '

Venables has been employed as the Director of Research
and Development at eTreppid since approximately December of 1993.
Venables duties include being the Facilities Security Officer who
is responsible for ensuring compliance with government regulations
in the storage of restricted information maintain by eTreppid.
Venables is also the Network Administrator who maintains the mail
and web servers, maintains the router configurations, purchases
hardware for both internal and customer use, and leads half of the
programming staff. Venables advised that he or Dennis Montgomery
weuld know all eTreppid's efforts related to software development

and the daily operations at ETreppid.

Venables advised that because of his respcnsibilities, he
knows every piece of hardware at eTreppid as he has either
installed it or hired someone to install it.

~ Venables knew Montgomery prior to coming to work at
eTreppid and has worked closely with Montgomery since December of

1999.

Venables advised that in the fall of 2005, Patty Gray
suspected Montgomery was doing something other than what he was
actually telling people he was doing. Gray was trying to figure
out what Montgomery was doing. Venables knew Montgomery promised
products to customers that had not been completed or even assigned
to programmers. Venables did not have specific details regarding
this activity; however, Gray or employee Jesse Anderscn may have

more informatiorn.

Venables advised that Montgomery found out about Gray's
and Anderson's efforts to look into his activities. 1In the
beginning of December 2005, Montgomery installed removable hard
drives on each of the programmer's workstation so he could remove

‘wvestipation an 02/02/2005 a Reno, Nevada
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the hard drives and required the programmers, to include Lalith
Tenneti and Barjinder Bal, and Krishna Tangirala, to give him the

source code that they were working on.

Venables advised that on December 21, 2005, he called
Montgomery while driving to work and Montgomery told Venables nct
to come in to work and to stay home to get ready for his trip.
Venables arrived at eTreppid at approximately 11:00 AM on December
21, 2005, to complete work on the Internet Security Accelerator
Server or ISA Server. Venables intended this server to act as a
proxy server and manage the RAID (Redundant Array of Inexpensive
Disks) unit, containing sixteen hard drives, to back up the Source
Code Server or SRC Server and all other servers. Venables wanted
to put the ISA server in operation and back up all eTreppid data
prior to leaving on vacation. Venables mounted the ISA Server and
RAID unit in the same cabinet as the SRC Server with the assistance

of Jim Bowder,

Venables turned on the ISA Server and started backing up
the SRC Server using a program known as XX-Copy which copies files
and prepares & log of which files were successfully copied.
Venables recalled that the ISA Server finished a few folders on the
SRC Server while he was still in the building on December 21, 2005.

The servers at eTreppid contain a large amount of data
which would take many hours to back up successfully. The
Development Server contains approximately two hundred gigabytes of
storage and Venables estimated that the SRC Server containsa another
two hundred gigabytes of information. Venables advised that
because of the file size and structure, it would take a lot of time

to successfully delete these files.

Venables advised that on December 21, 2005, he went out
into the warehouse where Montgomery had a server and RAID box
Montgomery used to periodically back up the SRC Server. Venables
noticed that the Central Processing Unit (CPU} and the RAID box
were missing and the only thing left at Montgomery's work area were
the monitor, mouse, and keybcard. ' Venables asked Montgomery what
happenied to the server and the RAID box to which Montgomery stated
that he took them home. Venables advised that both the CPU and the
RAID box are large and noticeable items with the CPU being a large
black Lianli case with a Pentium processor with an ASUS 4C800-E
motherboard and a LSI contreoller to run the RAID box and the RAID
box contained =ight hard drives and had serial number 6564737.
Venables advisad that these items are large and noticeable with the

) 00007
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RAID box weighing approximately one hundred pounds. Venables
valued these items at approximately $5,000.00 for the RAID box,
$5,000.C¢0 for the hard drives, $600.00 for the controller card, and
$3,000.00 for the CPU.

Venables advised that Montgomery was responsible for
backing up the SRC Server onto the RAID box maintained by
Montgomery. The server and RAID box used by Montgomery was not
accessible by any other computer on the network and was connected
directly to the SRC Server. Venables further described the RAID
box ag being an Ultra Store, model 2081, containing eight IDE 320
gigabyte hard drives with serial number 6564737. eTreppid
purchased two like models, one of which is accounted for in the
warehouse, and contains serial number 4460005.

Venables questioned Montgomery further as to why he took
the server and RAID box home and Montgomery did not respond.
Montgomery is known for not responding to people and just walking
off.

Venables advised that he is responsgible for backing up
the data on all other eTreppid servers except for the SRC Server.
These other servers included web servers, a SQL database server,
and eight other servers for administrative functions at eTreppid.

Venables advised that he was at eTreppid until
approximately 11:00 P.M., on December 21, 2005, and left his
residence on December 22, 2005, at approximately 7:00 A.M., en
route to the Reno Airport to travel to Budapest, Hungary to visit a
high zschool friend for the Holidays. Venables returned to Reno,
Nevada at approximately 12:00 A.M., on January 2, 2006.

Venables was unable to sleep after returning from in
vacation and decided to go into work early on January 3, 2006, and
arrived at the office at around 9:00 A.M. Venables normally
arrives at the office around 11:00 A.M. and works into the evening.

Upon arriving at his desk on January 3, 2006, Venables
noticed that the server cabinet and keyboard were messed up.
Venables went intc the Server Room and noticed that the SRC Server
had recently been logged into and a process was running. Venables
advised that he configured all eTreppid servers to have the screen
gaver lock out mode activate after one minute of non-use which
requires the user to log back into the server after not touching
the keyboard for one minute.

00008
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Venables noticed the SRC Server had a command prompt cn
the screen which indicated to him that someone had used the SRC
Server console within the last minute and he could see files
scrolling by; however, he could not determine what task was
running. Shortly thereafter, Montgomery walked into the Server
Room and said he was just "cleaning up stuff® on the SRC Server and
Venables could cancel the operation. Venables went downstairs to
talk to Montgomery more about what he was doing on the SRC Server.
Montgomery stated he was "cleaning up stuff" and deleting old

files.

Venables advised that he set up the SRC server with a
folder named ET Development with sub-folders for each programmer.
Each programmer was given permission up to modify which allowed the
programmer to add and change but not delete any files. Venables
advised that the only eTreppid employees who had the administrative
permissions and passwords to delete files from eTreppid’'s servers
were himself and Montgomery. Venablee further advised that all
eTreppid servers had the same user name and password for
administrative functions which were only known to Montgomery and

Venables.

Venables advised that after finding the command prowpt on
the SRC Server, he loocked at the server and found that the ET
Latest folder was empty; the ET Development folder was empty except
for folders named Jesse and Michael; the ET Programmer folder was
empty; and the ET Shared folder contained a few files. Venables
then went to the ISA Server and noticed the server was locked up or
net functioning; however, he could see it was still on the network
but all files had been deleted, including the log files created
prior to his leaving on December 21, 2005. Venables tested the ISA
Server for approximately two months, 24 hours a day, seven days a
week prior to putting it use on December 21, 2005, and had no

problems.

Based on Venables' experience, Venables believes that the
files were intentionally deleted. Venables advised that if the
files were deleted due to a hardware malfunction, selected files
would not have been deleted, and files or folder would not be
accessiblée. In addition, Venables advised that he would not have
been able to undelete the files if they had not been deleted
through a normal delete process. Venables has been able to recover
gome of the deleted files from the SRC Server and from Montgomery's
personal computer using Executive Software undelete function.

00009
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Venables estimated it would have taken approximately three days to
delete the data contained on the SRC Server.

Venables advised that on January 3, 2006, he went to talk
to Montgomery about the SRC Server and again asked Montgomery where
the RAID box and server were that he used to back up the SRC Server
to which Montgomery said "I'll bring it back, I don't need it

anymore",

Venables further advised that on January 3, 2006,
Montgomery told him that he (Montgomery)} was hiding in the building
on December 21, 2005, and saw Patty Gray come back into the office
after hours and saw her going around the building deleting things.
Montgomery said he had set the alarm and hid out in the building
and had Gray con video. Venables knew this was a lie because he

(Vvenables) was in the building until approximately 11:00 P.M., on
December 21, 2005, and neither Montgomery nor Gray were in the
it would

building. Venables further advised if the alarm been set,
have activated if someone was in the building.

Venables learned that Montgomery had taken each
programmer's hard drive and returned it with the current source

folder wiped clean.

Tangirala told Venables that Montgomery took his hard
drive while Venables was on vacation. Montgomery told Venables
that the hard drive crashed; however, Tangirala told Venables that
Montgomery just took the hard drive and gave him (Tangirala) back a
blank hard drive with only the master image software on it.
Tangirala was working primarily on eTreppid's Automatic Target
Recognition software and had been working closely with Montgomery

the last few months.

Venables asked Lalith Tenneti and Baljinder Bal when
Montgomery started deleting the SRC Server, and both stated that
the data on the SRC Server gradually started going away while
Venables was on vacation. Tenneti and Bal also informed Venables
that Montgomery also started deleting the information from their
workstation during the time Venables was on vacation.

Venables found out the Gray had copied some information
off of one of the programmer's workstations to present to Trepp and
he (Venables) knew that Gray did not have the user name and
password to delete information. Venables further advised that Gray
was also on vacation from December 22 2005 untll January 3 2006

00010
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along with Jesse Anderscn who was on vacation from December 22,
2005 to January 3, 2006.

Venables advised that he last saw Montgomery on January
10, 2006, wher Montgomery was in the eTreppid yelling obscenities
at Warren Trepp and Joel Safriet.

Venables adviged that on January 10, 2006, he found that
all sixteen computers used by eTreppid to record video signals from
their video surveillance cameras had stopped recording and further
inspection revealed that all recorded data on each machine had been
deleted from each of the sixteen computers sometime on January 8,
2006 or January 9, 2006 at approximately 8:00 to B8:30 PM.

Venables advised that he is also the Facility Security
Officer and first learned that eTreppid had Secret material in the

building when he saw Montgomery placing Secret stickers on hard
drives. When Venables asked Montgomery about the Secret material,

Montgomery told Venables not to worry about it.

Venables advised that after Montgomery left eTreppid on
January 10, 2006, he believed that Montgomery had attempted to
access eTreppid's computer system through the Internet; however, he

has not been successful.

Venables advised that in past conversations with .
Montgomery, Montgomery has told Venables that he has storage units
in Reno, Nevada, possibly at Double R Storage or Mt. Rose Storage.

Venables advised that Steven Montgomery, the son of
Dennis Montgomery, worked at eTreppid on projects for Montgomery
involving assembly of hardware components.

Venables advised that Montgomery has a daughter, Kathleen
"Katie" Montgomery, who lives & in South

Reno.

Venables has known Montgomery to use the following

telephones:

00011
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Venables provided an e-mail message dated January 30,
2006, showing the serial number for the Ultra Store RAID storage
unit having serial number 6564737.
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was interviewed by Special

Agents John Piser III and Michael A. West at the Reno office of the
Federal Bureau of Investigation regarding activities at eTreppid

Technologies, LLC.

Gray advised that she has a Master's Degree in Computer
Engineering and has been employed by eTreppid for approximately
three years and four months. Gray holds the title of Vice
Pregident of Froduct Development with responsibilities for business
development -and marketing for .U.8. Government customers., Gray
handles all customer relations to include gathering customer
requirements and cost estimates for various products. Gray reports
to both Chief Technical Officer Dennis Lee Montgomery and Chailrman

Warren Trepp.

Gray advised that the main project that she had been
working on is a long term project with the Special Operations
Command (SOCOM) contract to record video feeds from Predator Drones
operating oversees and to develop Automatic Target Recognition

software.

Gray advised that in March of 2005, she traveled to
Nellis Air Force Base in Las Vegas, Nevada to record test video
received from a Predator Drone in'a demonstration test to record
vehicles, people, and weapons. Personnel at Nellis Air Force Base
instructed Gray to label these tapes Secret which Gray did in her
own handwriting and affix a red Secret level to five mini DV tapes.
Gray advised that the same information was received by eTreppid
from Fort Bragg, North Carolina; however, these tapes were marked
Unclassified and contained more data than the set of tapes she made
at Nellie Air Force Base. Gray advised that all five of the tapes
marked Secret are accounted for. Gray further advised that
Montgomery would take small segments for test data from these
tapes; however, Gray did not know if Montgomery took the test data
from the tapes labeled Secret or from the Unclassified tapes.

Gray advised that in June of 2005, this process was again
repeated by having test data generated from a Predator Drone which
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Gray called a "fabricated scenario®, which produced approximately
seven tapes which she labeled with handwritten labels and placed a
red Secret sticker on each of these seven tapes. Gray advised that
these seven tapes are accounted for.

Gray advised that in November of 200S, eTreppid delivered
two servers to S0COM at Nellis Air Force Base. eTreppid would no
longer record the video data on to mini DV tapes and now recorded
the video data onto 320 gigabytes hard drives. Gray advised that
during this time she would travel to Nellis Air Force Base and
start the system recording the data from similar fabricated test
scenarios. Gray advised that on one occasion, SOCOM employee Lance
Lombardo was supposed to coordinate the activities of the Predator
Drone and set up objects to record. On this occasion, Lombardo
never showed up and Montgomery instructed Gray to record the data
anyway to obtain test data.

Gray advised that when labeling this media, she would
prepare a handwritten description on a label which she would place
on the hard drive which included the date of the information and
which server, Server A or Server B, and then affix a red Secret
label to the hard drive. Gray would apply the label and Secret
sticker to the outer case of the removable Imclose case but not
directly to tha hard drive. Gray was instructed by SAIC Contractor
Personnel at Nellis Air Force Base to double wrap the hard drives
for shipment. Gray identified a red Secret label described as an
SF-707 label as being identical to the red Secret label she applied
to these hard drives.

Gray advised that the video data she recorded contains
dates and times in Zulu time and GPS coordinates in each video
frame. Gray kept personal notes regarding what videos were made
and would make those available to the FBI.

Gray would send these Secret hard drives via Federal
Express to Montgomery in Reno, Nevada. Gray recalled that she made
three FedEx shipments, two of which were received and signed for by
Montgomery and one was received by another eTreppid employee;
however, Gray recalls delivering this package directly to
Montgomery upon -arriving in Reno, Nevada.,

Gray advised that she recorded the information at Nellis
Air Force Base onto nine hard drives which she labeled Secret and
were all eventually mailed to eTreppid in Reno, Nevada via Federal
Express. These nine Secret hard drives along with the Secret Mini
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DV tapes, werz stored in a GSA approved container or safe when they
were not in use. Gray advised that only she, Montgomery, and Trepp
had access to the combination for the safe containing the Secret
information with her and Montgomery having the primary access.

Gray advised that on several occasions, she found the
entire contents of the safe were gone and would go to Trepp to
complain aboui: Montgomery's non-compliance with the security
procedures. Trepp would immediately get up from his desk and tell
Montgomery to put the Secret material back in the safe and
Montgomery would return the Secret items. Gray further advised
that Montgomery was. the only other employee at eTreppid besides
herself that would use the Secret data. Gray advised that she did
see other eTreppid employees using tapes with similar content but
was unsure if the content was classified. These employees would
have received the data from Montgomery.

Gray advised that Montgomery instructed the software
engineers or programmers not to talk to her and Montgomery had the
engineers afraid that they would be fired and removed from the U.S.
if they spoke to Gray. eTreppid employees hires a number of
foreign individuals as software engineers,

' In December of 2005, Montgomery took the nine Secret hard
drives out of the safe and said he was going to condense the nine
original hard drives onto six hard drives due to their being unused
space on the original nine Secret hard drives. Gray recalled that
Montgomery returned six hard drives labeled Secret into the safe
along with the original nine Secret hard drives.

Around that same time, Trepp asked Gray to place test
data on Mini DV tapes containing segments of day and night
operations. Gray advised that Trepp wanted two sets of tapes, one
set for Montgomery and one set for Trepp to be used to validate
Montgomery's work and to ensure that the results of Montgomery's
work was not staged. Gray informed Trepp that because the video
seguents were only five to seven minutes in length, anyone could
train the software to work in a certain way to achieve a specific
result for that short time frame. Trepp suggested that Gray made
additional tapes for him and place those tapes in a separate drawer
in the safe with the combination only being known to Trepp and
Gray. Gray prepared four tapes containing Secret data, two of
which she placsd in the safe only known to her and Trepp and gave
the two remaining tapes to Montgomery. Gray advised that the two
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tapes provided to Montgomery are missing, however, the two tapes
placed in the safe are accounted for.

Gray advised that Montgomery would store Secret tapes and
hard drives in a file cabinet located behind his desk in the
warehouse. GCGray advised that when she would find the Secret
information missing from the GSA approved safe, she would find the
tapes or hard drives with Montgomery in the warehouse. Gray
recalled that the second to the last time she found these tapes
missing, she told Montgomery that he may lose his security
clearance if he did not store the Secret material properly.
Montgomery told Gray "I will never lose my clearance because they
will always want me to do the work". Gray told Trepp of
Montgomery's statement and Trepp told her to collect the Secret
material and change the combination and not to give the combination
to Montgomery. Gray advised that she did as instructed by Trepp
and placed the nine Secret original hard drives and the six copies
and all Secret mini DV tapes in the safe. Gray recalled that she
did this prior to December 18, 2005 and believed that she had
placed all classified material in the safe and only she had the

combination.

On Dezcember 18, 2005, Gray returned home to Arizona and
received a number of telephone calls from Trepp and Montgomery.
Gray received a number of text messages from Montgomery requesting
access to the Secret material in the safe so he could work. Gray
received a telephone call from Trepp in which Trepp instructed Gray
to give the combination to the safe to Montgomery to let him work
and that they would re-secure the data on Monday. Gray advised
that she told Trepp that she felt that Montgomery only wanted
access to the Secret data to make copies of it so he would not seem
to be in non-compliance with security procedures. Upon Gray's
return to Reno, she put all the classified material that she had
back in the safe that both Trepp and Montgomery had access to and
went on vacation from December 21, 2005 to January 3, 2006 in
Phoenix, Arizona. Gray felt that she lost control of the
classified material and left it up to Trepp and Montgomery to
secure the data.

Software Engineer Lalith Tenneti told Gray that before
New Years, Montgomery sat down at Tenneti's computer and deleted
his source code while Tenneti watched. Montgomery told Tenneti
that he didn't need the source code on his work station and
Montgomery had a new back up system in place. Gray later found out
that Montgomery did this on every engineer's work station.
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Gray advised that Montgomery created an environment that
if anyone challenged him they felt they would be fired or deported
as the majority of eTreppid's software engineers are foreigners.

Gray felt that Montgomery had extremely poor program
management and assigned work to the software engineers that had
been promised to customers which had not been complete or yet been
assigned. Gray also found out that Montgomery was taking credit
for writing code done by others.

Gray informed Trepp that Montgomery claimed to have
written 95% of the source code for various eTreppid products and
she learned that he had not. 1In December of 2005, Gray started
collecting information about Montgomery's activities and provided
this information to Trepp on December 21, 2005, and somehow
Montgomery became aware of Gray's efforts. Gray advised that she
received a telephone call thirty minutes after having a close door
meeting with Trepp from Jesse Anderson. Montgomery told Anderson

. that Trepp and Gray were ganging up on Anderson and wanted to know
if he had any source code on his computer. Gray further advised
that Sloan Venables called her on December 21, 2005, and said that
Montgomery was leaving the building with a case of hard drives and
believed that Montgomery was talked to by Trepp.

Gray further advised that engineers Young Mian and Zehang
Sun, who are both from China, may have had access to classified
data on their computers. Gray advised that she saw some video
content on both their computers which was similar to the classified
videco content. Gray asked Young Mian where he got the data and

Young Mian told her from Montgomery.

Gray advised that after Montgomery left the business on
or about January 10, 2006, she and other employees conducted a
search of the entire eTreppid office space to locate the nine
original Secret hard drives and or their removable enclosures.
During the search, an additional copy of the six Secret hard drives
were located labeled Secret and were put in the safe; however, the
nine original Secret tapes were not located.

Gray provided a chronological list of events occurring at
eTreppid related to the Secret hard drives which is attached to and
considered a part of this FD-302.
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Date

Description

11/3/05 -
11/4/05

Traveled from Reno to Nellis AFB to test latest ATR software and
gather test data. Generated data on 3 HDDs, marked them all Seeret,
double-wrapped them and sent them via Fedex to Dennis using Priority
Ovemight with Saturday delivery. Dennis did receive them on
Saturday.

1177105

Arrived in Reno and confirmed with Dennis that he had received the
data,

11/9/05 -
11/11/05

Traveled from Reno to Nelis AFB to test the latest ATR software and
gather additional test data, Generated 5 HDDs, marked them all Secret,
double-wrappzd them and sent them via Fedex to Dennis using Priority
Overnight with Saturday delivery. Dcnonis did receive them on
Saturday. ‘

11/14/05

Armmived in Reno and confirmed with Dennis that he had received the
data,

Li/17/05 -
11/18/05

Traveled from Reno to Nellis AFB to test latest ATR software and
gather test data. Dennis was on vacation 11/18/05 — 11/20/05. The
software that I was to tast had a bug and no update was sent 50 3 HDDs
were sent back. Two with the OS and ATR application, one with
classified data. The classified material was marked Secret, double-
wrapped. All 3 HDDs were sent via Fedex to mysclf using Overnight

for Monday delivery.

11/21/05

Arrived in Reno. Altan Bora signed for the Fedex delivery close to
noon. I arrived in the office shortly after noon, and gave the unopened
Fedex package to Dennis in the warehouse.

12/5/05

Arrived in Reno shortly after noon. I requested from Zchang Sun
and/or Dennis that I get a copy of the latest version of the motion
detection software so that I could do some testing. Dennig told Zechang
that he would get it to me right away. Zehang told me the latest version

was on Yongmian's computer,

12/6/05

Reminded Dennis that I was still waiting for the motion detection
software for testing. He continued to promisc but I did not receive it. At
3pm, I went to Yongmian's computer (Yongmian was away at a
conference) and copied it from his computer onto mine. When I started
the application in my office, noticed that it appeared that the test
content on Yongmian's computer was classified video. I then checked
the safes to find out if the rest of the data was being comrectly stored
and saw that al] of the original hard drives from Nellis were not in the

safe. I notified Warren who told Dennis {o correct this.

12/7/05

I checked the ‘safes and noticed that the classified content was still not

. in the safe. I approached Dennis and he said that it was all in the file

cabinets in the warchouse. I verbally told him that this was not the
correct place to store classified content. [ notified Warren that the
content was still not being correctly stored.
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12/8/05

I sent an email to Dennis and copied Warren to temind him that all
classified content shonld be stored in the safe and asked that he use &
particular safe so that we could both have access to it since we both had
the combination. As a result, all original classified HDDs and tapes
were moved to the safc.

12/12/05

Warren asked me to generate some test tapes from the classified HDDs
for internal testing. I sent 2n email to confitm this since previously
Dennis had told me he wanted to usc the HDDs, not tapes. Warren
requested that I make 4 DV tapes, two for Dennis (one night video, one
day) and two for him that he could conduct a blind test with (one night
video, onc day).I reteved one of the HDDs (content from 11/5/05) to
start looking for which scenes to extract to a tape.

12/13/05

I went to get another HDD to generate more of the test tapes and found
that all of the HDDs were missing froro the safe again. I alerted Warren
and he had Dennis return the content to the safe fmmediately. I
completed the 4 test tapes in the late afternoon using content from the
Nellis classified content from11/5/05 and 11/13/05. T handed two tapes
to Dennis. During the time that I was generating the second tape,
Dennis came in to put a new label on the HDD that I was using. He said
that he was condensing the hard drives I had used at Nellis because

some were only partially full.

I ehanged the combination to the top drawer of the safe and secured
Warren's two teat tapes in that drawer. The rest of the original hard
drives were stored in the bottom drawer that Dennis and I both had the

combination to,

12/15/03

I went to get a HDD so that I could resume testing the motion detection
software. Once again, all of the HDDs were missing from the safe. I
went to ask Dennis ebout this and he said that he wanted to store them
in the file cabinet in the warshouse because it was more convenient for
him. I told him that this was not the appropriate way to secure the
classified content and he was risking losing his clearance. He gaid I
don't care about my clearance. They'll always give me my clearance
because they want me to do the work.” I reported this to Warren and he
agreed that access to the classified material needed to be restricted. He
had Dennis immediately return all of the classified HDDs and tapes to
the safe and then instructed me to move all of the classified material in
the top drawer of the safc and not give the combination to Dennis,
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12/18/05

Detinis tried to contact me by text message. Warren cventually made
contact with me by cell phone and told me to provide the combination
to Dennis so that he could access the classified material. T told Warren
that T suspected that Dennis would make copies of the content and that
he would also have access to the two tapes that Warren wanted for the
blind testing. He still waated me to provide Dennis with the
combination and we would talk to him and re-securc cverything when I
got back into the office on Monday.

12/20/05

Tsent a note to Warren that indicating that I was not comfortable being

responsible for securing the content because I was suspicious that
Dennis had made copies of all of the content.

12/21/05

I mct with Warren to discuss several issues including that [ had seen
what appeared, to be classified content on Zehang’s shared folder on his
computer. As I was trying to copy it over to my system, it got deleted. I
left for my vacation at 6:35a on 12/22/05.

1/8/06

Laljth told me that Dennis had deleted all of the source code from his
and the other engineers's systems between Christmas and New Year's.
I arranged to have him talk to Warren about this.

1/9/06

We began looking for source code on any hard drive in the building. I
found seven HDDs in his file cabinet that were copics of the original 9
Nellis HDDs. When I checked the safe, another copy of the ariginal 9
Nellis HDDs were there (condcnsed to seven HDDs) but the originals
were missing. In addition, twa of the four tapes generated per Warren'’s
request on 12/12/05 were also missing.

1/10/06 -
1/13/06

A search of the work and storage arcas in the building did not result in
locating the missing classified material.

1/23/06

I checked one of the HDDs that Dennis had generated to see what was
on it. It was labeled “Nellis Images WIP 12/8/05". On it was a recent
version of the target detection/motion detection software and test
imagery. [ asked Yongmian to describe the test sequences that he had
been using. Hia description matches the test sequences in the two
dircctorias on this HDD that contain the detection software. At least
one of the test sequences is from classified material, However, without
showing Yongroian the sequence, I cannot be positive that the test
sequence he had access to and the imagery on this HDD are the same.
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FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/13/2006

Neil Azzinaro

interviewed by Special Agents John Piser III and Michael A. West
regarding Dennis Lee Montgomery.

Azzinaro is an independent casino host who periodically
works in Reno, Nevada, where he met Warren Trapp and Dennis
Montgomery in approximately 1993 or 2000.

Azzinaro advised that in the first of January 2006, he
called Mcntgomery to discuss a home computer problem with
Montgomery. Azzinaro knows Montgomery tc have extensive knowledge
of computer and Montgomery has helped Azzinaro resolve problems in

the past.

During this telephone call, Azzinaro asked how Montgomery
was doing. Montgomery advised that things were not going well for
him, that he made Warren Trepp eleven million dollars last year,
recently asked Trepp for a raise, and Trepp would not give him one.
Montgomery commented that he was aware that Azzinaro knew a lot of
people through the casino business and wanted to find someone with
ten to eleven million dollars. Montgomery advised this individual
could only be from this country, not from a cerporation, and has to
be a private party. Montgomery told Azzinaro he wanted to start

his own business.
Azzinaro told Montgomery that he would look around.

Azziparo commented that during this telephone
conversation, Montgomery sounded very revengeful and reiterated
that he made a lot of money for Trepp and Trepp owes him.
Montgomery statzd on more than one occasion during this
conversation that he made Trepp eleven million dollars and he got

nothing.

Azzinaro is aware that Montgomery gambles large sums of
money and on occasions has borrowed ninety thousand dollars from a
casino and lost the ninety thousand dollars. Montgemery paid the
money back the next day which Azzinaro found to be odd as most high
stakes gamblers don't repay their debts immediately. Azzinaro was
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also aware of an cccasion when Mcntgomery had a three hundred
thousand dellar outstanding credit bill with Nevada casino on which
he immediately paid two hundred thousand dollars.
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FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/21/2006

S5loan Venablesg, Director of Research and Development,
eTreppid Technologies, LLC, 755 Trademark Drive, Reno, Nevada,
telephone number (775) 337-6771, voluntarily provided Special Agent
Michael A. West with one Supermicro Central Processing Unit, no
serial number, containing dual Xeon processors, a X5DAE
motherboard, and two internal hard drives removed from eTreppid's

video surveillance system.

Venables was provided a copy of a FD-597, "Receipt for
Property" which was placed in the 1A section of the case file.
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Date of transcription 02/23/2006

Patty Gray, Vice President of Product Development,

eTreppid Technology, LLC, 755 Trademark Drive, Reno, Nevada,
telephone number (775} 337-6771, provided the attached inventory of

classified material maintained at eTreppid Technology, LLC.

02/14/2006 wu Reno, Nevada

- Investigation on

Date dictated 02/23/2006

sile # 295A-LV-39368 )

by SA Michael A. West:maw(‘ ane9 4
0002

This document contains weither recommendations nor :‘}clusions of the FBI. It is the propesty of the FBI and is loaned 1o ytﬁleagxty’.

it and its contents are not to be distributed ouiside your apency.

11' 06



Page 27 of 40

Filed 09/11/2006

Document 70

Case 3:06-cv-00263-PMP-VPC Document 70-5 Filed 09/11/06 Page 27 of 40
ase 3:06-cv-00263-PMP-VPC *SEALED*

g
-

{

Date of Dispatch/
# material Receipt | Date of D/R | Classification| Unclassified description of material | 1D of activity (contract firecipient)
Mini-DV Tape labeled Tape 1 EO 10K, .
1 3/15/05 R 3/15/05 Secret 7.5K 5K altitude 3/15/05 SOCOM USZA26-03-P-32%4
Mini-DV Tape labeled Tape 1 0330
2 3/15/05 R 3/15/05 Secret IR&EQC, No targets 3/15/05 SOCOM USZA26-03-P-3294
Mini-DV Tape labeled Tape 2 IR 3-15-
3 3/15/05 R IN5/05 Secret 05 10K, 7.5K, 5K SOCOM USZA26-03-P-3294
4 3/15/05 R 3/15/05 Secret Mini-BV Tape labeled Short Test Clip  [SOCOM USZA26-03-P-3294
b
i Mini-DV Tape labeled Gold #97 White
5 6/3/05 R 6/3/05 Secret #88 Purnle #80 POCN 03Jun05 SOCOM USZA26-03-P-2294
Mini-DV Tape labeled Orangs #76 GCS _
6 6/3/05 R 6/3/05 Secret 7 Night 03Jun05 SOCOM USZA26-03-P-2294
Mini-DV Tape labeled Red-75 ORA-B1
7 6/3/05 R 6/3/05 Secret 6/3/05 SOCOM USZAZ6-03-P-3294
Mini-DV Tape labeled 12.5K Orange
8 6/3/05 R 6/3/05 Secret #76 Night 03Junos SOCOM USZA26-03-P-3204
Mini-DV Tape labeled-Orange GCS 7 )
. #78 Day Nellis IR/EO 03JUNO5
2 6/3/05 R 6/3/05 Secret 2330PM SOCOM USZA26-03-P-3294
Mini-DV Tape labeled Orange #76
10 6/3/05 R 6/3/05 Secret  {03JUNOS Day S S50COM USZA26-03-P-3294
Mini-DV Tape labeled Orange #76
11 6/3/05 R €/3/05 Secret 03JUNOS Day SOCOM USZA26-03-P-3294
Mini-BDV Tape labeled Tapa 1 11/4/05
12 11/4/05 MISSING 12/12/05 Secret IR SOCOM USZA26-03-P-3294
Mini-DV Tape labeled Tape 2 11/4/05
12 11/4/05 R 12112105 Secret IR SOCOM USZA26-03-P-3294
Mini-DV Tapo labsled GCS 11 #125 IR
13 11/10/05 R 11/10/05 Seacret 11/10/05 SOCOM USZ2A26-03-P-3204
Min-DV Tape labeled GGS 6 #61
14 11/10/05 R 11/10/05 Secret 11/10/05 IR SOCOM USZA2E-03-P-3204
; Mini-DV Tape labeled GCS 10 #119 .
15 11/10/05 R 11/10/05 Secret 11/10/05 IR Tape 1(A) SOCOM USZA26-03-P-3204
‘ Mini-DV Tape labeled GCS 6, #61 lo 4
16 11/10/05 R 11/10/05 Secret GCS 11 #125 IR 11/10/05 SOCOM USZA26-03-P-3294
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Mini-OV Tape labeled Tape 3 11/13/05

17 11/13/05 MISSING 12/13/05 Secret Day SOCOM USZA26-03-P-3294
Mini-DV Tape labeled Tape 4 11/13/05
17 11/13/05 R 12/13/05 Secret Day SOCOM USZA26-03-P-3204
18 11/4/05 MISSING 11/4/05 Secret HBD labeled 11/4/05 Nellis SOCOM USZA26-03-P-3294
19 11/4/05 MISSING 11/4/05 Secret HDD labeled 11/4/05 Nellis SOCOM USZA26-03-P-3294
20 11/4/05 MISSING 11/4/05 Secret HDD labeled 11/4/05 Nellis SOCOM USZA26-03-P-3204
21 11/10/05 MISSING 11/10/05 Secret HOD labeled 11/10/05 Nellis SOCOM USZA26-03-P-3294
22 11/10/05 MISSING 11/10/05 Secret HDD labeled 11/10/05 Nellis SOCCOM USZA26-03-P-3294
23 11/10/05 MISSING 11/10/05 Secret HDD labeled 11/10/05 Nellis SOCOM LUSZA26-03-P-3294
24 11/11/05 MISSING 11/11/05 Secret HDE) labeled 11/11/05 Nellis SOCOM USZA26-03-P-3294
25 11/11/05 MISSING 11/11/05 Secret HDD labeled 11/11/05 Nellis SOCOM USZA26-03-P-3294
26 11/12/05 MISSING 11/12/05 Secret HDD labsled 11/12/05 Nellis SOCOM USZA28-03-P-3294
: Hard Disk Drive labeled Nellis 11/04/05
27 11/4/05 R 12/7/05 Secret MPG RAW SOCOM USZA25-03-P-3294
Hard Disk Drive labeied Nellis 11/t11/05
28 11/11/05 R 12/7/05 Secret MPG RAW SOCOM USZA26-03-P-3254
11/4/05 - Hard Disk Drive labeled Nellis 11/4/05 - :
29 11/11/05 R 12/7/05 Secret  1114/05MPG RAW SOCOM USZA26-03-P-3294
11/4/05 - - Hard Disk Drive labeled Nellis 11/04/05
30 11/12/05 R 12/7/05 Secret - 11/12/05 MPG RAW A SOCOM USZA26-03-P-3294
Hard Disk Drive labeled SOCOM 12/04
31 12/04 - 04/05 R 12/7/05 Secret -04/05 B SOCOM USZA26-03-P-3294
Hard Disk Drive tabaled SOCOM 12/04
32 | 12/04 - 04/05 R 12/7/05 Secret -04/05 A SOCOM USZA26-03-P-3294
33 12/8/05 R 12/8/05 Secret Nellis Images WIP 12/8/05 SOCOM USZA26-03-P-3294
11/4/05- Hard Disk Drive labeled Nellis 11/4/05-
34 11/12/05 R 12/19/05 Secret 11/12/05 MPG RAW B SOCOM USZA26-03-P-3294
Hard Disk Drive labeled Neliis Images iy
35 12/8/05 Destroyed 1/11/06 Secret WIP 12/8/05 B DoD 7-pass delete and wipe
11/4/05- Hard Disk Drive iabeied Neilis 11/4/05-
36 11/11/05 R 12/19/05 Secret 11/11/05 MPG RAW B SOCOM USZA26-03-P-3294
Hard Disk Drive labeled Nellis 11/11/05
37 11/11/05 R 12/19/05 Secret MPG RAW B SOCOM USZA2E-03-P-3294
Harg Disk Drive labefed Lance Pred
38 03/05-06/05 | Destroyed 1/19/06 Secret 03/05-06/05 B DoD 7-pass delete and wipe

00026
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Hard Disk Drive labalad Lance Data Py
39 | 7/7/05-7/10/05 12/19/05 Secret  |07/07/05-07/10/05 KEEPI SOCOM USZA26-03-P-3294 o .
. Hard Disk Drive labeled Lance Prad © P
40 | 08/05-07/05 12/19/05 Secret  {06/05-07/05 B SOCOM USZA26-03-P-3294 )
)]
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FD-302 {Rev. 10-6-95) .

-1-
FEDERAIL BUREAU OF INVESTIGATION

™

Date of transcription 02/23/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775} 337-
€771, provided the attached documents relating to Security
Clearances of Chief Technical Officer Dennis Lee Montgomery:

Standard Form 312, "Classified Information Nondisclosure
Agreement", signed and dated September 16, 2003, b
feonic Lecongonery, PR

Department of the Army, U.S. Army Security Operations
Training Facility, Post Office Box 70660, Fort Bragg,
North Carclina, "Security Briefing®" Form, briefed and

signed on Auiust 25| 2003I bi Dennis Montgomery,

Department of Security Services, Investigation Summary,
for Dennis Lee Montgomery.

Department of Defense, Letter of Consent, National
Industrial Security Program, Clr Date, May 7, 2003, to
Dennis Lee Montgomery,

Investigation on 02/14/2006 wu Reno, NWevada

dile # 295A-LV-39368 Date dictated 02/23/2006
by SA Michael A. West:maw& ANOL
804828
1
This document contains neither recommaendations nor conclusions of the FBI. It is the property of the FBI and is lcaned to y(ﬁrebEcEf; 11 06

it and its contents mre net to be distributed outside your ageney.
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CLASSIFIED INFORMATION NONDISCLOSURE AGREEMENT

AN AGREEMENT BETWEEN "1 yukton M OFT Dpy & /ons AND THE UNITED STATES
{Name of Individual —(Prifitad or !ype?j

1. Intending (o be legaily bound, | hereby accept the obligations contained in this Agreement in consideration of my being
granted access to classified information. As used in this Agreement, classified information is marked or unmarked classified
informaticn, including oral cornmunications, that is classified under the standards of Executive Order 12858, or under any other
Executive arder or statute that prohibits the unauthorized disclosure of information in the interest of national security, and
unclassified information that meets the standards for classification and is in the process of a classification determination as
provided in Sections 1.1, 1.2, 1.3 and 1.4(e) of Executive Order 12958, or under any other Execulive order or stafule ihat
requires protection for such informalion In tha interest of mationat security. | understand and accept that by being granted
access 1o classified information, special confidence and trust shall be placed in me by the United States Government.

_2. | hereby acknowledge that | have received a securlty Indoctrination concerning the nature and protection of classified
information, including the prosedures to be followed in ascenaining whelher ofher persens to whom | contemplale disclosing
this information have been approved for access to it, and that | understand these procedures.

3. | have been advised thal the unauthorized disclosure, unauthorized retention, or negligent handiing of classified informa-
tion by me couid cause damage or ifreparable injury to the United States or could be used to advantage by a foreign nation.
| hereby agree that | will nevar divulge classified information to anyane unless; {a) | have officially verified that the recipient
has been properiy authorized by the United States Governmant to receive it; or (b) | have been given prior written rotice of
authorization from the Uniled States Government Department or Agency (hereinafier Dapartment or Agency} responsible for
the classification of informatian or last granting me a security clearance that such disclosure is permitted. | understand that if
I am uncertain about the classification status of information, | am reguired to confirm from an authorizeq official that the
mformation is unciassified before | may disclosa it, except to a person as provided in {a) or (b}, above. | further understand that
| am obligated ta comply with laws and regulations that prohibit the unauthorized disclosure of classified information.

4. | have been advised thal any breach of this Agreement may result in the termination of any security clearances | hold;
removal from any position of special confidence and Lrust requiring such clearances; or termination of my employment or other
ielationships with the Departments or Agencies that granted my security clearance or clearances. In addition, ! have been
advised that any unauthorized disclosure of classified information by me may constitute a violation, or vitlations, of United
States criminal laws, including the provisions of Sections 641, 793, 794, 798, *952 and 1924, Title 18, United States Code, “the
provisions of Section 783(b), Title 50, United States Code, and the provisions of the Intelligence |dentities Protection Act of
1982, | recognize that nothing in this Agreament constitules a waiver by the United. Siates of the right to. prosecute me for any

statutory violation.

5. | hereby assign to the United States Government all royalties, remunerations, and emoluments thal have resulted, will
result or may resull from any disclosure, publication or revelation of classified information not consistent with the terms of this

Agreement.

6. | understand that the United States Government may seek any remady availatle ta it 10 enforce this Agreement including,
but not limited to, application for @ court order prohibiting disciosure of information in breach of this Agreerment.

7. 1 understand that all classified information to which | have eccess or may obtain access by signing this Agreement is now
and wifl remain the property of, or under the conltrol of the Unlied States Government unless and until otherwise determined
by an authorized official or final ruling of a court of law. I agree that | shall return all classified materials which have, or may
come Into my possession or for which | am responsible because of such access: (a) upan demand by an authorized
representative of the United States Government; (b} upon the canclusion of my employment or other refationship with the
Department or Agency that las! granted me a security clearance or that provided mé access lo classified information: or (c}
upon the conclusion of my employment or other relationship thal requires access to classified information. If | do not return
such materials upon request, | understand that this may be a violation of Sections 793 and/or 1824, Title 18, United Stales

Code, a Uniled States criminal law.

* 8. Unless and until | am released in writing by an authorized representalive of the United States Government, | understand
thal afl conditions and obligalions imposed upon me by this Agreement apply during the time | am granted access to classified
in‘ormation, and at ali times thereafter.

. Each provision of this Agreement is severable. If a court shou!d find any provision of this Agreement to be unenforceable,
' other provisions of this Agreement shall remain in full force and effect.

{Continue on reverse.)

STANDARD FORM 219 (bW £

NSH 7545-01-280-5439 312102
Previous sdition niot usabls PFrescribad b oo !
REPE” 11' 06

32 CFR 2003
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10. These restrictions are consistenl with and do not supersede, confiict with or otherwise alter the employee obligations, rights
or iiabililies created by Executive Order 12358, Seclion 7211 of Title 5, United States Code {governing disclosuras o Con-
gress); Section 1034 of Title 10, United States Code, as amended by the Military Whistleblower Protecticn Act {governing

. disclosure to Congress by members of the military); Section 2302(b) (8) of Title 5, United States Code, as amended by the
Whistleblower Protection Act (governing disclosures of illegality, wasle, fraud, abuse ar public health or safety threats}; the
Intelligence identiies Protection Act of 1982 (50 U.5.C. 421 el seq.} {(governing disclosures that expose confidential Govern-
ment agents}, and the stalutes which protect against disclosure that may compromise tha national security, including Sections
841,783, 784,798, 952 and 1924 of Title 18, United States Cods, and Section 4(b) of the Subversive Aclivities Ad of 1850 (50
U.5.C. Section 783(b)). The definitions, requirements, obligations, rights, sanctions and labilities created by said Executive
Order and listed stalutes are incorporated into this Agreement and are controlling.

11. I have read this Agreement carefully and my questions, if any, have been answered. ! acknowledge that the briefing officer

has made avail tam Executive Order and statutes referenced in this agreament and its imptementing regutation (32
ection 2003.20) s that | may read them at this time, if | so choose. . -

CeRse

SIGNA . . DATE SQCIAL }‘SECURITY NUMBER
A Gtefo3

ORGANIZAIION (IF CMH@R. LIENSEE, GRANTEE OR AGENT, PROVIDE: NAME, ADDRESS, AND. F APPLICA

{Type or priAl)
CTRSPASL TECHAN es+ES, L CC 305X

TS TRADErnARE The

: DV
Koo, o FICa
WITNESS ACCEPTANCE
THE EXECUTION OF THi8 AGREEMENTWAS WITNESSED THE UNDERSIGNED ACCEPTED THIS AGREEMENT ON
BY TH%DERS!GNED. BEHALF OF THE UNITED STATES GOVERNMENT.
s
sl?AﬁJR DATE SIGNATURE” DATE
, S ik S WP
/ WAME AND ADTRESS {Type or e} N?ME AND ADORESS fiypa or prini) .

Do Sty e 500

31 Daflar Orim— :
ey g ol K17 e

A

SECURITY DEBRIEFING ACKNOWLEDGEMENT I

1 regHirm \hal the provisions ol the esplonage taws, other federal criminai laws and exaculive orders applicable to the saleguarding of dassified information
- have been made avallable to me; that  have relurned all ciassified information In mry cusiody; thal | will not communicate or transmil classlfied information

to any unaulhonzed person or organization; thal | will prompily repori 1o (he Federal Bureau of Investigation eny allempl by an unauthorized person Lo solicit
classified inbormalion, and tat | (have) [have nol) (slrike oul inappropriate word ar woeds) recelved a securlly debriefing.

SIGNATURE QF EMPLOYEE CATE

HAME OF WITNESS {Yype or peint) SIGNATURE OF WITNESS

PTIC E: The Privacy Acl, 5 1.5.C. 5523, requires thal lederal agencies inform individuals, a! the lime infarmaiion Is solicited from Ihem, whelher lhe disclosure
mandatory or valuntary, by whal authorily such infoermation is saliciled, and whal uses will be madae of the infarmation. You are hereby advised lhat 2uthorily
o soliciting your Social Securily Account Number (SSN) is Executive Order 9397, Your SSN wiil be used la identify you precisely when il is necessary (o 1)
cerlfy thai you have access lo the information indicated above ar 2) determine Iha! your access fo the information indicaled has lerminaléd. Althcugh disciosure
af yaur SSN is not mandatory, your failure lo de sa may impede Lhe processing of such cerlifications or deferminations, or possibly result in the demial cf your
00030

‘being granied access to classified information.
‘NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT. ~ ' 06
STANGARD ToR I B A e 5 )
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U MY SECURITY OPERATICNS TRAINING FAL . TY
POST OFFICE BOX 70860
FORT BRAGG, NORTH CAROLINA 28307-5000

SECURITY BRIEFING

' '(Use For Non-Ugit Members)

I understand that In consideration of my assignme mployment, /or assoclation with the Security Operations
Tralning Facility {SOTF), [ may bs granted access, If properly authorized or security cleared, to Infprmation, material,
anid plans which concarn the security of the Unlled States of Amerlca and which are either sensliive or classified by the
order of the President or as authorized by statute,

1. 1 agree thal | will never divulge, publish, or reveal by wrling, word, conduct, or otherwise, fo any
unauthorized person, any classified or sensilive information relating to the SOTF Facility / Projec, its parsannal, fiscal
data or securlty measures without prior consent of the Diractor, SOTF or his deslgnated security representative.

2. 1 agree that tha burden 1s upon me to ascertaln whether or not Information Is sensitive or dlassified, and, if
s0, who Is authorized la roceive IL | wili, therefore, oblaln the docision of the suthorizing officlals of the SOTF Security
-Office on thasa matters bafore disclosing such information. ’

3. | agree to submit nformation for review by the SOTF Securlty Office, prior to discussing with or showing
fo any pubiisher, literary agent, architectural firm, or other unauthorized persons, all manuscripts, ericles, speaches,
resumes, and all archkectural design drawings and papers, writlen or drawn by me or inconjunclion with others, which
contaln or are derived from Information or matarial obtalned by virlue of my assignment, employment or assoclation with
this facllity or project. | agree that the purmposa of such review Is (o ensure that no sensitive or classified Information or
materlal obtalned by virtue of my asslignnient, employment or association with this facllity/profect is contained therein. |
further understand that such review shall not constitute nor shall be represented as a varification of factual accuracy or
an endorsement of the opinions contained In any such manuscrpts, aricles, speeches, resumes, advertisements of

papers,

. 4. 1agroea that all classified or sensitive information acquired by me in connaction with my assignment,
amiployment or associallon with this facllity/project remains the property ef the Govarnmant of the United States of
Amerlca, and | must sumender, upon demand by the Direcior, SOTF or his Securify Representallves, any material in

fmy possession relaling 1o such information, -

5. 1agree to report, without delay, lo-my superiors or the Security Manager, the details or tircumstances of

gny case which comes within my knowledge wherein an uriauthorlzed person has obtalned or Is atiempting to obtain

. classtfied or senskhive inforrnation or materal, or wharein such Information or material may be or Is being disclosed or
~ removed In an unauthorized manner.

6. ‘I agrea that my compllance with all the obligations requirad to protect classifled and/or sensltive
Information may be a.consideration of my conlinuing assignment, employment or assoclation with this facllity/project. |
understand that any fallura to so comply may subject me 1o adminisirative aciion Including termination of my
assignment, employment or assodatlion with this faciitfy/project.

( Continued on Reverse )

> | , 00031
' Sept. 11' 06
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SECURITY BRIEFING —
{Usa For Non-Unit Membaers)

{Continued from front page)
7. 1 understand that the proﬂé}on_s of the Esplonaga Act apply dudng my assignment, employment of
assoclation with the SOTF. | have been made aware and understand that the provisions of the Esplonage Act,

Sections 783, 794, and 788, of Title 18, United States Code pravide penaliies far any violation of the Esplonage Act.

8. 1 have read and understand the contents of this briefing. | have baen made aware and understand that
Section 1001 of Title 16, Unlted States Code provides Information on the penaliles invoived In the making of false,

fictitious, or fraudulant statements or rapresentations.

erson Conductin Bdefing: : o i fad: -
Date: S / Z,Caj 43 - Dato: g Z{: ﬁ3

miclazl S AL

Printed Name

M/la
Soclaf S'ecurity Numb@r
10) 57~ SL4) TR 595
ot Phopo Nunpbe “‘iﬁgm ir
d

: ﬁnatum)y

NOTICE: The PRIVACY ACT, 5'U,5.C. 5628, requires that federal agencles Inform individuals, at the tima information
Is solicited from them, whether the dlsciosure-is mandatory of voluntary, by what authorfty such Information is soflcited,
and what uses will be made of the information, You are hereby advised that the authority for ‘soliciing your Social
Securlty Account Humber (E5AN) is Executive Order 387, Your ESAN will be used (o identlfy you preclsely when R is
necessary (o cerilfy that you have access 2 the [nformatlon indicated abave. Whila the disclosure of your S5AN Is not

mandatory, your fallura {o do 50 may delay the processing of such cerlification.

“ton 2, dated 11 January 2000

~

00032
Sept. 11'06



Case 3:06-cv-00263-PMP-VPC Document 70-5 Filed 09/11/06 Page 35 of 40

Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70 Filed 08/11/2006  Page 35 of 40

] Person Summary

MONTGOMERY, DENNIS LEE
arson Category Industry (KMP) 3C5X0-I

Marital Status: N/A

Open Investigation: N/A
PSQ Sent Date: N/A Place of Birth: Arkansas
Attestation Date; N/A Citizenship: U.S. Citizen
ncident Repor: 2006 01 20 NdA Signed: No
SF 713 Fin Consent Date; N/A NdS Signed: No
SF 714 Fin Disclosure Date; N/A
Polygraph: N/A

Foreign Relation: NIA
. Request to ResearchiUptirade
PSQ Sent Eligibility
Non-8Cl Access Histary

Accesses

| Suitabillty and Trustworthiness_J
IT: N/A

!
'Public Trust: N/A

Suspended

[Child Care: NIA

o 1yt g £k o b 5 e oA vt 10

Persan Category Information

Category Classification: KMP
Organization: 3C5X0-1, ETREPPID TECHNOLOGIES, LLC, 755 Trademark Drive, Reno, NV, 83521
Organization Status: Top Secret, ACTIVE, 2005 06 01 ‘

Occupation Code: N/A Separation Date: N/A
WAVYAA - INSCOM MISSION SPT CMD, Level 2, 703-706-1352, Alt phone for 850
sci SMO: INSCOM: (703) 706-1768/2520 or {703} 428-4376. FOR CONTRACTOR CLEARANCE
"ISSUES CONTACT THE CONTRACTOR SUPPORT ELEMENT (CSE) AT: (301) 677-
6962; (301) 677-4628 OR (301) 677-4622

Non-SC! SMO: ETREPPID TECHNOLOGIES, LLC, Levetl 4, 775-337-6771 X 14,
Servicing SMO: No

Office Symbol: N/A Grade: N/A
Poslition Code: N/A PS:N/A
Arrival Date: N/A RHNLTD: N/A
Office Phone Comm: N/A Office Phone DSN: N/A
Separation Status: N/A TAFMSD: N/A
Interim: N/A Proj. Departure Date: N/A
Prol. UIC/RUC/PASCODE: N/A

Report Incidert in/Out Process

Remarks
Suspenge Data
{nvestigation History

-..«estigation Summary
SSBl from DSS, Opened: 2003 04 04 Closed 2004 02 13

NAC from DSS, Opened: Closed 2003 04 29
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[ Incident Report bpdate Notification

Records 1 - 1 of 1, Page 1 of 1

Remove
Person Incident tncident . I Expand
SSN Name Category Date Status  ncident Criteria Incident Df;;f:y

Personal Conduct,
Emotional, Mental and
Personality Disorders,

- MONTGOMERY, Industry 2006 0120 Initial Criminal Conduct, Security 0 S}
DENNIS LEE . )
. Violations, Misuse of

Information Technology
Systems

Records 1 - 1 of 1, Page 1 of 1

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system.
Disclosure of information is governed by Title 5, United States Code, Section 552a Public Law 93-579, DoDD $400.11,
DoDR 5§400.11-R and the applicable servica directives.

00034
Sept. 11'06
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.7 JPerson Summ. vy -

MONTGOMERY, DENNIS LEE

Eliglbllityzigé;\gcm 6/4, 2005 10 08, Place of Birth: Arkansas
Investigation: SSBI, 2004 02 13, DSS Citizenship: U.S. Citizen
Open Investigation: N/A _ Marital Status: N/A :
Data PSQ Sent: N/A NdA Signed: No
Incident Report: N/A NdS Signed: No

Attestation Date: N/A

Polygraph: N/A

Foreign Relation: NiA

Reguest to Researchi/Upqrade
PSQ Sent Eligibllity
Non-SC) Access History

Person Category Industry (KMP) 3C5X04

Category Classification: KMP
Organization: ggSS;(-IO-I. ETREPPID TECHNOLOGIES, LLC, 755 Trademark Drive, Reno, NV,

Organization Status: Top Secretl, ACTIVE, 2005 06 01
Occupation Code: N/A Office Symbol; N/A

Position Code: N/A Grade: N/A
Arrival Date: N/A PS:N/A
Office Phone Comm;: N/A ~ Office Phone DSN; N/A
Separation Date: N/A RNLTD: N/A
Separation Status: N/A TAFMSD: N/A
tnterim: N/A Pro). Departure Date: N/A
PSF: No Proj. VIC/RUC/PASCODE: N/A

SCI SMO: N/A

‘Non-SC1 SMO: ETREFPID TECHNOLOGIES, LLC, Level 4, 775-337-8771 X 14,
Servicing SMO: No
Report Inclident infOut Process
. Remarks

Suspensge Data

Non-SCl Access

SCHAGcass

SPAINA

US:NA  NATO:N/A
CNWDI: N/A SIOP: N/A Access: No
. Restricted
PRP: N/A tofed nia
SIGMA '

16: NIA .

IT: NIA Public, /A Child, ;a

— Care;

Trust:
Indoctrinate

Investigation H(8:3 5

Investigation Summary Sent. 11' 06
ep » -

SSBI from DSS, Opened: 2005 04 04 Closed 2004 02 13
NAC from DSS, Opened: Closed 2003 04 29
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? Person Summary

MONTGOMERY, DENNIS LEE

Eligibility: Top Secret, 2004 02 21, DISCO Piace of Birth: Arkansas
Investigation: SSBI, 2604 02 13, DSS Citizenship: U.S. Citizen
Open Investigation: NLC, 2003 04 04, DSS NdA Signed: No

Date EPSQ Sent: N/A NdS Signed: No
Incident Report: N/A Attestation Date: N/A

Polygraph: N/A

Foreign Relation:: NIA.

Person Categary Industry (KMP) 3C5X0-| -

Category Classlification: KMP
Organlzation: 35255;10-!. ETREPPID TECHNOLOGIES LEC, 755 Trade Mark Drive, Reno, NV,

Occupation Code: N/A Office Symbol: N/A
- SAIN/A Grade: N/A

Arrival Date: N/A PS:N/A

Office Phone Comm: N/A Office Phone DSN: N/A
Separation Date: N/A RNLTD: N/A
Separation Status: N/A TAFMSD: N/A
Interim: N/A Pro]. Departure Date: N/A
PSPiNo Proj. UIC/RUC{PASCODE: N/A
SCISMO:N/A '
. Non-§C| SMO: N/A
Servicing SMO: No
Report Incident In/Qut Process

US: NFA | NATONIA S MSPA-:N!A R
CNWDL N/A SIOP: NfA Access:No
PRP: N/A Restrictednia '
S'G',‘l"é":‘ N/A
LS

Investigation Summary
SSBI from DSS, Opened: 2003 04 04 Closed 2004 02 13

NAC from D8S, Opened: Closed 2003 04 29

Adjudication Summary
00036
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PSI Adjudication of S5B| DSS, Ob"ened 2003 04 04, Closed 2004 02 13, determined Eligibility of Top Secret on
2004 02 21 DISCO

P8I Adjudication of NAC DSS, Cpened , Closed 2003 04 29, determined Eligibility of interim Top Secret on 2003
12 28 DISCO

Externatl Interfaces
Ferform SH Search DCI

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this
system. Disclosure of information is governed by Title 5, United States Code, Section 552a Public Law 93-578,
DoDD 5400.11, DoDR 5400.11-R and the applicable setvice directives.

00037
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Last Name - First Name - Middle Clr Date Other Names

LI MONTGCMERY, DENNIS LEE 07-MAY-03
|
Place of Birth
MENA, AR, US
- KMP Phys Loc Citizen of
NO us

Level of Clearance Type of Investigation
INTERIM SECRET

Inv Date

Remarks:
E8BY PENDING, LIMITELR ACCESS PER PARA 2-212 NISPOM
ATTN: SECURITY SUPERVISOR - (3C5X0)

NAME AND ETREPPID TECHNOLOGIES LLC
ADDRESS OF 755 TRADE MARK DRIVE
CONTRACTOR REND, RV 85521

The congent of the Secretary of Defense is hereby granted for the above-named
employee to have access to c¢lassified information up to and including the
level shown, preovided access ia esgential in cannection with the performance
of a classified contract. Unless suspended or revoked by the Department of
Defense, or administratively terminated when access no longer is required,
thic personnel security. clearance is valid as long as the individual is
! continuously employed by your organization. 1If this clesarance is
administratively terminated and a need for access develops later, or if
employment is terminaked and the individual is subsegquently reemployed and
requires access, this clearance may be reinstated provided not more than 24
months have elapsed since it was last valid. This. congent will continue in
effect if the employee is transferred to another facility of your organirzation
: if continuved clearance ig required. You are required to report promptly any
information coming to your attention which may indicate that continued accesgs
to classified information may uot be clearly consistent with the —=tional
intexest. A copy of this form shall not be furnished to the above-named

employee for any purpose whatscever. You may reproduce it only as necessary
for your organization's essential records or to meet Department of Defense

requirements, This form shall be returned upon request by the Government.

Issued by

DEFENSE SECURITY. SERVICE .
COLUMBUS, OH . ... '

(29

00038
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-1-
FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/23/2006

' Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Renc, Nevada, telephone number (775) 337-
6771, provided the attached ADT alarm access log eTreppid '
Technology, LLC, from November 1, 2005, through January 15, 200€.

Investigaticn on 02/14/2006 at Reno, Nevada

ile ¥ 295A-LV-39368 Date dictated 02/23/2006

by SA Michael A. West:rﬁay[

Lt 00039

]
This docurment confains neither recommendations nor tenclusions of the FBL 1t is the property of the FBI and is loaned 10 yo‘éﬁpﬂéy 11 06
it end its conienis are aot to be diswibuted outside your agency.
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elreppnd Technologles, HE B www.e Troppid.com
758 Tragemark Drfve : Tel: (775) 337-6771
" Reno, Nv 89521 Fax: (775) 437-1877

Date: February 14, 2006

| | Time: 5:30 PM
- To: /Mllﬁ{:’ d}és‘f Fax Number: Q‘Q’Y" 82/3" 263Y%
From: S 'roa VEMO&S , Pages (including Cover): Sﬁ '
O Yrgent O For Raview O Pleass Comment O Plesse Ropiy O Pleass Recyck

rRe ADT (o6s My [ 208 7 Tpes 1S, 2006

* » 8 & ¥ § w8 " & % B ¥ OB B O* Ou oS 3 L o2 o2oa

Q0040
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casb 0b 880985 BRP-VPERBEMEED"  Document 70-2  Flerk@@/11/2006  Page 3mfz40

CSH HoUB2EZTTO

—

Pagt 1 of &

21472008 54 pm Event History Report
CE¥ HOOB25277D Dates 110172005 to G1#152006 Emgloyest Al
Wanktoring Gystem AULOSA Event Clags Al Reporting Group AL
Data Zone Evert Description f Commant Addiione! Info
€83 HOOB252TTD Sks Naws ETREPPID TECHNOLOGIES LLC  Address 755 TRADEMARK DR RENO, NV 69521 ARE
VA0S 8:09:02m 1013 96 OF-OFEN (LOG-LSL) USER #13
/2005 1039:64 pe 1C12 07 CLLCLOSE (LOGASL USER H12
TH20E 72443 10158 B6 DR.OPEN LOG-LEL) USER 18
WY2005 130:44em 1CI2 97 CL-CLOSE (LOG-LSL) USER #1412
112005 7:3%:3T em 1016 96 ORDPEN (LOG-LSL) USER 16
112005 B:4640pm  1C12  B7 CLLCLOSE [LOG-LSL) USER #12
1142006 B:A1:4T.m 1013 06 OP-OPEN (LOG-LEL) USER #13
12005 1045: 20 s 4C12 97 CL-CLOSE LOGLS0 USER#1{2
s oz 1dem 1013 08 OP-DPEN (LOG-LEL) USER #13
WYZ05 43048 pm 1013 07 CLCLOSE LOGASL) USER #13
1162005 10:38:06 0 1043 06 OP-OPEN 0LOGLEL) USER #13
198200553227 pm 1C1Y 67 CL-CLOSE LOG-LSEL) USER €13
142005 B2226 am 1013 98 OP-OPEN LOGLEL) USER £13
172008 10:1308 py 1C12 &7 CL-CLOSE (LOGLSL) USER #12
1B/2006 6:04:57 am 1013 86 OROPEN (LOG-LEL) USER F13
{12005 BD040pn . 1012 97 CL-CLOSE (LOG-LSL) USER #12
WO 734 uwn 1018 96 OP-OPEN LOGLSY) USER #16
1152005 8: §6.44 pm 1iC13 14 CL-CLOSE LOG-LSL) USER #13
WAVLOS 75040 0 1O BE OP-OPEN (LOG-LEL) USER#12
VNS 9:38:28pm  1C16 97 CL-CLOSE (Loo4sL) USER £16
1111072005 100442 i 1013 94 OP-OPEN (LOG-LSL) USER#13
102005 104612 e 1012 W7 CLLIOSE (LOG-LSL) USER H2
1940/20057:13:408m 1013 96 OP-OPEN (LOG-L81) USER#13
2005 628:29pm 161y @7 CL-GLOSE (LoG-LSL) USER #13
111272005 7:51:02am 1013 04 OP-OPEN (LOG-LSL) USER #£13
WHZ2005 83020 pm 1033 7 CLLLOSE LOGLSL) USER #93
HHY2005 04125 am 1013 86 OP-OPEN (LOO 451} USER#13
11HM2006 350:50 pm 4C13 97 GL-CLOBE (LOGALBL) USER #13
1WH42005 B50:4Sem 1013 88 OP-OPEN (LOG-LSL) USER#13
THHU2008 95238 1012 97 CLOLOSE (LOG-LSL) USERF12
WIN205 T24:0Tem 1018 08 OPR-DPEN (LOG-LSL) USER #18.
TMG2005 1:96:29am  1C42 %7 CLCLOBE (LOGLEL) USER #12
UAYZNS B em 1018 46 OP-OPEN (LOG-LSL) USER ¥1§
HAI2005 1.01:63em  1C12 §7 CL-CLOSE LOGLSL) USER 912
WHTA008 72429am 1098 8B OP-OPEN (LOG-LEL) USER #6
MHT/2005 L1204 pm 1C12 97 CL-CLOSE {LOG-LEL) USER #12
NN7/2003 102211 pm 4D13 8B OP-OPEN @ O0-LBL) USER #13
1ATZ003 110048 pm  $C11 97 CL-CLOSE (LOG-5L) USER 13
HAN2005 L2:32em 1013 05 OP-OPEN (LOGLS) USER #3
HWAW2008 120342am 1012 97 CL-CLOSE {LOG-LEL) USER #2
MANX05 82038 sm 1013 8B OP-OPEN (LOG-LEL) USER #13
MR2005 338 100m 113 §T CLLLOSE (LOGLSLY USER#1)
. M20/2005 2:01:1Bpm. 1013 96 OPOPEN [LOG-LSL) USER #43
112002005 80746 pm 101y 97 CLCLOBE LOGASL USER A3
12002005 60333 pm 103 9 OP-OPEN (LOG-LEL) USER #13
BRYA0L B0I3Ipm 1GIS %7 CL-LLOSE (LOGLSL) USER H3
11202005 7:61:03pm 1013 65 - OP-OPEN {(LOG-LSL) USER #13
- 11202005 15108 pm  1C13 97 CL-CLOBE (LOG4SEL) USER #13
1172142005 74302 am 1013 08 OP-GPEN (LOG-LEL} USER #13
112172008 7308 pm 1012 97 CL-CLOSE (LOG-LEL) USER #12
1222005 ¢1:0Tam 1013 05 OP-OPEN (LOG-LSL) USER #13
197/Zrz005 §18:13pm 1012 97 GLCLOSE (LOGLSL) USER #12
URAZOS w145 pm 1013 98 OP-OPEN (LOG-LEL) USER 3

Page {1 of 4

00041
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CadPF bt OB RntBRIP-VPEIPARED  Document 70-2  9BHedd®/11/2006  Page 4.af 40

2MW2006 B4 pm - Event Higtory Report Page 2 of 4
CS# HO08ISZTTO Brdas 4320472005 to 01162008 Employred All
Maritering Systam ALLOSA Evant Class All Reporting Group Al
Date Zone  Evinl Cescription / Comment Additienal info
C$¥ HI0B257770 Elbe Kama ETRZPPID TECHNOLOGIES LLG  Address 755 TRADEMARK DR REND, NV 80521 Al
W05 104026 pm 1013 €7 CL-CLOSE (LOGLEL) USER #13 f
22005 83 1am 1018 98 DP-OPEN (LOGHLSL) USER #16 :
122005 8:41:50 e 1C12 97 CLCLOSE (LOGASL) USER #12 :
11722/2005 74008 pra 1012 95 OP-GPEN (LOG-L5L) USER #12
WIA2008 TAB:4T pra 4C42 o7 C4L-CLOSE (LOGASL) USER M2 :
HAY2005 TH:EE w1013 96 OP-OPEN (LOG-LSL) USER #13 !
11242005 541124 pm  1C13 87 CL-CLOSE L.OGLS5L) USER #13 ‘
112802005 70549 am 1013 96 OP-OPEN (LOGL5L) _ USER#3
11262005 5:10:38 pro. 1613 67 CL-CLOBE {LOGLSL) USER#13
112672005 82830 am 1018 98 OP -OPEN {LOG-LSLY USER#13 . ;
VRIS a5 e 1C11 o7 CLCLOBE (LOGLEL) USER®11
22005 4634 em 4013 85 OP-OFEN (LOG-LEL} USER 13 !
URTIOOE 28124 P 1C13 o7 - CLCLOSE {LOGLEL) USER I3 '
N2IENG33GITpm 1011 W OP-OPEN (LOG-LEL) USER #11
N0 44TD2pm Gt €T CLCLOSE (LOAL6L) . USER #41
- Yawzoes 0 isam 1013 ee OP-OPEN (LOG-LSL) : USER #1)
112672005 (00XA5pm 112 67 CL-CLOSE (LOG-LSL) USER #12
NS E20:1Tam {013 06 OF-0PEN (LOG-LEL) USER #13
AW2006 7:4523pm  1C13 @7 CLLCLOSE LOG-LEL) USER#S
U2V005 8009 pm 1012 06 OP-OPEM (LOG-LSL) USER#12
22005 05844 pre  1C12 07 CLCLOSE {LOG-LSL) USER#12 :
MAW2005 72737 em 1016 86 OP-OPEN (LOG-LSL) USER #18 ;
VD005 11.08:28pm  §612 67 CLCLOSE (LOG45L) USER #12 :
10802 am 1013 96 OFROPEN [LOG-LEL} : USER #13 :
U005 22918 em 1G42 @7 CLGLOGE (LOGBL) USER #12 :
A0S 720t5em 1018 68 OR-OPEN (LOG-LSL) USER#E :
12722005 L6842 pm 1012 67 CL-CLOSE (LOGLSL) USER #12 :
WIS T280R em 101 88 OP-DPEN {LOG-LSL) USER #13 ;
1232005 2445 pm 1CG13 97 CL-CLOSE (LOG-LEL) USER #13 :
1242005 100656 em 1013 48 OP-OPEN (LOG-LSY USER¥13
1LBP005 MM pm 1612 §T CLCLOSE LOG-LEL) USER Fi2
1262006 722580 em 1016 06 OPOPEN (LOG-LEL) . USER #16
1UBO0A TA3E2 pm 1612, 67 CL-CLOSE (LOQL5L) USER 42
127205 T:30:3 am 1013 ¢ OP-OPEN (LOG-LSL) USER #{3
IUIROCS 10:408 p 1G12 47 CLCLOGE (LOO-LEL) USER 42
12/8/2003 T:44:01 arn 1010 88 OP-DPEN [LOGLSL) USER#18
12732005 0:11:27 pm w1z T CL-CLOSE (LOG-LEL) USER #12
TRION5 64528 am 1048 g8 OP-OPEN (1 OGASLY USER 13
4ZH02005 25500 am  1C12 97 CLLLOSE (LOG-L5L) USER #12
1202005 10:18:1 s 1013 98 OP-OPEN (LOG-LEL) ‘ USER #13
1202003 6148 pm  1CEY o7 CL-CLOSE (LOG-LSL) . SER #13
12112005 B:582Tum  TO1 96 OP-OPEM LOGASL) . USER#13
122005871456 pm 101 9 CLOLOSE (OB USER #43
. 12122005 B:00:0T e 1093 9 OP-OFEN [LOG-LSL) USER #13
: 12172005 1W0:iz6tpm 1612 W7 CLLLOSE (LOG-LEL) USER #42
12122005 Tr4d:itpm 1010 . 86 OP-OPEN (LOGLSL) USER #10
1UIAP05 104658 pm 1C16 07 CLCLOSE (.OGLEL) USER #18
CALINE 7024 em 1018 96 OF-OPEM (LOGASL) USER #18
1YIN20058:4845pm G0 OF CL-CLOSE {(LOGL5L) USER#16
12102005 @:26:10 pm 1043 94 OP-OPEM (LOG-LSL) USER 1Y
42/43/2005 §:25:10 gm 1C13 o7 CLCLOSE LOG-LSL) USER F13
1212006 7:21:35am 1048 68 OP.OPEN (LOG-LIY USER 18
TUHZO05 114135 pm 1042 o7 CLCLOSE QLOG-LEL) USER W12
CS# HODBZSZTT Page 2 of 4
00042

Sept. 11'06
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Feb 14 08 05:1 . > SEHDA®D/11/2006 Page pof40
Casa s 0b oo B0bEs  BRip-vPEMSEAEED”  Document 70-2 |
142008 E:04 pm - Event History Report Page 3 of 4
C$# HOOBZS2YTO Detes 15/01/2005 fo 011152006 Employsed Al
Moniterlng System AULOSA Evartt Clurs Al Reporting Group A1
Dats Zorw  Evenl Descripion / Comment AddHlonat Wnfo
* CS¥ HoURREZ 70 Slis Nama ETREPPID TECHNOLOGIES LLC  Address 755 TRADEMARK DR RENC, NV 89521 Al
12MBM2006 73700 an 1048 A OR-OPEN LOGLSY) USER #18
11672008 62046 o (013 @7 CLLLOSE (LG BL) USER#13
WIRZ0ST4Z4Tam 1018 08 OP-OPEN (LOGLSL) USER M8
NEAN5 3i8pm 4GS o7 CL-CLOSE (LOGLEL) USER MY
NG B6740mm 1013 08 OP-OPEN (LOGLSY) ‘ USER®3
ZATROS 43¢ 15pm  1C13 67 CLCLOSE {LOGLSLY USER #1%
12182005 A0G4T am 1043 96 OP-OPEN 8.00G-L5L) USER #13
2982008 9:5539em 1013 97 CL-CLOSE ROGLSL) USER #13
202065 12283 pm 1012 86 OP-OPEN {LOG-LEL) USER#13
12MM2005 12528 pm 4C1Y O7 CL-CLOBE (LOALEL) ) USER 813
12102006 80040 1M 96 OP-OPEN (LOGH.SL) _ LISER #13
1YIR005 8DR46pm  1C13 &7 CL-CLOSE (LOG-L5L) LSER#13
1212005 0415 wn 1013 8O OP-OPEN {LDG-L5L} USER 13
AWNFSENAZpm  ICIE o7 CLCLOSE (LOG-L5L) USER #12
1U20M006 2437 4m 1013 B8 OF-OPEN §.0G-LELY USER #13
12202008 72768 pm  IC13 9T - CLCLOSE L0680 USER #13
12242005 7502 am {018 04 OP-OPEN (LOG-LEL) UBER#13
1RV S pm G122 67 CLCLOSE (LOGABL) - USER#:2
12RUN0SE2XETom 1012 68 OROPEN (LOG-LEL USER #12
12212005 19:1(:24pm G127 CL-CLOSE (LOG-LBL) USER #12
122272005 7:42058m 1013 08 OROPEN (LOG-LEL) USER #13
U205 TOANLpm  ICES 87 CA-LLOSE LOG-LSL) USER €13
127200 209csam 1011 #9 OP-OPEN (LOG-LSLY USER #11
1022005 G164 pm 1C13 07 CLCLOSE (LOG-LEL) . USER#13
17242005 G003 g 1013 B4 OP-OPEN (LNA-L8L) " USER®3
1224006 12503 pen 1C13 WY CL-CLOSE LOGLSL) UBER®13
12253005 1:{242pm - 1013 65 OP-OPEN (LOGHLBL) USER #13
12202005 T:3%$2pm 1013 67 CL-CLOSE (LOG-L5L) USER #13
TURI057:653em 1013 96 DP-OPEN (LOGLEL) USER #13
12280535659 pm G197 CLCLOSE (LOG-LSL) ’ USER 813
12212005 A0k41am . 1013 96 OP-DREN LOGLSL) UGER #13
12RO EIEITpm  1C16 @7 CL-CLOSE (LOG-LSL) USER #18
12272005 B:3728 pm : 4113 O4-Cust Cafled ADT SYSTEM D
V2272005 B:37:28 pm Slaven Montgomery caledadt gy to chedk an slamn
[ 9
122872005 7:61:64 am 1013 ] OP-OPEN (LOG-LEY) USER#13
12HN205 TI0M g G183 97 CL-CLOBE (LOG-LEL) USER I3
122022005 T3EI5 pm 1013 §0 OP-OPER (LOG-LSL) USER #1)
122822006 7:31:50 pm 113 §7 CL-CLOBE (LOG-LEL) USER#1S
12/20/2005 8:06:41 am 1013 o4 OF-OPEN G.OG-LSY USEA #13
1229208 TACZ2 pin - 1CH3 O7 CLCLUOSE {LOT-LEL) UGEA #13
1206/2006 B:16:16am 1013 8 OP-OPEN (LOG-LEL} ‘ USER #13
12730005 0853 pm 1010 B CL-CLOSE (LOGLSL) USER H13
123{R005 10:12:38am  1TOM3 48 OP-OPEN (LOG-LS1) USER #13
1312008 ;5600 pm 1CH W7 CLCLOSE {LOGLED USER #13
11172008 B:06:31 am 1oy 9% OP-OPEN (LDG-L5L) USER #{3
17172009 723554 pm 1c1s 9 CL-CLOSE {LOGLSL) USER 2
1272000 03430 am 013 % OP-OPEN (LOG-L6L) USER #13
17272006 6:07:52 pm icts 97 CLLLDGE (LOGLSL) USER #13
1/2/2008 822:47 am 1013 98 QP-OPEN (.OO-L 8 USER #13
1/372006 ¥:26:08 pm iy @ - CL-CLOSE 8 OG-LSL) USER #13
1142005 8:05:41 am 1013 %6 OP-OPEN ,0G-L& USER #13
. H472006 743:11 pm iciz o7 CL-CLOBE (LOGLSY) YSER M2
C5# HO0B252T70 Paga 3 of 4
00043

Sept. 11'06
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po044

308 8508565 B vp-vF PRSI ED"  Document 70-2  3FEREG0/11/2006
2114(2006 5:04 gm Event History Report -
C54 HOOBZSZTT0 Dates 110172006 to (1NS2006 Employeed Al

Nonltorfing Eystem AULOSA Eveat Class Al Reporting Group A

Date Zone  Evert Deseription | Commant Additiona] lnfe
CS4 H0J8252770 Glts Namo ETREPPID TECHNOLOGIES LLC  Address 755 TRADEMARK DR RENG, NV 89521 AltF

17572008 7:59:63 am 1043 QP-OPEN (LOG-L5LY USER #13

150 10:0449 pm (G912 9T CL-CLOBE (LOGLEL) USER#12

1RV2006 &:11:47 am 1013 QP-OPEN (LOG-LSL) USER #11

{62006 11:0642pm 12 @7 CL-CLOSE (LOG-LSL) USER 812

11772006 9:06:17 win 1013 OP-OPEN (LOG-LEL) USER #H3

11712006 9,339 p 113 97 CLCLOSE (LOGLEL) USER ¢13

1782008 8:34:18 mrm oy B OPOPEN {LOG-LSL} USER ¢13

1162008 B:24:33 pm ic1a o7 CL-CLOSE (LOG-LSL) USER 13

132006 7:48:35 arn 1013 08 OP-OPEN {LOGLEL) USER #13

1/0/2006 1:0747 pm Wiz a7 CL-LCLOSE (.OGH5L) USER#42

C iHyzos B:18:05am 1013 98 OP-OPEN (LOG-LSL) USER M3
102008 111806 sm ' 4113 OA-Cus! Callnd ADT
111072006 11:18:08 am ALTON BORA CALLING FOR SERVICE TODAY MADE WORK ORD
ER Amwwlsrsnsnro FsD

{MO2006 3:27:13 ptn TESTALL

12008 2:27:13 pm 11009 1527 11008 1727

102006 3:27:13 pm 4210 OA-Flaca on Test CAT: 2

12006 4:15:44 pm LAST SET011008 162713

1HO/2D08 4:15:44 pm TESTALL

1W2006 4:15:45 pm 11 OA-Clans from Text CAT: 2

HO2006 423:23pm 1C 57 CLOGLOSE (LOGLEL) D23

1102008 42329 pm 102 o0 OROPEN (LOGLEL MASTER CODE

HW2006 832 pm 104 57 CL-CLOSE LOGHLEL) USER #4

AL2005 A0500am 108 08 OF-OPEN (LOG-LSL) USER #8

M08 TAEATom  1C4 6? CL-CLOSE LOGLEL) USER ¥4

2206 802:188m 108 B OP-OFEH (LOG-LSL) USER#5

1H22000 103328 pm 1G4 w CL-CLOSE (LOGASL) USER 84

1132008 3:04:24am 908 %5 OR-OPEM (LOG-LEL) USER #5

IR0 TSR pm  IC4 or CL-CLOSE (LOGHLEL) USER #4

1HY2308 G15:50 pm 104 os OP-OPEN (LOG-LSL) USER #4

HY2008 3702 pm | 104 24 CL-CLOSE (LOG-LSL) USER #M

132006 RAT02pm 04 1] OP-OPEN (LOG-LEL) USER#M

1132008 937,03 pm 104 or CL-CLOSE {Loa4191}) USER #¢

208 1t1s: 2 am 103 1] OP-OPEN (LOG-LSL} USER#3

M4Z008 32044 pm 1CY 87 CL-CLOSE {LOA-LEL) USER #3

1152008 2:26:29 pm 103 5] OP-OPEN (LOG-LBL) - USER#3

1HE2008 2:85:28 pen {6 $7 CL-CLOSE (LOG-LEL) USER #3
CB# HObs262770

Sept.

1106
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FD-302 (Rev. 10-6-95) —

el

FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/23/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technolcgy,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, provided the attached document relating to text messages
received on his cellular phone from December 25, 2005, and January

17, 2006. .

Investigation on 02/14/2006 s Reno, Nevada

dile 8 295A-1LV-39368 Date dictated 02/23 /2006

bty SA Michael A. West:maw/‘ 80045
LAY R §
t. 11' 06

chcy,

. o i . . _ Se
This document contains neither recommendations nor\inclusmns of the FBL. It is the property of the FBI and is loancd to your g
il and its contents are no: (o be distributed outside your agency.
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Case 3:06-cv-00263-PMP-VPC *SEALED*

Document 70-2

Filed 09/11/2006

Page 8 of 40

: DateandTime ~

T

m | Message
24y Lennis No..Was on way homd from from meetng 1/17/2006 B: 17 PM
1§ Dennis Ok...Gaod iuzk. ., 1/17/2006 8:12 PM
8| Dennis U stil alone there. B carful. He wil blame u nxt., 1/17/2006 7:34 PM
24! Dennis Brenda is havn surgery on 26th,.We will leave aftr that., 1st week feh 1/17/2006 5:46 PM
| Dennis This is gong 2 get ugly..U bir transfur v phone 2 .. 1/17/2006 4:46 PM
.‘,é Dennis Goad luck..He has threatnd me 4 last time. .Whn u contact gov agency notify me. . Thnx 1/17/2006 1,45 PM
»4| Dennis Did u get bonus? 1/17/2006 1:06 PM
38| Dernis Ok. .Nite 1/16/2006 7:04 PM
.;E_F Derinis Jst send me txt whn u contact gov., . Thax 1/16/2006 6:52PM
%Q Dennis I have mavd on....He wil nevr get what he wants, . Jals amd patty fucked him! 1/16/2006 4:26 PM
3] Dennis Whea i told warn and joe! what i was goimg 2 say..Joel ovrd his ears! 1162006 4:18 PM
+§ pennis Patty and jale: wil drive hiw downi 1/16/2006 4:04 PM
<3| Dennis I cant belve ke would allw he wovid allow me 2 say what i know. .He is 5o errogant| 1/16/2006 4:02 PM
%3] Dernis - 1 @n hear the: justce dept laughin! 1/16/2006 4:00 PM
%ﬂ Dennis He was accused of robbn L miflon people life savngs 1/16/2006 %:59 PM
S.Eﬂ Dennis I have quit a bit aftr 8 years! I wouldd ke 2 hear poor warren tel the us gniv he has been defraudf] 1/16/2006 3:56 PM
%ﬂ Dennis 1 wil sure have sum info 4 them! 1/16/2006 3:53 PM
%E] Dennis Do what v must.. 1/16/2006 3:52 PM
=1 Dennis He cant do what he did 2 me, Minorty shareholdr ic. 1/16{2006 3:51 PM
Y Denis Disable brenda email acct, My emai. .Etreppid @hotmat.Com 1/16/2006 3:49 PM
£33 Denris Wel mayb he shid havd thougt b 4 he fucked me! 1/16/2006 3:47 PM
2t Dernis Disgwarh or patty an do 1/15/2006 3:44PM
27 anis Suevillance at peppeml. Lovd his disguse! 1/16/2006 3:15 PM
ns Ne movn as soon as house goes.. /1642006 3:13PM
b wennis Askd 4 video tape a dassic! 16/2006 3:12 PM
i| Dennis Hope af is wel with u..Movn 2 bay area.,B safe 1/1642006 3:06 PM
:| Denris N his usual atre..Tee shirt amd torn sweat pants 1162006 3;05 PM
Dennis Went 2 unr game sat nite, .Saw joe! at el doradoe.Drunk! Lke a main stret bum! 1/16/2006 3:04 PM
Dennis A BO yr old guard threw him out! 1/16/2006 3:01PM
Dencis He really thnk he specal forces! 1/16/2006 3:00 PM
Denris He was n a stupd disguse..Hidn behnd a plant! 1/16/2006 2:53 PM
Dennis Caught him at peppemil, Not 2 clavr! 1/15/2006 2:57 PM
Dennis Dishwarhero has been follwn me 1162006 2:56 PM
Jesse No was eating lunch looked kike he was drunk halr was mess 1152006 2:15PM
Jesse Looks like beer: gambling alf night . 1f15/2006 12:19 PM
Jesse At peppermill dennis here fooks bad 1/15/2006 12:13 PM
Dennis b safe ’ 1/13/2006 6:35PM
! Dennis Did u get bomus 1/13/2006 6:33 PM
Dennis I hope alt is we', Miss u friendship! 1/13/2006 6:31 PM
Dennis U r dealng withanti christi 1/12/2006 4,01 PM
Dennis Etrpld has mifons and he Is going 2 cut off money and medicall Thatis no friend! 1/11/2006 7:47 PM
Dennis That what frierds r 4 1/11/2006 7:44 PM
Diennis Sorry 4 this, I am always u friend. 11142006 7:15PM
Dennis Al he does is threats 1/11/2006 4:01PM
Ciernis 1 am at atty wil cal whm done 1/11/2006 12:35PM
Dennis Tomrw whn i come n 1/10£2006 9:06 PM
| I5B13477%6 Hogy van a jo crves? 12/25/2005 12:18 PM
758134776 Vidam karasony.. 12/25/2005 12:16 PM

1 1% s s e O s i
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-1-
FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/23/2006

‘ Slcan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark '‘Drive, Reno, Nevada, telephone number {775) 337-
€771, provided the attached log generated by XXCopy for files
copied from the Source Code Server folder F:\eTDevelcopment\ [Server-
Backups]\ on December 21, 2005, at 15:08:45 hours.

Tnvestigation on 02/14/2006 at Reno, HNevada

" File # 295A-LV-39368 y Date dictated 02/23/2006
by SA Michael A. West:mav/‘ 00047
Y Sept. 11'06

This document contains neither recommendations nor conclusions of the FBL. It is the property of the FBI and is loaned to your dpency,

it and its conlents are pot to be distributed oulside your agency.
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xxcopy-errors3.txt

XXCOPY ver 2.92.6  2005-12-21 15:08:45 windows Ver 5.2.3790
Command Line = xxcopy F:\eTDevalopment\[Server-Backups]\*.* Y:\ /e /c /h /r /K [y
/pb JoNC:\xxcopy-errors.txt

sSwitch Parameters

/A0 /B0 /C /fca /¢80 /ccy /CK /CR3 /DO /DLO /E /ECO /EDO /ERQO /FO /FMO /FFO
JFL /FTO /FW /H /10 JIN*.* /KS /LO /NO /NPO /NXO /NIQ /NW /NCO
JONC:\xxcopy-errors.txt /oDl /oEQ /oFl /o010 /oP0 /oS0 /ox0 /PQ /PB1M /PBH
/PC0 /pDO /PN /Pol /P20 /Q0 /QF0 /QBO /QSO /R /S /sPQ /SGO /sxQ sz:- /TO
;TRgO /TS0 /TDO /TTAQ /TCAQ /TCcO /TCw /TMO /U0 /v0 /WO /wD /¥ /20 /ZEQ /250
ZX

source base directory = "F:\eTDevelopment\[Server-Backups]\"
bestination directory = "y:\"

File name template
Directories processed
Total data in bytes

1"y - ]

4
518,274,175,933

Elapsed time in sec. 18,644
Action speed (MB/min) 1568
Files copied 23
Directories created 3

C:\XXCopy-errors., txt

Log File Created .
0 (No error, Successful operation)

EXit code

L T | | IO 1

Page 1
00048
Sept. 11' 06
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-1-

FEDERAL BUREAU OF INVESTIGATION

Date of uanscription 03/13/2006

Slcan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, provided the attached copy of Dennis Lee Montgomery's Office
of Personnel Management, Security Clearance Application, Standard
Form 86, maintained on file by eTreppid Technologies, LLC.

Investigation on 02/14/2006 aa Reno, Nevada

iled 295A-LV-39368 Date dictated 03 /13/2006

06649

1
This document contains neither recommendations not conclusions of the FBL It is the property of the FBI and is loaned to der%Br‘fE)f 11" 06
it and its contents are not to be distributed outside your egency.

by SA Michael A. West:maw@
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(Umvrngeﬁ&oImzergonnelbﬁ@rﬁ&e{%EALED* Document 70-2 ¢ 3. No. 3206-0007
. .
Date: 2006/01/23 ‘ ~— fTime: 15:12:19

Standard Form €6, Sep. 9%

TGOMERY
NIS, LEE
. Peréonal Information
Name MONTGOMERY
DENNIS, LEE

Page: 1

Sex Male

Place Of Birth MENA, 2R
County
URITED STATES

Height 5-_7 Welght 155 Hair Color BROWN Eye Color BROWN

2. Other Names Used
HO Have you ever used or been known by ancther name?

3. cCitixzenship

Current Citizenghip U.S. Citizen

Hothe:'a Haiden Name QIBSON
BETTT JERN

A._Citiienship Type Born in the U.S, .
RO Are you now or were you a dual citizen of the U.S. and anocther country?

4. ¥here You Have Lived

FROW T0 DRESS ——
1. 1899/1i/01  PRES '

Person Who Knows You
TREFPP
" RRREREN, UNKNOWN

‘WO Is this residence address hard to £ind?

2. 1986/03/01 1999/11/01_

5. Whare You Went To ESchool :

1o Have you attendsd school beyond Junior High School within the last 10 years?

YEB Have you attended school beyond high schoel? (If all education occurred
more than 10 years ago, list most recent education beyond high school

regardless of date )

- FROM TYPE/ADDRESS -

1. 1871/08/03 1973/06701 College/Uniyersity/Military College
Degrea!Diploma/other GROSEMONT COLLEGR
AS BIOMEDICAL TECH 8800 QROSSMONT COLLEGE DR

Award Date 1973/06/01 EL CAJON, CA 92020

6. Your Employment Activitles
FROM ) 0 TYPE OF EMPLOYHENT
1. 1s98/11/01 FPEES _ Self-employment
Company Neme ETREPPID TECHNOLOGIES
Compeany Address 755 TRADEMARK DR
. RENQ, NV 85521
Vertfying Individual TREPP °
HARREN, UNKNONWN
5625 FORET CIRCLE DR
RENO, HV 85521

00050
Sept. 11' 06.
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Cé%&;@ployment Acti les {Continued} lO\?cds

phone CNIIENEGN

199z/01/01 1598/11/01 Self-employment
Company Name PACIFIC CONSULTING
Company hddresg 818 CHENEY CT
10DI, Ch 95242 °
Verifying Individual MONTGOMERY
B A, KATHLEE

MO Were you in the Federal Civil Service prior to the last 10 yeare?

(Do not list any Federal Civil Service previoualy entered in this module.)

7. People Who Know You Well .
) FROM _T0 REPERENCE NAXE/ADDRESS
1. 3991/01/01  PRES CLARK
GREG, UNKNOWN .

Home Address

. Day Ph.one'
2. 1991/03f01  PRES SCHULTEZ
Home Address
) Day rhone
'1991/01/01  PRES ROSTHR

. UHEKNOWN
Home Addresd

8., Your Epouse
What iz your current mribal etatus? Married
STATU3/DATES NAMES/LOCATION ’
-1, Married MONTGOMERY 7
BRENDA, KATHLEENR

S vo: A s, o
Marriage 1575/07 El, CAJON, CA

Majcden TATE
. : BRENDA, KATHLEEN
HD IB your current spouse's address different from yours?
N> Has your current spouse, to your knowledge, ever used another name (other
than malden name}? _
tountry (ies) of Cltizenship UNITED STATES

Day Phone

9. Your Relatives snd Associates

RELATIONESHIP - HAME/PLACE OF BIRTH
1. Hother
. MONTGOMERY
BETTY, JEAN

: Current Address

- ? ' pOB UNITED STATES
K¢ - the family/amsociate you listed deceamed?

00051
Sept. 1.]., g6
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C . Your Relatives and As iates {Continued)
Country (ies} of Citizenship UNITED STATES

Father
MONTGOMERY
DAVID, THEODORE
POB UNITED STATES
KO Is the family/asscciate you listed deceased?
Current Addrege

Country(ies) of Citizenship UNITED STATES

3. Brother
MONTGOMERY

DAVIP, THOMAS

POB UNITED STATES
No Is the family/associate you ligted deceased?
Current Address

country(iea) of citi:anship UNITED STATES

4. Sister
' : MONTGOMERY

SANDY, JEAN
POB UNITED STATES
uo Is the family/associate you listed deceased?
Current Address

Country(iesl of Citiveaship UNITED STATES

Siater
’ MONTGOMERY

SHARON, ANN
POB- UNITED STATES
‘J0 Ys the family/associate you listed deceased?
Current Address

Country(ies) of Citirenship UNITED STATES

6. BSister i .
o MONTGOMERY
DEBBIE, JEAN

POB UNITED STATES

YES Is the family,associate you listed deceaged?

Country (les) of Citlizenship UNITED STATES

.. Child {a2dopted also)
7 - MONTGOMERY
BRIAN, THOMAS
OB UNITED STATES
5o Ig the family/associate you.listed deceaged?
Current Address

_.Qountry(ies) of Citirenship UNITED STATES

§. Child {adopted also)
MONTGOMERY
STEVEN, LRER

P PCB UNITED STATES
the family/associate you listed deceasedr?

3

00052

Sept.

11 06
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Your Relati‘ves and Asbociates {Continued)

Current Address

Country(iez} of Citizenship UNITED STATES

9. Child {adopted also)
MONTGOMERY

KATHLEEN, ANN

q POB UNITED STATES
NO Is the family/assocviate you listed deceased?

Current hddress

Country{ies) of Citi{rzenship UNITED STATES

10. Citirenship of Your Relatives and Resociales.
RELATIONSHIP NAME

11. Your Military History

HO Have you ever served in the military? {(If yes, provide in chronological
order your military history: begin with the most recent period and include

Reserves, National Guard, Merchant Marines, and Foreign Military sexvice.)

1z. Your Foraign Activitiss ~ Pmperty
N0 Do you have any fore-ign property, business connectmns, or financial

interenta?

-13. Your Forelgn Activities - Employment
‘N0 Are you now or have you evar been employed by or acted as a congultant
for a foreign govenunent firm, or agency? .

* " Your Foreigm Activities - Contact with ¥oreign Government
ave you ever had any contact with a foreign government, itse -
.eptablishments (embassies or consulates), or itg representatives, whether
inside or outside the ©.S., other than.on official U.S. Government
" business? (Does not: 1ncluda routige viea applications and border crossing

contacks.)

15. Your Foreign Activities ~ Passport
¥ In the lagt 7 years, have you had an active passport that was lssued by a

foreign government?

l is, Foreign Countries You Hava Vigited
Have you traveled outside the United States on other than official U.S.

YiES
Goveroment ordere ln the last 7 years? (Travel as a dependent oxr contractor
must be listed.) Do not repeat travel covered in modules 4, 5, and 6.

FROM/ COUNTRY 0 PURFOBE
1. 1§87/01/¢1 PPES ‘
MEXICO Pleasure
. ITALY Pleasure

-17. Your Military Record ~
RO Have you ever received other than an honorable discharge from the military?

-

18. Ypour Selective Service Record
No Are you a male born after December 31, 15597

OOOJB

Sept.

e

11" 06
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19.

[

Your Medical Record

MO In the last 7 years, have you consulted a mental health professional

{psychiatrist, psychologist, counselor, etc.} or have you consulted with
another health care provider about a mental health related condition?

i0.

Your Employment Record

K0 Has any of the following happened to you in the past 7 years?

- Fired from joh
~ Quit a job after being told you'd be fired

- Left a job by mitual agreement folloﬁing allegations of

misconduct

. = Left a job by mutual agreement following allegations of

unaatisfactory performance

- Left a job for other reascn under unfavorable circumstances

21. Your Pblica Record - Felony Offenses.
© NO Have you ever been charged with or convicted of any felony offense?
For this item,

(Include -thopge under the Uniform Code of Military Justice.).

report information regardless of whether the record im your case has been
“sealed” or otherwise stricken from the record. The single exception to
this requirement ie for certain convictions under the Federal Controlled

‘Substances Act for which the court issued an expungement. order under the

" authority of 21 U.S.C. 844. or 18 U.$.C. 3607.

'ffaur'?olice Recoxd -~ Flrearms/Explozives Offenses
Have you ever been charged with or convicted of a firearms or explosives

offense? For this item, report information regaxrdless of whether the
record in your case hag been "sealed® or otherwise stricken from the court
record. The gingle exception to this requirement is for certain
convictions under the Federal Controlled Bubstances Act for which the court

" desued an expungement order under the authority of 21 U.S.C. 844 or 18

‘U.8.C. 3607. .

23,

" record.

Your Police Record - Pepnding Charges

* HO Are there currently any charges pending against you for any criminal ’

offense? For thim item, report ianformation regardless of whether the
record in your case has been “"sealed® or otherwise stricken from the

The single exception to this requirement is for certain
convictions under the Federal Controlled Substances Act for which the court
lssued an expungement order under the authority of 21 U.5.C. 844 or 18

U.8.C. 3607.

ET
30 Have you ever been charged with or convicted of any offense(s) related to

Your Pollce Record - ilcohol /Drug Offensas

alcohol or drugs? For this item, report information regardless of whether
he record in your case hag been "gealed* or otherwige stricken from the

record. The single exception to this requirement is for certain
convictiohs under the Federal Controlled Substances Act for which the court

issued an expungement order under the authority of 21 U.S5.C. 844 or 18
U.5.C. 3&07. ’

i

i
1

00054

Sept.

11' 06
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25. Your Police Recoxd -1 tary Court -

KO In the last 7 years, have you been subject to court martial or other
disciplinary proceedings under the Uniform Code of Military Justice?
{include non-judicial, Captain's mast, etc.) For thiz item, report
information regardless of whether the record in your case has been “sealed”

or otherwise stricken from the record. The single exception to this

requirement is for certain convictions under the Federal Controlled
Substances Act for which the court issued an expungement order under the
authority of 21 U.5.C. B44 or 1B U.§.C. 3607.

26. Your Police Record - Other Offenses

KO In_the last 7 years, have you been arrested for, charged with, or
convicted of any cffenge(s) not listed in modules 21, 22, 23, 24, or 25°%
(Leave out traffic fines of less than §150 unless the viclation was alcohol
-or drug related.} For this item, report information regardless of whether
the record in your Case hae been "sealed" or otherwise stricken from the
record. The single exception to this requirement ie for certain
convictions under the Federal Controlled substances Act for which the court
imaued an expungement order under the authority of 21 U.S.C. 844 or 18

. U.S.C. 3607.

27. Your Use of Illegal Drugs end Drug Activity-Illegal Use of Drugs

KO Since the age of 16 or in the lest 7 years, whichever is shorter, bave
you illegally used any controiled subgtance, for example, marijuana,
cocaine, crack cocaine, hasghigh, narcoties (opium, morphine, codelne,
hercoin, etec.}, amphetamines, depressants {barbiturates, methaqualone.
tranquilxzers, etc.), hallucinogenics . (LSD, PCP, etc.), or prescription

drugs?

28. Your Use of Illegal Prugs and Drug Activity-vse in Sensitive Positiona
" RO Have you EVER illegally used a controlled substance while employed as a
law enforcement officer, prosecutor, or courtroom official; while
poseessing a security clearance; or while in a position directly and
immadiately affecting public safety? .

29. Tour Use of Illegal Drugs and Drug Activity-Drug Activity )
WO In the last 7 years, have you been involved in the illegal purchase,
. ‘manufacture, trafficking, preduction, tramsfer, shipping, receiving, or
" sale of any narcotic, depressant, stimulant, hallucinogen, or cannabie for
‘your own intended profit or that of another?

- 30. Your Use of Alcohol

.N3 In the last 7 years has your use of alcoholic beverages (such as liquor,
beer, wine} repulted in any alcohol-related treatment or counseling {such
as for alcohol abuge or alecoholism)? Do not repeat information reported in

EPSQ Module 15 (Section 21 from the SFBG}

31. Your Investigation Record - Investigationz/Clearances Granted

NG Has the United States Government ever investigated your background and/or
granted you a security clearance? (If you can't recall the investigating
‘agency and/or the security clearance received, enter (Y}es and follow
instructions in the help text for the fields on the next gcreen. If you
can't recall whether you've been investigated or cleared, enter (Njo.)

32. Your Investigation Record - Clearance Actilong

RO To your knowledge have you ever had a clearance or access authorization
denied, suspended, or revoked, or have you ever been debarred from
government employmﬂnt? (Note: An administrative downgrade or termination of
a security clearance is not a revocation.)

'}

0Qa055
Sept. 11'06
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WO In the last 7 years, have you filed a petition under any chapter of the
Lankruptcy code (to include Chapter 13)7

. Your Financial Record - Wage Carnishments
0 Int the last 7 years, have you had your wages garnighed for any reason?

'35. Your Financlal Record - Repossessions
NO In the last 7 years, have you had any property repossessed for any reason?

36. Your Financial Record - Tax Lien ‘
¥O In the last 7 years, have you had a lien placed against your property for

failing to pay taxes or other debte?

37. Your Financial Record - Unpaid Judgements
NO In the last 7 years, have you had any judgements- agalnst you that have

not been paidr?

38. Your Financial Dellnquencies - 160 Days
HO In the last 7 years, have you been over 180 days delinquent on anmy debt(s)?

39. rour Financial Delinquencies - 90 Days
NO Are you currently over S0 daye delinguent on any debt({s)?

40. Public Record civil Court Actions
YES In the last 7 years, have you been a party to any publ.lc record civil
court actions not listed elsewhere on this form?

- DATE HATURE/RESULT OF ACTION
1, 1g%8/03/01 i SUED FOR BREACH OF CONTRACT
' LOST SUIT
Court Name SACRAMENTO MUNICIPAL, COURT
County

Address SACRAKEH'IO, CA 95814
Party(ies} to This Action
.3NET - JAMES CAMERON - AND QTHERS

41, Your Assoc¢iation Regord - Kembership

HO HMave you ever been apn officer or a member or made a contribution to an
corganization dedicated to the violent overthrow of the United States
Government and which engages in illegal activities to that end, knowing
that the organization engages in such activities with the specific intent

to further such activitiea?

.dl?. Your Assoclation Record - Activities
‘WO Have you ever knowingly engaged in any acts or activitiea deaigned to

overthrow the United States Government by force?

43. General Remarks
No Do you have any additional remarka to enter in your application?

.' CERTIFICATION BY PERSON COMPLETING FORM
My statements on this form, and any attachmente to it, are true, compler-er

and correct to the best of my knowledge and belief and are made in
good faith. I understand that a knowing and willful false statement on
this form can be punished by fine or imprisonment or both.

(cee section 1001 of title 18, United States Code)

ame M’ONTGOMERY
' DENNIS, LEE

00056
Sept. 11' g6
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Sigpature (Sign in ink) Date
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CO-SUBJECT REPORT

M ANTGOMERY sres o

WIS, LEE ‘ » Page:
Current Spouse

MONTGOMERY
BRENDA, KATHLEEN
POB LA MESA, CA
MARRTIAGE 1575/067/05 EL CAJON, Ca
Maiden TATE
ERENDA, KATHLEEN

X0 Is your current spouse's addregs different from yours?
NO Has your current spouse, to your knowledge, ever used another name {(other
than maiden name}? : _

Country(ies} of Citizenship UNITED STATES

00058
Sept. 11’06
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17.8. Office of Personnel Managewment

5 CFR Parts 731, 732, and 736

ITED STATES OF AMERICA
sthorization Ffor Release of Information
Carefully read this authorization to release information about you,

and date it in ink.

then sign

I ‘Authorize any investigator, special agent, or other duly accredited
representative of the suthorized Federal agency conducting my background
investigation, to obtain any infermation relating to my activities from
individuals, schools, residential management agents, employers, criminal
justice agencies, credit bureaus, consumer reporting agencies, collection
agencies, retail business establishments, or other sources of information.
This information may inciude, but is pnot limited to, wy academic,
residential, achievement, performance, attendance, disciplinary, employment
hiscory, crininal history record information, and financial and credit
informatioen. I authorize the Federal agency conducting my investigation to
disclose the record of my background investigation to the requesting agency
for the purpose of making a determination of suitability or eligibility for a

gecurity clearance,

I Understand that, for financial or lending inetitutions, medical
institutions, hogpitals, health care professionals, and other sources of
information, a Beparate specific release will be needed, and I may be -
contacted for such a yelease at a later date, Where a separate releage ie
reguested for information relating to mental health treatment or counseling,
the release will contain a 1list of the specific questions, relevant to the
job description, which the doctor or therapist will be asked. -

. Further Authorize any investigator, special agent, or other duly accredited
rapresentative of the U.5. Office of Personnel Management, the Federal Bureau
Investigation, the Department of Defense, the Defense Security Service,
any other authorized Federal agency, to request criminal record
srmation about me from oriminal justice agencies for the purpose of
-.cemining my eligibility for access to clasgified information and/or for
aseignment to, or retention in, a sensitive National Security position, in
~ accordance with 5 U.5.C. 9101. I understand that I may request a copy of

such records as may be available to me under the law.

.I Authorire custodians of records and other sources of information pertaining
to me to release such information upon request of the investigator, special
agent, or other duly accredited representative of any Federal agency
authorized above regardless of any previocus agreement te the contrary.

- I Undergtand that the information released by records custodians and sources
of information ip for officilal use by the Federal Government only for the
purposes provided in this Standard Form 686, and that-it way be r«ed-;aclesed by

*'mhe Govermment only as authorized by law.

- {fopies of this authorization that show my signature are as valid as the
original release signed by me. This authorization is valid for five (5}
yearg from the date signed or upon the termination of mwy affiliation with the

Federal Govermment, whichever ls socner. Read, sign, and date the Medical
Felease page 1f you answered "Yes" to the question posed in Hodule 19 *Your

Medical Record*.

Signature (5igm in ink)_i Date

. 00059
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5 CFR Parts 731, 732, and 736 B6-111

TED STATES OF AMERICA
[HORIZATION FOR RELEASE OF MEDICAL INFORMATION

{Carefully read this authorization to release information about you, then
sign and date it in ink.})

Instructions for Completing this Release

This {s a release for the investigator to ask your health practitioner(s) the
three questions below coacerning your mental health consultations. Your
signature will allow the practitioner(s] to answaer only these questions.

1 am eeeking assignwent to or retention in a position with the Federal
government which requirer acceas to clasgified national gecurity information
or special nuclear information or matefial, . As part of the clearance )
process, I hereby authorize the investigator, special agent, or duly
_accredited representative of the authorized Federal agency conducting wy
- background investigation, te obtain the following information relating to wmy.

mental health consultatione:

Does the person under investigation have a condition or treatment
that could impair his/her judgement or reliability, particularly in
the context of safeguarding claspified national pecurity information

or special nuclear information or material?

‘If so, please describe the nature of the condition and the extent and
‘duration of the impairment or treatment:

wWhat is the prognosis?

v ~yderstand the information releaged pursuant to this release is for use by,
Pederal Government only for purposes provided in the Standard Form 86 and
7 it may be redisclosed by the Govermnment only as authorized by law.

wopies of this authorization that show my signature are as valid as the
original release signed by me. This authorization is valid for 1 year from
the date signed or upon termination of my affiliation with the Federal
Government, whichever is sconer.

Eignature (Sign in Ink) — Date

Name MONTGOMERY

: ) DRNNIS, LEE
Other Namss Dgad NONE
Address

00060
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FEDERAL BUREAU OF INVESTIGATION

Date of transcription 03/20/2006

Sloan Sterling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technclogy,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
6771, provided one DVD disk containing Dennis Montgomery's email
files located on eTreppid Technologies computers.

This disk was placed in the 1A section of the case file.

Investigation on 02/14/2006 st Reno, Nevada

dle# 295A-LV-39368 ) Dale dictated  03/20/2006
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Date of transcription 02/23/2006
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Warren Trepp, Chief Executive Officer, eTreppid
Technology, LLC., 755 Trademark Drive, Reno, Nevada, telephone
(775} 337-6771, provided the attached listing of ADT alarm code

user names and user numbers.

Investigation on 02/14/2006 a Reno, Nevada

Date dictated 02/23/2006
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Vista 100
ADT
Alarm Setup
03/13/03
Keypad:
1) Enter Setup Code: 0465
2) Enter 8

3) Enter Location Code (3 digits)
4) Enter Code (4 digits) 1 — Can change all codes. 2 ~ Everything but
change master code. (To delete, enter master code again.)

Installation to 03/11/03
Code #000 Unused
Code #001 Unused
Code #002 Unused
Code #003 Unused
Code #004 Unused
Code #005 Unused
Code #006 Unused

Code #008 Unused
Code #009 Unused

Code #010 Unused
Code #011 Warren 3586

" Code #012 Sioan 1515
Code #013 Dennis 3537
Code #014 Patty 4993
Code #015 Cindy 4336
Code #016 Mike 0911

00063
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FEDERAL BUREAU OF INVESTIGATION

Date of transcription 02/23/2006

Warren Trepp, Chief Executive Officer, eTreppid
Technology, LLC., 755 Trademark Drive, Reno, Nevada, telephone
(775) 337-6771, was interviewed at the Reno Resident Agency of the
Federal Bureau of Investigation by Special Agents John Piser III
and Michael A. West, regarding the theft of trade secrets and
classified information from eTreppid Technology, LLC.

Trepp considers eTreppid's trade secrets to be various
software programs relating to data compression and pattern
recognition to include the following:

1. Lossless or Lossy Compression - A propriety
algorithm used to compress audio or video data which

is superior to the industry standard.

2. Multi-Pass Re-Compression - A propriety process to
re-compressed already compressed data.
3. Pattern Recognition - A propriety process to

identify a known image against a video stream to

locate a known image.
4. Change Detection - A propriety software designed to

identify changes in topography or landscape over a
period of time,.

5. Anomaly Detection - A propriety process to locate an
image not normal 1y found in a given wvideo stream or
,,v,ﬁv.f.,,.frame‘._... — S . S e LI E T

eTreppid has earned in excess of ten million deollars in
revenues gince 1998 from various government -and commercial
contracts. Trepp anticipates that eTreppid's development efforts
will result in other multi-million dollar contracts.

Trepp advised that Chief Technical Officer Dennis Lee
Montgomery filzd ten Patent Assignment applications with the United
States Patent and Trademark Office during the period of November
2000 to November 2001 for patents pertaining to various
technologies developed by Montgomery while an employee at eTreppid
and on each patent Montgomery assigned full and exclusive rights,
title, and interest of these technologies to eTreppid.

Trepp advised that eTreppid has taken reasonable steps to
keep its information and develcopment efforts secret by requiring

Investigation on 02/14/2006 a Reno, Nevada

rile # 295A-LV-39368 Date dictated  02/23/2006
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Pregrammers or Software Developers to use unigue user names and
passwords to lcg onto eTreppid computers with limited access to
prevent unauthorized duplication, modification, or deletion of
Source Codes. Software Developers store their work or Source Code
on a hard drive installed in their workstation and on a Source Ccde
Server, a high capacity data storage device, which uses Redundant
Array of Inexpensive Disks (RAID) storage to maintain and ensure
-reliable accessibility to the Source Code files produced by all
Software Developers. The Source Code Server is backed up by the
Internet Security Accelerator (ISA) Server which also uses RAID
storage to maintain and ensure reliable accessibility to the Source
Code files. Only two eTreppid employees, Montgomery and Director
of Research and Development Sloan Venables, had the access rights
to duplicate, modify, or delete Source Code files maintained on the

Source Code and ISA Servers,

Trepp advised that Montgomery was responsible for and
regularly maintained a separate backup copy of the Source Code
Server data on eTreppid equipment located in a work area occupied
by Montgomery in the eTreppid warehouse.

As an additional security measure, Trepp required

Montgomery to provide him with periodic copisg of eTreppid's

current Source Code files on compact disks or hard drives over the
past seven years which Trepp stored in a secure off-site location.

Trepp advised that eTreppid's facility is physically
secured by door locks, access control devices, and a monitored
alarm system., eTreppid alsc maintains a video surveillance system
that records gixteen surveillance cameras covering internal and

external views of eTreppid's facility.

00065
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FEDERAL BUREAU OF INVESTIGATION

Darte of transcription 02/23/2006

Special Agent Paul Haraldsen, Air Force Office of Special
Investigations, Pentagon, Washington, D.C., telephone number (703)
908-59441, provided a compact disk containing the following
documents regarding agreements and legal filings regarding eTreppid
Technology, LLC, and Dennis Lee Montgonery.

These documents include the following:

Contribution Agreement between Intrepid Technologies,
LLC, and Dennis Lee Montgomery, signed and dated
September 28, 1998.

Amended and Restated Operating Agreement of eTreppid
Technologies, LLC, Dated and Adopted Effective as of
November 1, 2001.

Ten U.S. .Patent and Trademark Office web page printout
representing Dennis Lee Montgomery's patent assignments
to eTreppid Technolegies, LLC. ' :

Correspondence between Eric A. Pulver, Esg., Logan &
Pulver, 225 South Arlington Avenue, Suite A, Reno,
Nevada, from Douglas J. Frye, 24955 Pacific Coast
Highway, Suite A201, Mabilu, Ccalifornia.

Declaration of Warren Trepp,in support of eTreppid
Technologies, LLC, Ex-Parte Application for a Temporary
Restraining Order and Order to show cause RE Preliminary
Injunction against Dennis Montgomery, filed January 19,
2006

Declaration of Venkata Kalluri in support of eTreppid
Technologies, LLC, Ex-Parte Application for a Temporary
Restraining Order ard Order to show cause RE Preliminary
Injunction against Dennis Montgomery, filed January 19,
2006.

Declaration of Barjinder Bal in support of eTreppid
Technologies, LLC, Ex-Parte Application for a Temporary
Restraining Order and Order to show cause RE Preliminary

Investigation on 02/16/2006 _ a Reno, Nevada

File # 295A-1,V-39368 / ) Date dictated 02/23 /2006
by SA Michael A. West:maiq 00066

\ | Seépt. 11'06
This document conlains neither recommendations nor cenclusions of the FBL 1t is the property of the FBI and is ioaned to your agency;

it and its contents are not to be distributed outside your agency.
N S I A B |



Case 3:06-cv-00263-PMP-VPC Document 70-6 Filed 09/11/06 Page 29 of 40

Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70-2  Filed 09/11/2006  Page 29 of 40

—

FD-302a (Rev. 10-6-95)

295A-LV-39368
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Injunction against Dennis Montgomery, filed January 13,
2006.

Declaration of Sloan Venableg in support of eTreppid
Technclogies, LLC, Ex-Parte Applicaticn for a Temporary
Restraining Order and Order to show cause RE Preliminary
Injunction against Dennis Montgomery, filed January 19,
2006. :

00067
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Date of transcription 02/23/2006

On February 22, 2006, Warren Trepp, Chief Executive
Officer, eTreppid Technologies, LLC, 775 Trademark Drive, Reno,
Nevada, provided Special Agent Michael A. West with the attached
copy of a Consent to Search Agreement between eTreppid
Technologies, LLC, and Special Agent Paul Haraldsen, Air Force
Office of Special Investigation.

Trepp provided a signed copy of this agreement to SA
Haraldsen.

“nvestigation on 02,/22/2006 e Reno, Nevada
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I, WARREN TREPP, Chief Executive Officer, eTreppid Technologies, LLC,
whose address is 775 Trademark Drive, Reno, N V, state that, PAUL HARALDSEN was
identified to me as a Special Agent of the Air Force Office of Special Investigations. Mr.
Haraldsen informed me that his office and the Federal Bureau of Investigations are
conducting an investigation into the alleged theft and deletion of ¢Treppid’s intellectual

property, including proprietary source code (the “Investigation”).

I agree to provide SA Haraldsen, the Air Force Office of Special Investigations,
the Department of Defense Computer Forensic Laboratory, the FBI and third parties SA
Haraldsen or his supervisors designate, all of which shall be bound by this instrument to
the extent permitted by law, from time to time, the revocable authority to receive, possess
and analyze eTreppid’s computer media under my control, subject to the following: in
any case where such possession and analysis would involve individuals other than
members or employees of the Department of Defense or the Department of Justice
(including the FBI), such access will be subject to my prior written approval of such third
parties; all access granted to the subject computer media granted by this instrument shall
be solely in connection with the Investigation and for no other purpose and may be
revoked by me at any time, in which event all such computer media provided shall be
promptly retumed to eTreppid unless retention by the govemment is otherwise authosized
by law; it is understood that eTreppid is exclusively maintaining all its rights to its
intellectual property and proprietary source code and all other computer media provided
as well as all derivative rights to afl work product of any analysis or recovery efforts
performed by means of this instrument (“Work Product”); it is also understood that the
Department of Defense will, upon eTreppid’s request, provide eTreppid with a copy of
the Work Product; it is also understood that all persons obtaining access to ¢Treppid’s
intellectual property by means of this instrument will be informed of the terms of this :
instrument and will be bound to maintain the confidentiality of, and not disclose to any
other person or entity not covered by this instrument ¢Treppid’s intellectual property,
including proprietary source code or other “computer media” and the Work Product,
without €Treppid’s prior written consent, unless required by operation of law.

Additionally, with my prior consent, the investigators, may take copies of letters,
papers, materials, articles, or other property they identify and consider to be evidence of
the aforementioned offense, for use as evidenee in any criminal prosecution of Dennis
Montgomery, and for no other purpose unless otherwise authorized by law.

I am giving my consent voluntarily and of my own free will, without having been
subjected to any coercion, unlawful influence or unlawful inducement and without any
promise of reward, benefit, or immunity having been made to me.

(Completed and signed on the following page)

) 00069
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Except as expressly provided herein, neither Warren Trepp nor eTreppid
Technologies, LLC are waiving any rights of any nature.

Acknowledged and agreed to the  day of February, 2006, at Reno, Nevada.

¢TREPPID TECHNOLOGIES, LLC.
a Nevada limited liability company

By:

Warren Trepp, Chairman

AIR FORCE OFFICE OF SPECIAL

INVESTIGTIONS
By:
Paul Haraldsen
2 00070
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FEDERAL BUREAU OF INVESTIGATION

Date of transcription 03/13/2006

Warren Trepp, Chief Executive Officer, eTreppid
Technology, LLC., 755 Trademark Drive, Reno, Nevada, telephone
(77S) 337-6771, provided the attached copy of a Defense Security
Services (DSS) Incident Report for Dennis Lee Montgomery.

o Trepp advised that DSS was made aware of security
violations relating to Montgomery on January 20, 2006.

Trepp reviewed information contained in Montgomery's
original Standard Form 86 discovered that Montgomery failed to list
employment at 3Net Systems, Inc. Trepp located a court case on the
Internet in which Montgomery was named in court documents filed in
Superior Court of Sacramento County, No. (V536169 as an employee of
3Net Systems in 1593.

Trepp further advised that DSS suspended Montgomery's
access to classified information on January 20, 2006.

Investigation on 03/01/2006 i Reno, Nevada
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_? [Incident Repurt

MONTGOMERY, DENNIS LEE

Place of Birth: Arkansas

Citlzenship: U.S. Citzen-
Marital Status: N/A
PSQ Sent Date: N/A

—

Open

investigation: N/A

incldant Report: 2005 01 20

Polygraph: N/A
Forelgn Relaﬁon:l?’m * 0.8.S.¢C O,JTA—C_;T"‘.‘TAY & |7{oﬁ/
- | - GoA-b74~ 7066
S A s ana[2006 01 20, Follow-up s
*Incident Status: Onltlal @ Foliow-up OFinal

-nateofmldem.ﬁ 0120 @

Action: V] Suspend Access

‘Setect CAF{DISCO -,

Suspenslon Btart Date: 2006 01 20

*incldent Critaria:
[ Atiegilance fo the United States V) Financial Considerations Sacurity Violations
[ Forelgn Influence (M Alcohat Consumption (] Qutside Activitics
~ , Misase of infarmation
(] Foreign Preference ‘ Deug lnvolverent Technology Systems
' Emotional, Mental and :
od
Sexual Behavior 1173 Personaiity Dlsorders
v Parsonal Conduct {#] Crimlnai Conduct
Incident Report d
Statusg Date - Descriptlon
Inltiaf 2006 Q120 ~ Dennis Montgomery's employment with eTreppid Technologles, LLC has been

termintaed effective 20 Jan 2008. The reason for sald tarmination are these
actions alleged to have bean taken by Dannis Monigomary: 1) daleting the
cotnpeny's pruprietary compirter source code from the company's computers
systems, 2) removing backups of such sourca oode from the company
premises,-and 3} removing company tamputer hardware containing sald
. backups from the company premises. Mr. Montomgery no longer has access fo
' the company premises. Alarm codes and keys have been changed.

Follow-up 2005 02 28 1) Dennis Montgomery did not report full-tme ermployment on SFB6 appilication.
He worked for 3Net Systams in the early 90's and concealed this by saying he
worked for Paclfic Consuiting during this time peried. 2} Dennis Mantgomery fe
suspacted of giving classified material (computer video files) la one or maore
foreign nationals who work for eTrappid. 3) emalls on Dennis Montgomery's
computer reveal that he had elicit sexual aciivities with high priced prosfitutes in
Las Vegas. 4) further searches reveal more sexual misconduct In that Dennis
Motitgomary was lnvelved In a saxual harassment lawsuit against him when he
worked for 3Net Systems: http://online.ceb.com/calcases/CA4/31GA411206.htm

*“Unclassified Description of Incident: {Only naﬁulmd for Initlal and Follow-up incldent Status)
00072
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FEDERAL BUREAU OF INVYESTIGATION

Date of transcription 03/09/2006

Sloan Stérling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number {775) 337-
6771, was interviewed by Special Agent (SA) Michael A. West
regarding items or names used at eTreppid Technologies, LLC.

Venables advised that Dennis Lee Montgomery used the
letters "XYZ" on everything related to a “Specilal Access"™ program
operated by ancther government agency.

Venables recalled seeing the letters "DEC" as a folder
name on the RAID Unit maintained by Montgomery that is now missing.
Venables advised that Montgomery never told him what "DEO" stood
for or what was in the folder.

Venables was not certain of the letters "DSU" but
believed they stood for Driver Software Utilities.

Venables advised that "Gianna" was a former employee of
eTreppid and girlfriend of Montgomery. "Michael" was a former
employee who left eTreppid in 2001.

Venables advised that he never knew Montgomery to
purchase computer hardware with his own money and eTreppid
maintains records of hardware purchases.

“qvestipation on 031/02/2006 a Reno,, Nevada
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FEDERAL BUREAU OF INVESTIGATION

Date of transcription 03/09/2006

Sloan Sterling Venables, Director of Research and
. Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark Drive, Reno, Nevada, telephone number (775) 337-
€771, provided the following information to Special Agent (SA)
Michael A. West:

Venables advised that during the week of February 27,
2006, he was instructed by Jay Dixon, Defense Security Service,
Phoenix, Arizona, to search every computer at eTreppid
Technologies, LLC, for classified data.

Venables advised that he conducted the search with input
from another DSS technical employee (not further identified) and
located what appeared to be classified data on computer
workstations used by Yung Mai and Zheng Sun. Venables advised that
DSS technical employee who instructed Venables to delete the
information.

Venables advised that neither Mai or Sun knew the data
wasg on their hard drives and the data was located deep in sub
folder.

Venables subsequently contacted Dixon who advised that
‘deleting the information was a mistaké and instructed to secure the
two hard drives in a GSA approved container.

Venables removed the two hard drives and placed them in a
safe with other classified material.

"nvestigation on 03/02/2006 st Reno, Nevada
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Date of transcription 03/09/20086

Sloan 8terling Venables, Director of Research and
Development and Facility Security Officer, eTreppid Technology,
LLC, 755 Trademark'Drive, Reno, Nevada, telephone number (775) 337-
6771, was interviewed by Special Agent (SA) Michael A. West
regarding items or names used at eTreppid Technologies, LLC.

Venables advised the name "DEVSERVER" is the name of the
server used at eTreppid Technologies to maintain all software used
by programmers at eTreppid Technologies to develop Source Code.

‘nvestigation on 03/03/2006 o Reno, Nevada
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FD-302 {Rev, 10.6.95) . -

-1-
~
: ; FEDERAL BUREAU OF INVESTIGATION

Daie of iranscripton _03/13 /2008

Gerald Gedrimas (Protect Identity), Manager, Double R
Self-Storage, 888 Maestro Drive, Reno, Nevada, telephone number
(775) B853-4466,. was interviewed by Special Agent Michael A. West
regarding storage units rented by Dennis Lee Montgomery.

i Gedrimas advised that Dennis Montgomery rente storage
unit numbers 136, 140, 141, 142, and 143,

. Gedrimas -advised that Montgomery is given a paascode
which opens the access gate and disarms the alarm to each unit that
Montgomery has access. Gedrimas further advised that the access
control system records the date and time of the customer enters the
fa;élity and the date and time they open and close each of their
units.

- Gedrimas provided reports generated by the access contral
gystem for storage unit number 136, 140, 141, 142, and 143, which
are attached to and considered a part of this report.

‘ Gedrimas further advised that on Maxch 2, 2006,

R Montgomery paic the réntal fee on storage unit number 132 which was
rented by Istvan Burgyan. Gedrimas provided a report generated by
the access control system for storage unit number 132 which ig also
attached to and considered a part of this report.

nvestlgation on 03/03/2006 n Reno, Nevada

“——filc 4 295A-LV-38368 ; Date dictated  03/13/2006

by SA Michael A. West:ma&x
L 00076

It Is the propery of the FBI and I3 loaned to yourggspst, 11 "06

This dacement contains nclther recommendations nor conclitgions of the FRI
it mnd its contents are aot e be distrlhuted outside your agency.
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Praﬁrred Teclmm’agy, Ine, 8271 E. Gelding Dr. Scam'dale, AZ 85280 (480) 991-1259
*: ML LU et s B L ] Ty L ’ﬁ-\ , Rlagostona " MR AT T TR T Eaos oL b
Unit Actzvz{y By Unit Number(- 0132
Tine Remate # Description Data Tenanr
Friday, March 03, 2000
8:01:00 AM  2- Exil Area 0132 1STVAN BURGYAN
7:55:00 AM  16- Door Close 0132 ISTVAN BURGYAN
7:52:.00 AM 6. Dooer Open 0132 ISTVAN BURGYAN
7400 AM (. Enler Ama 0132 ISTVAN BURGYAN
Sunday, February 26, 2006
B2LCOPM  2- Exit Area 0132 ISTVAN BURGYAN
B21:00PM 15~ Door Close 0432 ISTVAN BURGYAN
81000 PM 18- Baor Dpan maz ISTVAN BURGYAN
8:.08:00PM (- Enter Area 0132 ISTVAN BURGYAN
Saturday, February 11, 2000
12,4100 PM 2. Extt Area 0132 ISTVAN SURGYAN
12:32:00 PM 18- Doar Clesa 0132 ISTVAN BURGYAN
123500 PM 15- Deor Open 0132 I1STVAN BURGYAN
12:34:00 PM 4. Enter Area 0132 ISTVAN BURGYAN
Monday, January 30, 2006
Q:03:00 AN 2- Exit Arsa 09132 ISTVAN BURGYAN
9:02:.00 AM  16- Door Closs 0132 ISTVAN BURGYAN
S0 CDAM  16. Dsoar Open 0132 ISTVAN BURGYAN
B:00:00 AM  1- Entar Araa 0133 ISTVAN BURGYAN
8:50:00 AM  2- Exit Area 0132 ISTVAN BL_IRGYAN
8:49:00 AM 18- Daor Close 0142 ISTVAN BURGYAN
8:48:.00 AM 18- Door Opan 0132 ISTVAN BURGYAN
B:45:.00 AM 1. Enter Area o132 ISTVAN BURGYAN
Tuesday, January 24, 20065
B:35:00PM 2. Exit Araa 0132 ISTVAN BURGYAN
BB PM 18- Doot Close 0132 ISTVAN BURGYAN
8:29:00 PM  15- Door Open Q132 ISTVAN BURGYAN
£8:28:00PM  1- Enter Area 0132 ISTVAN BURGYTAN
31600 P 2- Exit Area 32 ISTVAN BURGYAN
IT400PM 18- Door Cloge 0132 ISTVAN BURGYAN
2:23:00PM 18- Door Open 01z ISTVAN BURGYAN
22200 PM 1- Enter Area 0132 ISTVAN BURGYAN
20700 PM 2 Exlt Area 0132 {STVAN BURGYAN
204:00PM 18- Oaar Clase 0132 ISTVAN BURGYAN
1:52:00 PM  16- Daor Open 0132 ISTVAN BURGYAN
1.51.00PM - Enlat Ares 0132 ISTVAN BURGYAN
12:40:00 PM 2. Exll Area 0132 ISTVAN BURGYAN
12739:00 FM 18- Deor Close 0132 ISTVAN BURGYAN
12:23:00 PN 16- Coor Open 0132 ISTVAN BURGYAN
1218:00 PM 1. Enter Area 0132 ISTVAN BURGYAN
11:93:00 AM 2. Exit Area 0132 ISTVAN BURGYAN
11:11:00 AM 18- Door Close 0132 ISTVAN BURGYAN
11:11:00 AN 18- Doar Open a3z ISTVAN BURGYAN
11:10:00 AM 1« Enter Area 013z ISTVAN BURGYAN

O TR Ty Ty

T

Fridap, March 08, 2006
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Preferred Technelogy, Ine 8271 E. Gelding Dr, Scottsdale, A7 35260 (480) 951-1259

"L by

ISP A YT Sl Y T T T VET AT e, TR T TP WP ey Y P o8 P T TOTIT ET TR  T  TR TT b

Unit Activity By Unit Number - 01 32

o =

U

Time Remote # Description Data Tenant
Sunday, January 22, 2006 ‘
T:0200PM 2. Exit Area 0132 ISTVAN BURGYAN
7:01,00 PM 15- Door Closa 032 ISTVAN BURGYAN
5:58:00 PM 18- Door Opan 0132 ISTVAN BURGYAN
8.58.C0PM 1. Enter Area D132 ISTVAN BURGYAN
12:32:00 PM  2- Exl{ Arag 0132 ISTVAN BURGYAN
1231:00PH4 16~ Daor Clage 0132 [STVAN BURGYAN
12:2Q:00 PM 16 Door Open 013z ISTVAN BURGYAN
122900 FM 1. Enter Ares M3z {STVAN BURGYAN
- Saturday, January 21, 2006
T:.0200PM- 2- Exit Arza 0132 ISTVAN BURGYAN
70100 P 16 Daor Clase 0132 {STVAN BURGYAN
7:00.00 P 16- Door Open 0132 {STVAN BURGYAN
5500 P 1- Enter Ama 03z ISTVAN BURGYAN
3:47.00PM 2. Exdit Area 032 ISTVAN BURGYAN
34600 PM 16 Door Close 0132 ISTVAN BURGYAN
AB0OPM 18- Doot Open 0132 ISTVAN BURGYAN
13800 PM  1- Enter Aras 0132 ISTVAN BURGYAN
1:13:00PM 2. Exit Area 0132 ISTVAN BURGYAN
112200 P 16- Door Clage 0132 ISTVAN BURGYAN
4:06:00 PM 18- Door Open 0132 ISTVAN BURGYAN
il 1:04:00 PM  {- Enter Area 0132 ISTVAN BURGYAN
8:02.00 AM  2- Exit Area 0132 ISTVAN BURGYAN
8:00:00 AM  15- Door Clese ik {STVAN BURGYAN
7:89:00 AM 18- Ooar Opan . 0132 [STVAN BURGYAN
75000 AM 1. Enter Area 0132 {STVAN BURGYAN
Friday, January 20, 2006 .
10:30:00 AM  2- Ext Aroa 0132 ISTVAN BURGYAN
10;28:00 AM 18- Door Close {32 ISTVAN BURGYAN
10:25:00 AM 18- Door Open 0132 ISTVAN BURGYAN
19:24:00 AM - Enter Area 0132 ISTVAN BURGYAN
Thursday, Jansary 19, 2006
11:06:00 AM 2- Exjt Aren 0132 ISTVAN BURGYAN
11:04:00 AM 18- Door Close 0132 ISTVAN BURGYAN
11:03:00 AM  15- Door Open 0132 ISTVAN BURGYAN
11:02:00 AM 1. Enter Area 0132 ISTVAN BURGYAN
Wednesday, January 18, 2006
12:05.00PM 2. Exdt Aroa 0132 ISTVAN BURGYAN
12D4:00 PM 18- Poor Close 0132 ISTVAN BURGYAN
12:02:00 PM 16- Coer Open 0132 ISTVAN BURGYAN
12:02:00 PM 1. Entsr Areg 0132 ISTVAN BURGYAN
'\‘_._'_.4
SIP— S - AR - = ————— 1 8
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Preferred Technalogy, Inc.

Document 70-3

Filed 09/11/20086

S

" 8171 E. Gelding Dr. Scotizdnle, AZ 85260

Page 1 of 40

(480) 9911259

TR TYTTor

| U};};Acﬁvi&; By Unit Number - 01
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Iime Remaote # Description Data Tenant
Tuesday, January 10, 2006
J4BQ0 PV 2- Exit Area 0132 ISTVAN BURGYAN
345:00PM 16 Baor Clase Q132 ISTYAN BURGYAN
3:32:00PM 18- Door QOpen 0132 ISTVAN BURGYAN
3:31:00PM 18- Daor Close 0132 ISTVAN BURGYAN
J:3100PM 16- Door Opan 0132 ISTVAN BURGYAN
2:3300PM 1. Enter Area 0132 ISTVAN BURGYAN
I2B00OPM 1. Entet Area 0132 ISTVAN BURGYAN

Total Records: 83
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Praferred Technofogy, Inc. 8271 E. Gelding Dr. Scottedale, AZ 85260 {4R0) 91-1253
FUT TR T T B AT TR AT T o vy e e ad Y "'"7@- Bans [ nhmanpalh o L L T el o
 Unit Activity By Unit Number 40136 H‘/?
Time Remote # . Description Data Tenant
Friday, February 03, 2006
11:49:00 AM O User Logged OFf Site 0118 DENNIS MONTGOMERY
Tuesday, January [0, 2006
346:00PM 16 Daor Close 0138 DENNIS MONTGOMERY
3INOOPM 18- Dacr Opan 0136 DENNIS MONTGOMERY
111900 P 16. Daot Close 0136 DENNIS MONTGOMERY
1:18:00 P 15- Doar Open 0136 DENNIS MONTGOMERY
Thursday, January 05, 2006
9:22:00 AM 16 Door Closa 0135 DENNIS MONTGOMERY
2:18:00 AM 18- Poor Open 0136 DENNIS MONTGOMERY
Thursday, December 08, 2005
354:00 PM 18- Door Close 0138 DENNIS MONTGOMERY
IA4000PM  16. Door Opeh 0136 DENNIS MONTGOMERY
Sunday, November 27, 2005
4:02:00 PM 16 Door Cloae 0138
2:65.00 PM  16. Qoor Alarm 0138
25800 PM 18- Door Closa 0135
{259.00 PM 16 Door Alamm 0136
12:69:00 PM 16~ Door Close 0138
R 9:21.00 AM 18- Door Alamm 2128
' Total Records: 15
\\H‘_’
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Preferred Technology, Inc.

8271 E. Gelding Dr. Sconsdale, AZ 85260

Unit Activity By Unit

Numb

Document 70-3

(740 P2

(180) 991-1259

PRI et v R PTITT 7. FIST Ty PoTTeTe T T Y
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C o]

Page 3 of 40

ZaLtat

Time  Remote it Description Data Tenant

Friday, March 03, 2006

2:00:00 AM 18- Dogr Closé 0140 DENNIS MONTGOMERY

75000 AM  16- oot Open 0140 DENNIS MONTGOMERY

752,00 AM  16- Door Clpose 0140 DENNIS MONTGOMERY

7:49:00 AN 6= Doot Open - 0140 DENNIS MONTGOMERY
Tuesday, February 28, 2006

§:43:00 AM  1B- Daor Close 0140 'DENNIS MONTGOMERY

§:36:00 AM 16 Door Open 0140 DENNI|S MONTGOMERY
Sunday. February 26, 2006

A:18:00 PM 18- Door Close 0140 DENNIS MONTGOMERY

8:18:00PM  16- Daor Open - 0140 DENNIS MONTGOMERY
Monday, February 20, 2006

2:00:008M 18- Coor Close 0140 DENNIS MONTGOMERY

15200 PM 16 Door Open/ 0140 DENNIS MONTGOMERY
Thursday, February 16, 2006

200,00 FM 18- Door Close 0140 DENN!S MONTGOMERY

1:69:00 PM  15- Door Open ¢ 0140 DENNIS MONTGOMERY
Saturday, February 11, 2006

S300 AM 18- Door Clogo 0140 DENNIS MONTGOMERY

9:33:00 AM 18- Door Open - 0140 DENNIS MONTGOMERY
Thursday, February 09, 2066

12;06:00 PM 18- Door Close 0140 DENNIS MONTGOMERY

12:00:00 PM 18- Door Open 0140 DENNIS MONTGOMERY
Monday, February 06, 2006

9:21.00AM  16- Door Close 0140 DENNIS MONTGOMERY

9:14:.00AM 18- Door Opan o140 DENNIS MONTGOMERY
Sunday, February 05, 2006

10:31,00 AM  16- Door Cioge 0140 DENNIS MONTGOMERY

16:09:00 AM 18- Door Open 0140 DENNIS MONTGOMERY
Friday, February 03, 2006 '

124700 PM 18- Dgor Close 0140 DENNIS MONTGOMERY

10:50:00 AM  16- Door Open, 0140 DENNIS MONTGOMERY
Thursday, February 02, 2006

43200 PM 18- Deor Close of40 DENNIS MONTGOMERY

4:.03.00PM  iB- Door Cpen . 0140 DENNIS MONTGOMERY
Wednesday, February 01, 2006

10:19:00 AM  16- Ooor Close 0140 DENNIS MONTGOMERY

10:18:00 AM  16- Door Open’-"' 0140 DENNIS MONTGOMERY
Tuesday, Januarv 31, 2006

300 P 16 Door Clase 014D BENNIS MONTGOMERY

25500 PM 16 Doot Open / 0140 DENNIS MONTGONERY

TR T

s YT O T T Y T T

Friday, March 03, 2005
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FPreferred Technatogy, Inc.

Document 70-3

8277 E. Gelding Dr. Scottsdale, AZ 85260

S—

(480) 9911259

Page 4 of 40
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Unit Activity By Unit Number - 0140
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Thne Remote # Description Data Tenant

Tuesday, January 24, 2006

t2:28:00 PFM 18- Door Close ) 0140 DENNIS MONTGOMERY

122200 PM  15- Doar Open ~ 0140 DENNIS MONTGOMERY

11:06:00 AM  16- Door Close 0140 DENNIS MONTGOMERY

10°:45:00 AM  16- Door Opan 0140 DENNIS MONTGOMERY
Monday, January 23, 2006

11:31:00 AM 18- Door Clase 0140 DENMNIS MONTGOMERY

11:30:00 AM (8- Oaor Open 0140 DENNIS MONTGOMERY

9:20:00 AM  16- Door Close 0140 DENNIS MONTGOMERY

85500 AM 18- Daacr Open 0140 DENNIS MONTGOMERY
Saturday, January 21, 2006

1:0E00PM 16 Door Close 0140 DENNIS MONTGOMERY

1:05:00 PM  16. Door Opan - Q140 DENNIS MONTGOMERY
Friday, January 20, 2006 ,

9:38:00 AM 18- Door Close 0140 DENNIS MONTGOMERY

$:24:00 AM 18- Door Open 0140 DENNIS MONTGOMERY
Tuesday, January 17, 2006

10:34:00 AM  15- Doer Close 0140 DENNIS MONTGOMERY

D400 AM 18- Door Open [/ 0140 DENNIS NONTGOMERY
Tuesday, January 10, 2000

3.47:00PM 18- Doar Close 0140 DENNIS MONTGOMERY

32800 PM 18- Door Open / 0140 DENNIS MONTGOMERY

117:00 PM  15. Door Close 0140 DENNIS MONTGOMERY

1:04:.00 PM 18- Door Open ¢ 0140 DENNIS MONTGOMERY

10:41:00 AM  16- Doar Close 0140 DENNIS MONTGOMERY

$0:39:00 AM 16 Door Qpen 4 0140 DENNIS MONTGOMERY
Mbonday, January 09, 2006

11:37.00 AM 18- Door Close 0140 DENNIS MONTGOMERY

11:36:00 AM 16+ Door Open # 0140 DENNIS MONTGOMERY

10;32:00 AM  16- Door Glose 0140 DENNIS MONTGOMERY

10:32:00 AM 16« Deor Opan , 0140 DENNIS MONTGOMERY

10:31:00 AM 18- Doct Cloge 0140 DENNIS MONTGOMERY

10:29:00 AM  16- Door Open 0140 DERNIS MONTGOMERY
Tuesday, January 03, 2006

4:44:00 AM 18- Door Closa . 0140 DENNIS MONTGOMERY

$44:00 AM 18- Doof Open ¢ 0140 DENNIS MONTGOMERY
Wednesday, December 28, 2005

SUTOIAM 16 Door Close 0140 DENNIS MONTGOMERY

9:04:00 AM 15. Door Gpen 0140 DENNIS MONTGOMERY

aEAle e e )
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Ca—_
Preferred Technology, hic 8271 E. Gelding Dr. Scottsdale, AZ 85260 (480) 991-125%
» - ..7 ) ' ) L3 ) ' o )
Unit Activity By Unit Number - 0140
Time _ Remote # Descripion  Data Tenant
Tuesday, December 27, 2005
1:06:00PM 18- Door Clgse 0140 DENNIS MONTGOMERY
1:0200 PM 18- Door Open... 0140 DENNIS MONTGOMERY
12:48:00 PM  16- Door Close o140 DENNIS MONTGOMERY
12:43.00PM  16- Door Open - 0140 DENNIS MONTGOMERY
Thursday, December 22, 2005
10:15:00 AM 16 Doer Close 0140 DENNIS MONTGOMERY
121500 AM 16+ Doot Open 7~ 0140 DENNIS MONTGOMERY
10:14.00 AM 18- Door Close 0140 DENNIS MONTGOMERY
10:08:00 AM 18- Door Open 0140 DENNIS MONTGOMERY
Wednesday, December 21, 2005 .
2:50:00 PM 18- Dooer Close 0140 DENNIS MONTGOMERY
247T:00PM  16- Door Opens’ 0140 DENNIS MONTGOMERY
2:08:00PM  16- Door Clase D140 DENNIS MONTGOMERY
2:06:00PM 16~ Doer Opens” 0140 DENNIS MONTGOMERY
T41:00PM 18- Doer Ciase 0140 DENNIS MONTGOMERY
1:40:00PM  16- Door Open / 0140 DENNIS MONTGOMERY
IR0 PM 98- Doot Close 0140 DENNIS MONTGOMERY
1:38:00PM  16- Doot Open”’ 0140 DENNIS MONTGOMERY
1:05:00 PM 18- Doar Close 0140 DENNIS MONTGOMERY
N 1:02:00 P 1B- Door Open / 0140 DENNIS MONTGOMERY
11:31:00 AM 18- Cosr Clase 0140 DENNIS MONTGOMERY
11:30:00 AM 1B Door Opeh / 0140 DENNIS MONTGOMERY
Sunday, December 04, 2605
11:27:00 AN 15- Door Close 0140 DENNIS MONTGOMERY
11:26:00 AM 16 Ooot Cpan/ 0140 DENNIS MONTGOMERY
Saturday, December 03, 2005
1:32:00 PM 6. Ooot Close 0140 OENNI{S MONTGOMERY
1:32:00PM 18- Door Open 0147 DENNiS MONTGOMERY
Sunday. November 27, 2095
9:36:00 AM 16 Door Close 0140 DENNIS MONTGOMERY
8:35:00AM 16 Door Opan 0140 DENNIS MONTGOMERY
Thursday, Novernber 24, 2005
41300 FM 18- Door Close 0140 DENNIS MONTGOMERY
4:12:00PM 16 Door Open.. 0140 DENNIS MONTGOMERY
4:12:00PM 18- Door Close 0140 DENNIS MONTGOMERY
4:09:00PM 18- Door Open 0140 DENNIS MONTGOMERY
Monday, November 21, 2005
5:43:00 AM  16- Door Close 0140 DENNIS MONTGOMERY
9:47:00 AM  1B- Daor Openl- 0140 DENNIS MONTGOMERY
Monday, November 14, 2005
10:114:00 AM  16- Door Close o140 DENNIS MONTGOMERY

S - 10:13:00 AM  15- Doar Open J 0140 DENNIS MONTGOMERY

Friday, March 03, 2006 Page3ofs 00083
Sept. 11'06
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Preferred Technology, Mnc.

8271 E. Gelding Dr. Scoftsdale, A7 85260

e

(480) 991-1259
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Unit Activity By Unit Number - 0140

it

Time  Remote # Description Data Tenant

Saturday, November 12, 2005

8:38:.00PM 18- Door Close 0140 DENNIS MONTGOMERY

63500 PM 16 Doot Qpen .~ 0140 DENNIS MONTGOMERY

2:53:00PM  16- Door Close 0140 DENNIS MONTGOMERY

2:52:.00PM 18- Dot Oper,” 0140 DENNIS MONTGOMERY

12:14,00 PM  16- Door Close 0140 DENNIS MONTQOMERY

121300 PM 18- Door Open - 0142 DENNIS MONTGOMERY

8:04:00 AM 18- Door Close 0140 DENNIS MONTGOMERY

8:04:00 AM 18- Door Cpen - 0140 DENNIS MONTGOMERY
Thursday, November 10, 2005

2,00:00 PM 18- Door Close 0140 DENNIS MONTGOMERY

2:00:00 P 18- Daor Open / o140 DENNIS MONTGOMERY
Sunday, November 06, 2005

11:57:00 AM  16- Ovot Cloce Q140 DENNIS MONTGOMERY

11:48:00 AM 18- Door Open s 0140 DENNIS MONTGOMERY
Sanwday, November 05, 2005

9:57:00 AM 16« Doar Clase D140 DENNIS MONTGOMERY

9:53:00 AM  14. QoorOpen 0140 DENNIS MONTGOMERY
Thursday, November 03, 2005

10:40:00 AM 18- Dot Closs 0140 DENNIS MONTGOMERY

10:39:00 AM  16- Door Open - 0140 DENNIS MONTGOMERY
Tuesday, November 07, 2605

214:00PM 16 Door Clasa 0140 DENNIS MONTGOMERY

&1300PM 16 Door Open 0140 DENNIS MONTGOMERY

2:12.00 PM 16. Door Cloge 0140 DENNIS MONTGOMERY

211:00PM  16- Daor Open p 0140 DENNIS MONTGOMERY

Total Records: 112
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Preferred Tachnm’ogy, Inc 8271 E. Gelding Pr. Seottsdnle, AZ 85260 (180) 991-125%

Unit Activity Bj*“ﬁhn Number @ 7 ) —

Time Remote # Descr:]ution Data Tenant
Friday, February 03, 2006
11:45:00 AM  O- User Logged OF Slte 0141 DENNIS MONTGOMERY
Tuesday. Jannary 24, 2006
12:22:00 PM 16~ Door Close 0141 DENNIS MONTGOMERY
12:21:00 PM 18- Doar Open." 0141 DENNI(S MONTGOMERY
Saturday, January 14, 2006
121000 PM  16- Door Closa a141 DENNIS MONTGOMERY
12:09:00 PM  16- Daor Open(" 0141 DENN!S MONTGOMERY
11:35:00 AM 16 Door Closa 0141 DENNIS MONTGOMERY
14:30:00 AM  16- ) Door Open, - 0141 DENNIS MONTGOMERY
Tuesday, January 10, 2006
1:16:00 PM 18- Door Close 0141 DENNIS MONTGOMERY
1:14.00 P 1&- Door Open 0441 DENNIS MONTGOMERY
Monday, January 09, 2006
14:35:00 AM 16 Ooar Close 0141 DENNIS MONTGOMERY
11:32,00 AM  16- Door Open 0141 DENNIS MONTGOMERY
91900 AM 16 Door Close 0141 DENNIS MONTGOMERY
9:18:00 AM 18- Door Open 0141 DENNIS MONTGOMERY
Thursday, Janvary 05, 2006
e 1:06:00PM 18- Door Closa 0141 DENNIS MONTGOMERY
1:04:00 PM 16~ Door Open / 0141 DENNIS MONTGOMERY
B:22:00 AM 16~ Door Close 0141 DENNIS MONTGOMERY
£.22:00 AM  16- Door Opan / 0141 DENNIS MONTGOMERY
Wednesdoy, January 04, 2006 .
41000 PM 18- Door Close 0141 DENNIS MONTGOMERY
4:08:00PM  16. Door Open / 0141 DENNIS MONTGOMERY
Friday, December 23, 2005
1124:00 PM 18- Door Close 01414 DENNIS MONTGOMERY
1:21:00 PM  15- Door Open ¢ 0141 DENNIS MONTGOMERY
Thursday, December 22, 2005
12:10:00 P 18- Daor Closa Q141 DENNIS MONTGOMERY
120700 PM 18- Door Open / o141 DENNIS MONTGOMERY
Wednesday, December 21, 2005
2:26:00 BM 15 Daor Clese o141 DENNIS MONTGOMERY
20700 PM 18- Deot Openf_ 0141 DENNIS MONTGOMERY
Tuesday, December 20, 2005
52200 PM  fe- Door Close o141 DENNIS MONTGOMERY
52000 PM  1&- Dosr Opan / 0141 DENNIS MONTGOMERY
Sunday, December 18, 2005
11:18:00 AV 16- Doar Clese aCH DENNIS MONTGOMERY
- 11:05:00 AM 18- Door Open 0141 DENNIS MONTGOMERY
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Preferred Technology, Inc 8271 E. Gelding Dr. Seonsdnle, AZ 85260 " (480) 991-1259
Unit Activity By Unit Number - 0141 -

Time Remote # Description Data Tenant
Thursday, December 08, 2005
3:53:00 FM  16- Door Close OENNIS MONTGOMERY
34500 PM 18- Door Open DENNIS MONTGOMERY

-

Total Records: 31

Friday, March 03, 2005
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Preferred Technafogv, Inc. 3271 E. Gelding Dr. Scar!.cdale, A7 85260 {(480) 991-1259
Unit Acthly By Unit Numbe(Ol 42 )
Time Remore # f)esen]ptian D ata Tenant

Monday, February 20, 2006

148:00 PM 18- Door Close 0142 DENNIS MONTGOMERY

1:46:00 PM  16- Door Open~” 0142 DENNIS MONTGOMERY
Friday, February 03, 2006

11:49:00 AM 0. User Logged Off Site 0142 DENNIS MONTGOMERY
Tuesday, January 24, 2006

12:21:00 PM  16- Door Slose 0142 DENNIS MONTGOMERY

12:20:00 P 18- Door Open.- 0142 DENNIS MONTGOMERY
Tuesday, January 10, 2006

11QUUPM 18- Caor Close 0142 DENNIS MONTGOMERY

11600 PM 16 Doot Open 0142 DENNIS MONTGOMERY
Monday, January 09, 2006

11,3800 A 15- Daor Close 0142 DENNIS MONTGOMERY

11:37:00 AM 18- Doot Open / 0142 DENNIS MONTGOMERY
Tuesdey, December 20, 2005

52000 PM 16- Door Cioge D142 DENN(S MONTGOMERY

S20:00PM 18- Doot Open 0142 DENMIS MONTGOMERY
Sunday, December 18, 2005

- 11:05:00 AM 18- Doer Closa 0142 DENNIS MONTGOMERY

11:04:00 AM 18- Door Open, 0142 DENNLS MONTGOMERY
Monday, November 28, 2005

10:08:C0 AM 16~ Door Close D142 DENNIS MONTGOMERY

10:08.00 AM 18- Door Open / 0142 DENNIS MONTGOMERY
Saturday, Novembar 12, 2005

2:54:C0PM 16 Door Close 0142 DENNIS MONTGOMERY

2.52:C0PM  16. Door Open P D142 DENMNIS MONTGOMERY

Total Records: 17

vty Ll Las pn i L okl Ll &3 e
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Proferred Technalogy, Inc.

Document 70-3

8271 L. Gelding Dr. Scoticdale, AZ 85260

Filed 09/11/2006 Page 10 of 40

(480) 991-1259

Unit Activity By Unit Numbe

hada P T TR WY TRT I

YO T T e

T LT e

Tire-  Remote ¥ Description Tenant

Friday, March 03, 2006

8:01:0D AM  2- Exil Ares 0143 DENNIS MONTGOMERY

7:49.00 AM 1. Enler Area ¢143 DENNIS MONTGOMERY
Tuesday, February 28, 2006

9:A4.00 AM 2- Exit Area 0142 DENMNIS MONTGOMERY

9:35:.00 AM  1- Enler Area 0143 DENNIS MONTGOMERY
Sunday, February 26, 2006

8:22:00 PN 2- Exit Ates 0143 DENNIS MONTGOMERY

8:08:00 PM  1- Entar Area 0143 DENNIS MONTGOMERY
Monday, February 20, 2006

Z01:00PM 2. Exit Areo 0143 DENNIS MONTGOMERY

1:58:00 PM  1- Enter Area 0143 DENNIS MONTGOMERY

15200 PM 2. Exil Area 01 43 DENNIS MDNTGOMERY

1:50:00 PM  16- Door Closa 0143 DENNIS MONTGOMERY

1:50:00 PM  16- DoorOpen ~~ 0143 DENNIS MONTGOMERY

1:48:00 PM 18- Daar Close 0143 DENNIS MONTGOMERY

1:45:00 PM 18- Doar Opan .~ 0143 DENNIS MONTGOMERY

1:45:00 PM 1. Enter Area 0143 DENNIS MONTGOMERY
Thursday, February 16, 2006

Z:01:00PM 2. Exit Ares 0143 DENNIS MONTGOMERY

1:589.00PM (- Enter Area 0143 DENNIS MONTGOMERY
Saturday, Februay 11, 2006

9:35:00 AM 2. Exit Arca 0142 DENNIS MONTGOMERY

9:33:00 AM 1. Enter Area 0143 DENNIS MONTGOMERY
Thursday, February 09, 2006

120700 FM 2. Exit Area 0143 DENNIS MONTGOMERY

11:59:00 AM  1- Enter Area 0143 DENNIS MONTGOMERY
Monday, February 06, 2006

9:22:00 AM  2- Exit Aren 0141 DENNIS MONTGOMERY

5:14:00 AM 1. Enter Area 0143 DENNIS MONTGOMERY
Sundeay, February 05, 2006

123200 AM 2- Exit Area 0143_ DENNIS MONTGOMERY

10;28:00 AM 16+ Door Close 0143 DENNIS MONTQOMERY

10:25:00 AW 16- ' Deot Open 0143 DENNES MONTGOMERY

10:08:00 AM 1. Enter Area 0143 DENNIS MONTGOMERY
Saturday, February 04, 2006

o84:00 AM 2- Exit Area 0143 DENNIS MONTGOMERY

9:53:00 AM  16- Door Clese 0143 DENNIS MONTGOMERY

95300 AM 18- Door Opan’” 0143 DENNIS MONTGOMERY

94300 AM - Enfer Area 0443 DENNIS MONTGOMERY

T
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A.. FrORCE OFFICE OF SPECIAL INVESTIO=TIONS
REPORT OF INVESTIGATIVE ACTIVITY

%, DATECF INVESTIGATIVE ABTINITY | 2, FLACE 3. FULE NUMBER
23 JAN 2006 ¢Treppid LLC, Reno NV

4 REMARKS-
On 23 Jan 2006, SAs HARALDSEN and SMITH interviewed VENABLES at eTreppid LLC. In addition to reiterating the
information from his declaration, VEANABLES related the following information:

He has known SUBJECT since December 1999 and had both a professional and personal relationship with him. He believed
SUBJECT was “nuts znd a erazy compulsive liar.” SUBJECT was unwilling to share his work with others and kept employecs in
the dark about company projects. SUBJECT was abusive to subordinates and created an atmosphere of fear. SUBJECT created
fictitious stories about TREI'P and claimed that he (SUBJECT) was the actual majority owner of the corpany, SUBJECT would
threaten subordinates and instruct them to not engage with TREFP. Consequently, problems or issues within the company were not

elevated to TREPP.

VENABLES questioned SUBJECT's technical capabilities. His suspicion was reinforced when he discovered SUBJECTs
workstation did not have the necessary applications installed to develop source code. VENABLES found this peculiar since this was
purpertedly SUBJECT s primary responsibility as the Chief Technical Officer. Additionally, VENABLES designed the dual Zeon
processors used by SUBJECT to operate as a cluster. However, when SUBJECT changed the operaling system to Windows XP this
required the computers to work as independent systems. VENABLES said SUBJECT’s actions were irrational and divergent since it
caused the network of computers to operate inefficiently.

The workstalion containing ¢ Treppid’s source code was typically located in the campany's warehouse. On 21 Dec 05, VENABLES
_ noticed the workstation and RAID box controller housing eight drives was missing. The monitor and keyboard, however, were siill
+ present. VENABLES asked SUBJECT if he knew the whereabouts of the workstation and raid box. SUBJECT said without any
further explanation "I took the workstation home." On 3 Jan 06, when VENABLES returned from vacation he discovered that the
SRCSERVER and ISASERVER had been accessed. The monitors displayed a “command prompt window” indicating an executable
comnmand had taken place, When VENABLES questioned SUBJECT about this, SUBJECT said he was “cleaning up old stuff.”
During the week of 3-6 JAN 06, VENABLES questioned SUBJECT numerous times about the workstation and raid box controfler.
Each time SUBJECT stated “I am bringing back the workstation.” However SUBJECT never did. On 10 JAN 06, when
VENABLES arrived at work he discovered SUBJECT and TREPP in the warehouse arguing. SUBJECT stormed out of the
building. TREPP instructed VENABLES to call SUBJECT and encourage him to return. VENABLES contacted SUBJECT and
SUBIJECT said, “He fucked me outof mllhons and is not gomg {o get away with it.”” SUBJECT said he would think about returning.

_MMJMSUBJECI Al AR
el ith-VENABEES:

VENABLES confirmed he and SUBJECT were the only ones with administrator password necessary to access the SRCSERVER
and ISASERVER to accomplish the task of deleting source code. VENABLES denied deleting the source code. VENABLES said
that only the individual programmers and SUBJECT had the passwords necessary (o delete the source code from the individual
workstations. VENABLES further said the passwords on the workstations were established and set by SUBJECT. VENABLES said
he established his own password on his workstation; therefore his information was not deleted. Additionally, SUBJECT had the
buiiding alarm codes for ali of the company employees. SUBJECT possessed the necessary accesses and passwords to access Lhe
surveillance cameras within the facility and could have deleted the last four months worth of video recordings.

VENABLES said he would attempt to obtain the workstation motherboard and raid box controller serial numbers that SUBJECT
told VENABLES that he took home.

6, GONDIDYED 8y IGRATURE' g
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A REMARKS (Continuad/

—

VENABLES explained he was the Facility Security Officer for eTreppid. Ve did not become aware of any SECRET hard drives
located in the facility until he inadvertently discovered SUBJECT possessing two hard drives in the warehouse. This discovery
occurred sometime in Nov 2005. Prior to this incident, GRAY and SUBJECT did not inform him that they had brought classified
i material into the facility, Therefore, he did not provide day-to-day security for these hard drives. The hard drives were stored in a
| safe in a room secured with a cipher lock. GRAY and SUBJECT had the combination to the safe. Again, VENABLES emphasized
he never saw the hard drives until accidentally discovering SUBJECT using them. He was unaware of how many were in the
facility. Once he was made aware that the hard drives were into the facility, he would routinely see SUBJECT usc them for his

i wotk. VENABLES was unaware of which specific computer systern SUBJECT was using, but surmised it probably was one in the
; warchouse rowtinely used by SUBJECT. The facility did not have formal approval to process classified information on any
/

S

computer system. VENABLES explained that GRAY claimed SUBJECT was not properly storing the hard drives in the approved
safe. VENABLES confronted SUBJECT about this and SUBJECT said, “Fuck her, she’s making stuff up again.” VENABLES

N informed TREPP of the conversation and TREPP said he would speak to SUBJECT. Between 16-13 JAN 06, VENABLES and

! GRAY conducted a search of the company in an attempt to account for nine SECRET hard drives. This was his first knowledge

| that there was supposed to be nine SECRET hard drives in the facility. The search revealed six copies of the original SECRET
nine hard drives and two SECRET video tapes. They were unable to locate the original nine SECRET hard drives. VENABLES
said he and GRAY began a security inquiry to determine the facts surrounding the disappearance of the original hard drives

VENABLES was aware SUBJECT had several storage units around the Reno, NV area. He believed that SUBJECT would often
change the units as well. He was unaware of the specific locations of these storage units,

: Q0090
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Aty #ORCE OFFICE OF SPECIAL INVESTIGATIONS
REPORT OF INVESTIGATIVE ACTIVITY

1, DATE OF INVESTIGATIVE ACTIVITY | 2. PLACE 3. FILE NUMBER
16.23 JAN 2006 Telephonic and Personal Interviews -Personal interview at Hilton, Keno NV
4. RENMARKS

Between 19-23 Jan 2006, WARREN TREPP, Chief Executive Officer, eTreppid Lsmucd Liability Corporation, Reno, NV, refated
the following information;

SUBJECT illegalty deleted and removed the comparty’s source code used for dala compression, object tracking and anomaly
detection. TREPP initially became aware that the source code was missing on 9-10 January 2006 when employees complained about
their inability to operate their computer systems. TREPP asked Sloan VENABLES, eTreppid Facility Security Officer (FS0) about
the problem and was told that company’s source data was deleted from the source server, 4 system known as 1SA and all of
eTreppids’s work stations. TREPP said VENABLES and SUBJECT were the only eTreppid employees to have cxclusive access to
the source and ISA servers as well as all of eTreppid's individual work stations, Additionally, the company had a scparate stand-
alone back-up system located in eTreppid’s warehouse which contained the source code. This system is also missing. SUBJECT had
exclusive aceess to this stand alone back-up system. TREPP said without the source code (intellectual property) the company would
goout of business. He was unable to estimate the value of the source code/intellectual property.

TREPP believed that SUBJECT removed and deleted the source code from the source server, the ISA system and all workstations
for the following reasons: 1) VENABLES informed TREPP that he had asked SUBJECT where the back-yp system was and
SUBJECT told VENABLES that he had taken it home; 2) VENABLES informed TREPP that SUBJECT told him that TREPP will,
“Have to pay big bucks to get what he wants” 3) An employee named JAMES BAUDER, graphics designer said he carried sealed
boxes out of the company for SUBJECT during this time period; and 4) VENABLES was on vacation during the time period that

. the source code was discovered to have been deleted. VENABLES denied removing the source code from the source and the [SA
servers. Furthermore, in an effort to prove TREPP’s assumption that SUBJECT had removed the stand-alone computer Back-up
system from the warchouse, TREPP had VENABLES review the intemal security monitoring cameras in hopes of leamning who took
the system. Unfortunately, someone delcted the last four months of video.

On 9 JAN 06, TREPP confronted SUBJECT about the source code and was told by SUBJECT that the code could be located on the
753 removable hard drives located in the company. TREPP asked SUJBECT why he was “doing this”, te which SUBJECT said, "1
did not do a thing.” TREPP also asked SUBJECT why he deleted the files. SUBJECT said “I didn’t!” TREPP then asked who did
and SUBJECT replied “GRAY.” TREPP said “GRAY™ was a reference to Ms PATTY GRAY, €Treppid Business Manager.
SUBJECT stormed out of the company and was followed by TREPP into the company’s parking lot. TREPP plead with SUBJECT
~to let um belp him. SUBJECT said, “You are not going to screw me, and just try to bring me down!” and drove off. Conversations
between TREPP and SUBJECT on the 10th of January were the same as those addressed on the 9th of January, still without

resalution.

' TREPP was told by VENABLES that it would have taken about two weeks to delete the source code from the source and ISA
servers. Coincidentally, VENABLES was on vacation between 22 Dec 05 - 3 Jan 06. TREFP belicved the source code was deleted
from the servers during VENABLES' vacation. TREPP also believed that the source code was deleted from the company's
individual work stations during the weekend of 7/8 Janvary 2006. TREPP also said, sometime prior to VENABLES® vacation,
VENABLES was told by SUBJECT to stay at home and enjoy the holidays. However, on one ¢ither the 215t or 22nd of December,
VENABLES came to work end found SUBJECT working on the source and ISA servers, VENABLES asked SUBJECT what he
was doing, and SUBJECT said “cleaning up some files.”

SUBJECT was required to provide copies of the source code to TREPP on an annual basis and did so for seven years. A review of
the backup copies, consisting of CDs, DVDs and hard drives, by TREPP revealed the data on these media devices was worthless and

did not contain the data SUBJECT was required to provide.

TREPP instructed his employees to analyze all of the company’s 753 hard drives in an attempt to locate the code. The two-day
analysis determined the code was not on any of these hard drives as claimed by SUBJECT.

'
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REMARKS (Continuad) ! S

On 28 September 1998 SUBJECT was hired by ¢Treppid 1o become the CTO, he was paid $1,300, 000 for the data compression
source code which he developed prior to his employment with eTreppid, Initially, SUIBECT was a 50% owner of eTreppid.
However, during the course of his ownership SUBJECT required some liquidity and sold a two percent interest in his stock for

, §1.5 million. This stock was sold to two of TREPP's associates for $750,000 each. With (he sale of the stock and other capital

| call dilutions SUBJECT becarme a 30% stakeholder in the company. TREPP was unaware of any reason why SUBJECT would

: have maliciously deleted the source code. TREPP was aware that SUBJECT was having financial difficulties. Since Jan 1999,
TREPPF loaned SUBJECT a total of $1,379, 759 to assist him with his financial burden. With the accrued and unpzid interest of
' $125,211 the total owed by SUBJECT was $1.5 million. On 7 or 8 Dec 2005 SUBJECT asked to borrow an additional $270,000.
When asked what it was for SUBJECT told TREPP that it was “to pay down casino and othet debts.” Additionally, TREPP

4 discovered SUBJECT also owed $300,000 to various casinos.

i
;‘ During the period of 1999-2005 inclusive, SUBJECT earned the following annual salaries:

1599-2000 - $132,000

= 2001-  $176,000
2002-  $192,000
2003-2005 - $300,000

On 20 Jan 06, Mr. Douglas J. Frye, General Counsel for eTreppid filed a termporary restraining order in the Second District
Judicial Court of Nevada Washoe County, requesting SUJBECT return the source code to eTreppid. TREPP said eTreppid
attornieys told him that SUBJECT told the judge “eTreppid had shared classified information with foreign nationals.” These same
attorneys told TREPP that SUBJECT made the comment “I don't have any source files, I have the source files in my head” to the
judge. TREPP was unaware of any instance where a foreign national employee was exposed to classified information.

TREPP asked GRAY nbout it and she said she believed SUBJECT was asking foreign national employees to work on portions of
data from the SECRET hard drives. TREPP was unaware of specifics and suggested GRAY would have additional details.
Additionally, TREPP said when GRAY and SLOAN conducted an inventory of classified holdings; they were unable to locate
nine SECRET hard drives provided by the government and two SECRET videa tapes made by eTreppid. He again said that GRAY
and SLOAN would have additional information.

During the week of 16-20 Jan 06, Neil Azzinaro, Las Vegas, NV, a mutual friend of both SUBJECT and TREPP said SUBJECT
cailed him and said that he was Jooking for a US citizen, not an institution or corporation to start a new company and would
require $10 Million.

On 18 Jan 06, SUBJECT's employment was terminated from eTreppid.
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A+ FORCE OFFICE OF SPECIAL vags-ncmsz
REPORT OF INVESTIGATIVE ACTWITY

1, ,ﬁzr's.o'r INVEETIGATIVE ACTIVITY |2, PLACE

23 JAN 2006 eTreppid, LLC, Reno NV
4, REMARKS

(n 23 JAN 2066, TREPP provide a copy of a statement from M. Jerry SNYDER, tTrcppxd attorney, dated 23 JAN 2006,
conceming SUBJECT's statements at the TRO hearing.

3. FILE NUMBER

A review of the statement revealed that Mr Snyder recalled that SUBJECT made the following remarks to the judge during the TRO
hearing:

1. SUJBECT said he did not have possession of eTreppid source code.

2. SUBJECT said he owned all intellectual property interests in eTreppid's pattern recognition and anomaly detection software and
had not transferred interest to eTreppid.

3. SUBJECT stated that eTreppid was allowing foreign nationals without the appropriate security clearances to work on the subject
software.
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An. fORCE OFFICE OF SPECIAL INVESTIBRTIONS
REPORT OF INVESTIGATIVE ACTIVITY

1. DATE OF INVEBTIGATIVE AGTIVITY |2, PLACE |+ ALENUMBER
23 JAN 2006 eTreppid, Reno NV
&, REMARKS

On 23 Jan 2006, a review of the Declaration of SLOAN VENABLES, dated 19 Jan 2006 was conducted and revealed the following
information:

On 2] Dec 05, VENABLES discovered that a workstation containing a RATD storage box used to backup eTreppid source code was
missing. SUBJECT told VENABLES that he {SUBJECT) took the workstation home, On 3 Jan 06, SUBJECT was observed by
VENABLES werking on the SRC (source} and ISA servers. SUBJECT told VENABLES he was “cleaning stuff up™ and this
included deleting files. On 3 Jan 06, VENABLES and other employees determined that the source code was deleted from the SRC
source server and the ISA server. On the 9 JAN, he and the other employees discovered the source code was removed from the
workstations also. VENABLES and SUBJECT werc the only two people with the administrator password necessary to accomplish
this action. On 10 Jan 06, SUBJECT told VENABLES that if TREPP wanted the source code “he needs to give me big money.”
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! A FORCE. OFFICE OF SPECIAL INVEST]GATIONS
: REPORT OF INVESTIGATIVE AGTIVITY

1. DATEOF INVESTIGATIVE AGTIVITY | 2, PrAcE
24 JAN 1006 J eTreppid, LLC, Reno, NV

4, REMARKS:

" SA Paul HARALDSEN and SA Thomas SMITH, AFOSI in!crviewéd Patricia L. GRAY, Female, Asian,
RAY is currently emplayed by ETREPPID Technologies, LLC (ETREPPID) as the Vice President, Product

Development, 755 Trademark Drive, Reno, NV,

¥ S,

3. FILE NUMBER

GRAY stated that she has been employed by ETREPPID for approximatcly three years and four months. She indicated (hat she has
known SUBJECT for a little more than six years; three of those years were prior to employment with ETREPPID, as she had done
some work with ETREPPID when she was employed by INTEL CORPORATION. GRAY stated that she came to work for

ETREPPID because she belizved that she could help bring its products to the marketplace.

GRAY stated that she had been recording tapes on hard drive disks (HDDs) since March of 2005 and the original recordings were
unclassified from Fort Bragg, NC. GRAY believes that when GPS coordinates were displayed on images recorded on HDDs that
would make the content of the HDD classified. GRAY said that the recordings she performed at Nellis AFB, NV were classified

. SECRET, but no higher.
GRAY stated that on 3 and 4 Nov 2005, she generated data on three (3) HDDs at Nellis AFB, NV, marked them SECRET, double-

wrapped them and sent them via FEDEX [nvoice # 3-182-50372 to ETREPPID addressed to SUBJECT. SUBJECT signed for the
. delivery at 1541 hours on 5 Nov 2005. On 07 Nov 2005, when GRAY retumed to Reno, NV she confirmed with SUBJECT that he .

had received the data contained in the package,
" GRAY stated that on 9,10 and 11 Nov 2005, she generated data on three (5) HDDs at Nellis AFR, NV, marked them SECRET,

double-wrapped and sent them via FEDEX Invoice # 3-194-79312 to ETREPPID addressed to SUBJECT. SUBJECT signed for the
delivery at 1502 hours on 12 Nowv 2005, On 14 Nov 2005, when GRAY returned to Reno, NV she confirmed with SUBJECT that he

had received the da‘a contained in the package on the previous Saturday.

GRAY stated that ON 17 and 18 Nov 2005, she generated data on three (3) HDDs, two (2) of which contained unclassified data and
one (1) that contained classified data at Nellis AFB, NV, marked them SECRET, double wrapped them and sent them via FEDEX
Tnvoice # 3-207-28841 to ETREPPID addressed to herself. Altan BORA, employee of ETREPPID signed for the deljvery at [147
hourson 21 Nov 2005, GRAY stated that on 21 Nov 2005, she agrived Tor work shortly after noon end delivered the unopened

—{ packagE o SUBTECT tmihe WATERSUSE Section of ELTKEPPIY s Tacilittes.

GRAY related that on 06 Dec 2005 she checked to see if the HDDs that she had shipped from Nellis AFB were stored in the NSA
approved safe at ETREPPID's corporate office. GRAY found that the HDDs were not in the safe and notified TREPP who, in turn,
informed SUBJECT to return the HDDs to the safe. GRAY again checked the safe on 07 Dec 2005 and found that the HDDs were
not there. GRAY said that she asked SUBJECT about the location of the HDDs and SUBJECT told her that the HDDs were all in
the file cabinet in the warchouss. GRAY informed SUBJECT that this was not the correct location to store the HDDs and informed

TREPP of the incident.

On 08 Dec 2005, GRAY e-mailed SUBJECT, copying TREPP on the e-mail to remind SUBJECT that all classified material should
be stored in onc safe so that she and SUBJECT would both have the combination and access. GRAY said that as a result of this e-

mail all original nine (9) original HDDs and tapes were placed in the safe.

GRAY said that on 12 Dec 2005, TREPP asked her to generate some test tapes from the classified HDDs for intemnal testing.
TREPP requested that four (4) L'V tapes be made, two (2) for SUBJECT and two (2) for TREPP so a “blind test” could be
performed. GRAY stated that she retrieved the one of the HDDs from the safe that had classified content generated on 5 Nov 2005

and started work on making the ‘apes.

(3]
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REMARKS (Corftinuad)

A GRAYrelated that on 13 Dec 2005, she went to retrieve another HDID to generate test tapes and ail of the HDXDs were not stared in
4 the safe. GRAY informed TREPP that the HDDs were not properly stored and TREPP had SUBJECT retumn the HDDs to the safe.
GRAY alsa related that while generating test tapes, SUBJECT came into her work area and placed a ncw label on one of the IIDDs
that she was using to generate test tapes. GRAY said that SUBJECT told her he was condensing the HDDs that were used at Nellis
___AFB because some were coly partially full. As per TREPP, GRAY also gave SUBJECT two (2) test tapes. GRAY changed the
| safe’supper drawer combination and placed TREPP's two (2) copies of test tapes and original HDDs were secured in the safe’s
bottom drawer of which both GRAY and SUBJECT had the combination.

B GRAY related that on 15 Dec 2003, all the HDDs were missing from the safe. When GRAY approached SUBJECT about the
HDDs he told her he wanted to store the HDDs in the file cabinet in the warehouse for bis convenience. GRAYtold SUBJECT he
3 could not store classified in the warehouse and wes risking his clearance. GRAY said SUBJECT replied, “I don't care about my

| clearance. They’ll always give me my clearance because they want me to do the work.” GRAY told TREPP and he agreed that
the classified material needed to be restricted. TREPP had SUBJECT retumn the classified HDDs and tapes to the safe. GRAY said
TREPP then asked her to move all of the classified material to the top drawer of the safe zad not give SUBJECT the combination.

GRAY said that on 18 Dec 2005, SUBJECT tried to contact her via text message and eventually was contacted by TREPP who
instructed her to give the safe combination to SUBJECT. GRAY related to TREPP that she had concerns that SUBJECT would
maKe copies of the classified content and that he would have access to the two (2) tapes that GRAY had segregated for the blind
test. GRAY said that TREPP instructed her to give SUBJECT the combination so SUBJECT could work and an Monday TREPP
and her would talk with SUBJECT and re-sccure all the HDDs and tapes on Monday when GRAY retumned to the office.

GRAY said that on 2! Dec 2005, at approximately 1030 hours, she had a closed door meeting with TREPP where she told TREPP
that she had reason to believe SUBJECT had not written significant software for the company and observed what rnay have been
classified imagery displaying coordinates that may have been images of [raq on Zehang SUN's unclassified systen, who does not
have a clearance, network drives. GRAY said that earlier she had tried to copy what appeared to be classified content on SUN's
shared folder, but as she was trying to copy it to her computer it was deleted. GRAY believes that SUBJECT deleted it because he
has access to all of the engineer's folders. GRAY also informed TREPP that she had fairly complete information that led her to
believe SUN had worked on a classified project involving ocean images. GRAY said that TREPP recommend that she look at
source code archive disks that SUBJECT gave him io help her with the information she was seeking. GRAY stated that soon after
her meeting with TREPP she received a call fram Jesse ANDERSON, GRAY said that ANDERSON, who was on vacation, asked
her what was going on in the building, said that he had just received a call from SUBJECT who told him that TREPP and GRAY
were “ganging up on him” and asked ANDERSON if there was any source code resident on bis computer. GRAY told him that she
didn't know what he was talking about and her conversations with TREPP was none of his business. GRAY said that almost

call from SUBJECT who told him that TREPP and GRAY were “ganging up on him” and accusing VENABLES of “stuff”. GRAY
helieves that her conversation with TREP at 1030 hours was either overheard or somehow monitored. GRAY informed TREPP of
ber conversations with ANDERSON and VENABLES and of her belief that their conversation had been monitored. GRAY said
VENABLES called at approximately 1530 houss on the office intercomn and inquired as to why SUBJECT was leaving the building
with hard drives. GRAY said that she told TREPP about VENABLES call and she and TREPP went to the warehouse. GRAY said
that she saw TREPP and SUBJECT have a conversaticn while she and then both SUBJECT and TREPP went to TREPPs office,

GRAY said that on § Jan 2006, TENETTI informed her that SUBJECT had deleted all the source code from all of the engineer's
systems between Christmas and New Year's, GRAY said that on 9 January 2006 that she found 7 HDDs (copies of the original 9
HDDs that were condensed to 7) in SUBFECTs file cahinet in the warehouse. GRAY stated that she also checked the safe and
found 7 HDDs (copies of the original 9 HDDs that had been condensed to 7), but none of the original HDDs were in the safe. In
addition, GRAY related that 2 of the 4 test tapes made for the blind test were missing from the safe. GRAY stated that between 9
Jan and 13 Jan 20006 she continued to attempt to ascertain the Jocation of the original 9 HDDs and the 2 test tapes to no avail

GRAY also added that she believes SUBJECT processed classified information on an unclassified stand-alone system that was not
part of ETRFPPID $ computer domain,

On 23 Jan 2006, GRAY sai'd_that she checked one of the HIDDs that SUBJECT generated labeled, "™ellis Images WIP 12/8/05"
containing a recent version of farget/motion software and test imagery. GRAY asked Yongmian ZHANG, Asian/Malc (Y

o describe test sequences he had been using. ZHANG's description matched test sequences in two
directories on the "Neilis Images WIP 12/8/05" HDD containing detection software. One sequence contain classified material, but
she could not sbow it to ZHANG because he does not have a clearance. GRAY szid that since she cannot show ZHANG the
image, she cannot be sure that the test sequence he had access to and the jmagery on the "Nellis Images WIP 12/8/05" HDD are

one and the same,
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A1 DRCE QFFICE OF SPECIAL INVLTL__TIONS
REPORT OF INVESTIGATIVE AGTIVITY

1. DATE'OF WVEETIGATIVE ACTIVITY |2, PLAGE 3. FALE NUMBER
24.25 JAN 2006 ETREPPID, LLC RENO, NV
4, REMARKS

SA Paal HARALDSEN and SA Thomas SMITH, AFOSI interviewed Jesse ANDERSON, Male/White (NSNS
NDERSON is currently employed by ETREPPID Technologies, LLC (ETREPPID) as a Web Developer

located at 755 Trademark Drive, Reno, NV,

ANDERSON said that he has been an employee of ETREPPID for approximately five (5) years and has had both a petsonal and
professional relationship with SUBJECT during that time. ANDERSON stated that he, SUBJECT and other employees had seen
each other socially on numercus occasions. ANDERSON characterized SUBJECT s recent demeanor as “unstable, needs to be

hospitalized and needs psychological help.”

ANDERSON stateq that on 22 or 23 Dec 2005 SUBJECT calied him and asked if he had any source code resident on his computer

and ANDERSON said, “No.” ANDERSON said that this call took place when he was on vacation during the time period starting on
21 Dec 2005 and ending on 28 Dec 2005, ANDERSON said that he called Patricia L. GRAY and asked her, “Dennis (SUBJECT)
just calted me and asked if 1 had any source code on my computer, what's going on?” ANDERSON said that he could not recall

GRAY sresponse.

ANDERSON said that on 28 or 29 Dec 2005, Lalith TENNETI, M/Indizn (NN - .y oy of

ETREFPID as a software engineer, informed him that ETREPPID source code was missing from his ETREPPID computer.

ANDERSON said that Jale TREPP (TTREFF), Warren TREPP's wife, called him on 7 Jan 2006. JTREPP told him that GRAY had
 called her and said that he might have some information as to SUBJECTs activities at ETREPPID. ANDERSON agreed to meet
JTREPP at a Barnes & Noble store located at 5555 South Virginia Street, Reno NV 89502. ANDERSON related to JTREPP that
SUBJECT was using open source code to develop ETREPPID's source code, not writing software, does not possess adequate
 technical abilities, and was dishonest. ANDERSON also informed JTREPP that SUBJECT said that he owned 51% of the company,
TREPP was fust an investor and that GRAY was going away for some time. JTREPP and ANDERSON agreed that ANDERSON

should meet and discuss these issues with TREPP.

ANDERSON stated that on § Jan 2006, he met TREPP at the Tamarack Junction Restaurant Casino located at 13101 South Virginia
Street, Reno, NV 89511, ANDERSON said that he voiced his concerns to TREPP as to SUBTECT s continued claims that he was the

majorily sharcholder in the company (51%), had “lots of cash” invested in the company arid that TREPP was only an investor.
ANDERSON also informed TREPP that SUBJECT was using open source to develop ETREPPID source code, that SUBTECT was
dishonest, that SUBJECT said GRAY would be going away for some time and that as long as five years ago he had suspicions that
SUBJECT was less technically competent than he led people to believe. ANDERSON said that TREPP asked him to contact
VENABLES and TENNETI so TREPP could be further informed of SUBJECT s activities as they related to ETREPPID.

ANDERSON said that on 10 Jan 2006, while he was at ETREPPID's office SUBJECT said to him that, “You're an asshole™ and,
“We'll meet again”. ANDERSCN asked SUBJECT, “Is that a threat?” and SUBJECT replied, “No”. ANDERSON stated that he had
suspicions that his phone conversations and his conversations at work may have been monitored as he could not understand how

SUBJECT knew that ke had talk=d to TREPP about his concerns regarding SUBJECT. ANDERSON fears that SUBJECT may harm

| him in some way and believes that the SUBJECT has the capacity to do so.

ANDERSON related that on 11 znd 12 Jan 2006, he was asked by TREPP to look at all of ETREPPID’s computers and talk with
‘| employees to ascertain if there was any source ¢ode resident on ETREPPID's computers. ANDERSON stated that ETREPPID
source code had been deleted from all of the computers. ANDERSON stated that a program known as “Wipe N Clean” was resident
‘| on all of ETREPPIDs programmer’s computers and that program had been resident on the computers prior to the deletion and
removal of ETREPPID source code. “Wipe N Clean” is a program used to permanently delete data from computers. ANDERSON
stated that a portion of ETREPPID source code was resident on his computer and had not been deleted. ANDERSON stated that
approximately three years ago”SUBJECT required all ETREFPID personnel, that were working with portions of ETREPPID source
code. save the source ende in a file named Current Source and that SUBJECT had access to this file.
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; ANDERSON said that on 15 Jan 2006, he saw SUBJECT at the Peppermili Hotel Casino {ocated at 2707 South Virginia Street,

; Reno, NV 895G2. ANDERSON was at the casino to have lunch with his girifriend’s family. ANDERSON said that while he was
waiting on line for funch service he observed SUBJECT playing blackjack at one of the casine’s blackjack tables. ANDERSON
said that SUBJECT looked like he had been playing cards all night as SUBJECT look tired, intoxicated, although he did not have a
drink glass in front of him and his hair was a mess. ANDERSON said that SUBJECT looked up ard said to him, “Get the fuck out
of here!” and asked a casino security guard to make ANDERSON move. The security guard asked ANDERSON to move and

f ANDERSON refused informing the security guard that he was just watching the game on TV and waiting in line far lunch.

il SUBJECT again asked the security guard to move ANDERSON and this time ANDERSON complied so SUBJECT would “not

£ cause a scene” while ANDERSON was having lunch with his girlfriend’s family.

i A~ T apsheiapi

ANDERSON said that he had suspicions that SUBJECT was using open soutce code to develop ETREPPID source code for
almost two years. ANDERSON said that he confronted SUBJECT abaut ETREPPID's use of open source code to develop its
source code when he was at Fort Bragg, NC conducting some training. SUBJECT told him that the “‘government knew about it”

and that TREPP knew about it and TREPP was “O.K with it”.

ANDERSON stated that he never saw or touched classified HDDs at ETREPPID s offices, nor did he possess the combinations to
the company’s safes. ANDERSON stated that he had nothing to with the deletion of ETREPPID source code from ETREPPID

compulers.

ANDERSON also provided that approximately four months ago SUBJECT gave him electronic TIF files (images), of what
ANDERSON said he believed to be the ocean, and directed him to divide the TIF images into 1k x 1k pixels. ANDERSON said

that he complied and said those images were still resident on his computer.

In addition, ANDERSON said that sometime in 2003, upon the direction of SUBJECT, during demonstrations of ETREPPID's
Automatic Target Recognition (ATR) product ANDERSON was told to monitor his computer screen that displayed a video.
SUBJECT instructed ANDERSON to strike the “A” key on his computer’s keyboard each time the bazooka came into view on the
video screen. ANDERSON said that be did this for approximately forty (40) separate demonstrations. ANDERSON stated that
sometime in October or November of 2005, he leamed from GRAY that representatives from the Department of Homeland
Securnity (DHS) were coming to see the ATR product and that this visit was in relation to a contract. ANDERSON said that to his
knowledge his prior participation in the ATR product was limited to bazooka demonstrations and he did not want to participate if
ETREPPID was going to be paid by the DHS. ANDERSON told SUBJECT that he did not want to participate when DHS arrived
and he did not. ANDERSON said that subsequent to that date SUBJECT no longer talked to him at work and ceased &l social
contact with him,
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REPORT OF INVESTIGATIVE ACTIVITY

1. DATEOF INVESTIGATIVE ACTIVITY | Z. PLACE 3. FILE NUMBER
25 TAN 2006 €Treppid, L1LC, Reno NV
4, REMARKS

I On 25 JAN 2006, Mr. JAMES BAUDER, Graphics Designer, ¢Treppid, LLC, Reno NV, was interviewed by SA HARALDSEN and
SA SMITH to determine his knowledge regarding SUBJECT removing a computer system from eTreppid.

BAUDER said he worked for eTreppid since April 2000 and was hired by SUBJECT. His relationship with SUBJECT was strictly
professional. He characterized SUBJECT as eccentric with minimal personal skills. Because of BAUDER's sizc, a large man,
SUBJECT would often ask him to move heavy “stuff.”

On Friday, 23 Dec, 2005, SUBJECT asked BAUDER to move about six boxes from SUBJECT s office and office closet 1o the back
warehouse door. BAUDER accomplished this task. He said the box flaps were closed therefore he was unable to determine the
boxes’ contents. BAUDER observed SUBJECT load at least two of the baxes into his (SUBJECT s) truck. BAUDER thought this
was a little peculiar since he never witnessed SUBJECT remove anything from the facility.

BAUDER said about one year ago, SUBJECT requested he purchase some open source code called MICATOGE XPLAYER. This
purchase was an onling purchase using BAUDER's PayPal account. The cost of the source code was about $100. BAUDER said
that SUBJECT claimed he did not have a PayPal account and required the open source code for work. BAUDER subsequently

provided a copy of the PayPal receipt to SA HARALDSEN.

BAUDER said he assisted SUBJECT with some work regarding “images of the ocean.” He said SUBJECT instructed him to place
. symbols on the images. BAUDER. was unaware of why he was accomplishing this task, but surmised it had to do with “terrorist
- boats.” SUBJECT never explained why this work was being performed or for whom,

Sometime in JAN 2006, BAUDER, assisted the eTreppid employees with a search of the facility to determine if they could locate any |
media containing the company’s source code, While conducting this scarch BAUDER, observed Patricia GRAY, holding two hard
drives with red stickers on them. He said these hard drives were found in a warehouse filing cabinet used by SUBJECT. He said he
looked in the cabinet drawer and saw additional hard drives in the drawer. He was uncertain how many hard drives were in the
cabinet drawer. When he tried to assist GRAY, she explained that BAUDER he did not have the appropriate clearance level to take

possession of the hard drives.

BAUDER further said that during the summer of 2003 SUBJECT made a peculiar request of BAUDER. SUBJECT invited
BAUDER to his office. When BAUDER artived, SUBJECT shut the office door and closed the blinds. SUBJECT instructed
BAUDER to “hit the space bar on his (meaning SUBJECT’s) keyboard” whenever BAUDER heard an audible tone on his phone.
BAUDER explained that SUBJECT was demonstrating a “bazooka” test lo some unidentified customers. SUBJECT would hold a
simulated bazooka and walk into the field behind the company. While SUBJECT held the bazooka a camera was trained on
SUBJECT. This camera was connected to a laptop computer in the company warchouse and the customers were observing the
laptop display. As the camera was trained on the bazooka, SUBJECT would send BAUDER an audible tone to BAUDER.'s phone.
When BAUDER heard the tone he hit the space bar. He was uncertain what "hitting the space bar did" but suspected it highlighted
the bazooks on the laptop display. The demonstration lasted about 5-10 minutes. SUBJECT explained that this was for
demonstration purposes only and not to worry about it. BAUDER knew better than to pursuc this line of questioning because if you
questioned SUBJECT you were “eventually fired.” BUADER belicved SUBJECT was using “irickery” during this demonstration.

B “ONDIOTED Y I 8. gHATURE
SA PAUL L, HARALDSEN and SA THOMAS A. SMITH km H;;OM A Q S\%dk_/

THIE DDCUMENY CONTAINS NEITHER RECOMMENDATIONS NOR CONCLUSIONS'OF AFOSL. IT I8 THE PROFE 005 gHE
AFOSI-AND IS LDANED TO YOUR AGENCY; THIS DOCUMENT 15 NOT TO BE RELEASED OUTEIDE YOUR AG 4_

"AFQSI FORM 40, JUL 92 /BF) | PREVIOUS EDTION MAY BE USED [ pasE 1 oF i Pmsss




Case 3:06- -Cv- 00263 PMP VPC Document 70 7 Flled 09/11/06 Page 22‘_ouf flpm_ o

‘Flled 09/11/2006  Page 22 of 40

Case 3:06—cv-00263-PMP-VPC ‘SEALED* Document 70-3

Al FQRCE-DFFICE OF SPECIAL INVESTIGATIONS
REPORT OF INVESTIGATIVE ACTIVITY

3
Y. DATE OF INVEETIGATIVE ACTNTYY |2, PLACE 1. AILE NUMBER
25 JAN 2005 [ #Treppid, LLC, Rego NV :
4. REMARKE

~ On 25 JAN 2006, SA HARALDSEN reviewed the copy of the PayPal receipt provided BAUDER.
The review disclosed that the receipt was identified by the following data:

“Web Accept Payment Sent ID number 0XM9001 5NS3987849
Original transaction date 30 Nov 2004,
Payment to XIAO CAN YANG, for the amount of 99.00
Itern Title: Micatoge XPlayer
Item Number: Source Code License
Time: 0719:07 PST
Shipping Address:
BAUDER

United States
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1, DATE OF BVESTIGATIVE ACTIVITY 12, PLACE

24 JAN 2006 eTreppid, LLC, Reno, Nevada

[ 4, REMARKS,

On 24 JAN 06, VENABLES was interviewed by SA HARALDSEN 10 determine if any recording devices were located on SUN’s

computer system. VEANABLES said he inspected the three computer systems used by SUN and each of the systems contained
USB ports, removable hard drives, CD bumners and a floppy disk drive. VENABELS believed that if SUN wanted to copy and

remove data from his computer system he could have done so without detcction.
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25 JAN 2006 eTreppid, LLC, Reno NV
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4, REMARKE
ON 25 JAN 2006, VENABLES was interviewed by SA HARALDSEN and SA SMHH to determine what classified data if any
resided on SUN's computer system. VENABLES related the following:

He reviewed SUN's current computer hard drive to determine its contents. He discovered two ocean images identified as images 5
and 6 and thumb nails generated from the original images. He copied the images onto 2 DVD and provided the DVD to SA
HARALDSEN. He did not ciscover any other images on the hard drive. These images were deleted from SUN's hard drive.

He also reviewed a hard drive labeled " ZEHANG-MATHLAB 04/27/05" which was found in the company's warehouse. This hard
drive was discovered during the search conducted 10 - 13 JAN 06, for hard drives containing source code. This hard drive was
previously assigned to SUN. VANABLES believed SUBJECT eventually 100k possession of the hard drive and placed it in the
warehouse. The review determined the drive was a copy of another drive and it was created during the hours of 0800-1200 on 27
Apri] 2005. The review disclosed a file containing aver 13,000 bit map images of aerial photography of buildings, people and
vehicles taken from an "ACFT". The images also reflected the time the photograph was taken as well as the coordinates.

Five examples of the photographs were printed by VENABLES and provided to SA HARALDSEN. Additionally, he printed the
index of the bit map files.
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NR FORCE OFFICE DF SPECIAL INVESTIBATIONS
" REPORT OF INVESTIGATIVE ACTIVITY

1, DATECF INVESTIGATIVE ACTIVITY | 2. PLACE 3. FILE NUMBER
24 JAN 2006 eTreppid, LL.C, Reno NV
4. REMARKS

VENABLES provided SA HARALDSEN with SUN's removable hard drive. Additionally, VENABLES provided a DVD with the
partial sea images and and images five and six from the second set of sea images identified previousty by TREPP. The images were

copied from SUN's hard drive.

VENABLES and SA HARALDSEN conducted a review of SUN's hard drive. The review disclosed a folder identified as
"SOCOM". A review of this folder dislcosed  contained bit maps.

A sampling of the bit maps was conducted by VENABLES and SA HARALDSEN. The sampling disclosed aerial still pictures of
desert envirocnment containing people, buildings, vehicles etc. The pictures also displayed the coordinates, dates and other from the

camera taking the picture.

VENABLES at the request of SA HARALDSEN printed out a sampling of the pictures.
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1. BATEOF INVESTIGATIVE AGTIVITY |2, PLACE
25 JAN 2006 eTreppid, LLC, Reno NV
2, REMARKS

On 25 JAN 2006, TREPP explained that since the company did not possess any classified information prior to Nov 2005, than all
aerial photography images on company hard drives prior to this date must be unclassified. He was specifically referencing SUN's

hard drive labeled "ZEHANG-MATHLAB 04/27/05" which was discovered and reviewed by VENABLES
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The preliminary inquiry info the nine missing SECRET hard drives has
revealed the following:

Company was on contract with SOCOM and had a DD Form 254
authorizing access to classified information at another location.

A company employee transferred SECRET media from Nellis AFB to the
company’s office in Reno.

Company was not approved for storage of classified information
Company was in possession of SECRET media since Mar 2005

Company was not adequately controlling or protecting SECRET media.
CTO was storing SECRET hard drives in a steel filing cabinet in the

company’s warehouse.

Company’s FSO was not aware of the SECRET material until Nov 05
when he accidentally discovered it in CTQ’s possession

CTO was using an unclassified computer system to process SECRET
material

CTO is suspected of providing SECRET material 1o foreign nationals. An

Originat-Classtfteationrmtherity review-tsrequired-to-determine f——m8m8M ——————o
information on a foreign national’s computer was classified. This foreign :
national no longer has access to the hard drive.

CTO made unauthorized copies of SECRET hard drives. The copies CTO
made are accounted for, but the original hard drives are missing.

Ancillary to the preliminary inquiry, it was determined that the CTO deleted source code
(intellectual property belonging to the company) from the company servers. The CTO
was one of two employees with the appropriate level of access to delete the source code.
The second employee was on vacation in Europe when the source code was deleted
Additionally; the CTO removed from the company a computer system containing the
source code. The CTO admitted to a company employee that he remaoved the computer
containing the source code and that he brought it to his residence. CEO claimed without
the source code the company will be dissolved.

I have a meeting with the Reno FBI today to discuss the aforementioned issues.
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REPORT OF INVESTIGATION
'REPORT BY: SA PAUL L. HARALDSEN FILE NR:
PERIOD OF REPORT: 19 Jan- 13 Feb 2006 DATE OF REPORT: 14 Feb 2006

MATTERS INVESTIGATED: Alleged Theft of Intellectual Property from eTreppid
Technologies, Limited Liability Company, 775 Trademark Drive, Reno, NV, 89521 -
Violation of 18 U.S.C section 1832 (Economic Espionage)

SUBJECT: DENNIS LEE MONTGOMERY, Malc SENEEEENGEND

IMPACT: The Theft of the intellectual property prohibited the U.S. Government from
awarding eTreppid Technologies a contract to develop technologies to be used for
prosecuting the Global War on Terrorism

STATUS: Pending

OCTAVIQ BAEZ, JR Commander
AFOSI Region 7,

DISTRIBUTION:

00106
Sept. 11'06



Case 3:06-cv-00263-PMP-VPC Document 70-7 Filed 09/11/06 Page 29 of 40
Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70-3  Filed 09/11/2006  Page 29 of 40

TABLE OF CONTENTS

00107
sept. 11'06



Case 3:06-cv-00263-PMP-VPC Document 70-7 Filed 09/11/06 Page 30 of 40
Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70-3  Filed 09/11/2006 Page 30 of 40

2-1. CLASSIFIED PROGRAM PARAGRAPH

00108
Sept. 1l1'06



Case 3:06-cv-00263-PMP-VPC Document 70-7 Filed 09/11/06 Page 31 of 40
Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70-3  Filed 09/11/2006 Page 31 of 40

— -

[.1.  (U)SUMMARY OF INVESTIGATION: Chief Executive Officer of eTreppid
.LLC, Reno, NV, claimed SUBJECT stole and deleted eTreppid’s intellectual
property (Source Code} during the period of 21 Dec 2005 - § January 2006.
Interviews of company employees revealed:

SUBJECT was observed removing Source Code from ¢Treppid’s servers
and individual workstations;

SUBIJECT told an employee he took a workstation containing the backup
Source Code to his residence;

SUBIJECT on numerous occasions told this same employee he was going
to return the workstation, but never did;

SUBJECT told the Facility Security Officer “he (referencing the CEO)
needs to give me big money if he wants it (a reference to the Source Code)”;

Only two employees ~ SUBJECT and FSO, had the appropriate passwords
to delete the Source Code from the servers, and the FSO was in Europe on
vacation when the deletion occurred.
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2-2. (U) INVESTIGATION REQUEST: On 19 Jan 2006, an investigation was
initiated into the alleged theft and deletion of intellectual property (Scurce Code) by
SUBJECT from ¢Treppid Technologies, LLC, Reno, NV.

3-1. (U) NARRATIVE

A, Interview of: WARREN TREPP, Chief Executive Officer, eTreppid, LLC
Date/Place: 19-23 JAN 2006/Telephonic, Hilton Hotel and eTreppid LLC
Interviewear: SA PAUL L, HARALDSEN
Asst Interviewer: SA THOMAS A. SMITH
Associated Exhibit Numbers: Attachment 1

TREPP claimed SUBJECT unlawfully deleted and stole the company’s Intellectual
Property, specifically its Source Code used for data compression, object tracking and
anomaly detection. TREPP initially became aware of the missing Source Code on either
9 or10 January 2006 when his employees complained about their inability to operate their
computer systems. TREPP asked SLOAN VENABLES, eTreppid Facility Security
Officer (FSO) about the problem and was told that company’s Source Code was deleted
from the source server (subsequently identified as SRCSERVER), a system known as the
ISA server (subsequently identified as ISASERVER) and all of eTreppids’s workstations.
TREPP said VENABLES and SUBJECT were the only eTreppid employees to have
exclusive access and the appropriate passwords to delete the Source Code from the
SRCSERVER, ISASERVER and all of eTreppid’s individual workstations. TREPP said
the company also had a back up of the Source Code on a separate stand-alone
workstation located in eTreppid’s warehouse. However, this system is also missing.
SUBJECT had exclusive access to this workstation. TREPP said without the Source Code

the company would go oul ol business. He was unable to estimate the monelary value of
the Source Code, but said eTreppid was losing $10,000 daily because of non-
productivity.

TREPP believed SUBJECT removed and deleted the Source Code from the
SRCSERYER/ISASERVER and all workstations for the following reasons:

1) VENABLES informed TREPP that SUBJECT admitted taking the backup
computer system home;

2) VENABLES was on vacation during the period when the Source Code was
deleted. VENABLES denied removing the Source Code from the
SE.CSERVER/ISASERVER and workstations.

3) VENABLES informed TREPP that SUBJECT told him “He (TREPP) will have to
pay big bucks to get what he wants;”

4) An employese named JAMES BAUDER, graphics designer, eTreppid, told TREPP
he carried sealed boxes out of the company for SUBJECT during this time period.

00110
Sept. 11'06



Case 3:06-cv-00263-PMP-VPC Document 70-7 Filed 09/11/06 Page 33 of 40

Case 3:06-cv-00263-PMP-VPC “SEALED* Document 70-3  Filed 09/11/2006  Page 33 of 40

In an effort to substantiate TREPPS suspicions about SUBJECT, TREPP
instructed VENABLES to review the internal security monitoring cameras to
determine if “it captured MONGOMERY (SUBJECT) removing the workstation.
However, TREPP said someone deleted the last four months of video. TREPP said
SUBIJECT had access to the video recordings and TREPP suspected SUBJECT
deleted these video recordings.

On 9 JAN 06, TREPP confronted SUBJECT and was told by SUBJECT that the
Source Code could be located on the 753 removable hard drives located at the company.
TREPP asked SUJBECT why he was “doing this,” to which SUBJECT said, “[ did not do
a thing.” TREPP also asked SUBJECT why he deleted the files. SUBJECT said, “I
didn't!” TREPP then asked who did and SUBJECT replied, “GRAY.” TREPP said
“GRAY" was a reference to Ms PATTY GRAY, eTreppid Business Manager. SUBJECT
stormed out of the company and was followed by TREPP into the company’s parking lot.
TREPP plead with SUBJECT to let him help him. SUBJECT said, “You are not going to
screw me. Just try to bring me down!” and drove off. Conversations between TREPP and
SUBJECT on the 10th of January were the same as those addressed on the Sth of January.
TREPP was unable to provide any “rationale” reason why SUBJECT would have
maliciously removed and deleted the Source Code

TREPP instructed his employees to conduct an analysis of each of the company’s
753 hard drives in an effort to locate the Source Code. The two-day analysis failed 1o

locate the Source Code.

TREPP was told by VENABLES that it would have taken about two weeks to
delete the Source Code from the SRCSERVEER and ISASERVER. TREPP believed the

Source Code was deleted Irom the servers during VENABLES” vacation. TREPP said
VENABLES was on vacation between 22 Dec 05 - 3 Jan 06. TREPP also believed that
the Source Code was deleted from the company’s individual workstations during the
weekend of 7/8 January 2006. TREPP based this on the fact that the company’s alarm
log reflected user # 13 (SUBJECT's user number) disabled the facility alarm at 09:06:17
on Saturday 7 January 2006 and activated the alarm 21:33:36. On Sunday, 8 January
2006, USER NUMBER 13 again deactivated the alarm at 08:34:18 and activated the
alarm at 17:24:33. TREPP provided a copy of the alarm code printout (Attachement!)
reflecting the aforementioned information for the period of 26 Dec — 12 Jan 2006.

TREPP was told by VENABLES that on either the 21st or 22nd of December
2005, VENABLES was told by SUBJECT to stay at home and enjoy the holidays.
However, VENABLES came to work and found SUBJECT working on the
SRCSERVER and ISASERVER. VENABLES asked SUBJECT what he was doing, and
SUBJECT said, “Cleaning up some files.”
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TREPP said on an annual basis SUBJECT was requited to provide copies of the
Source Code to TREPP and did so for seven years. A review of the backup copies,
consisting of CDs, DVDs and hard drives, by TREPP revealed the data on these media
devices was worthless and did not contain the data SUBJECT was required to provide.

TREPP provided the following biographical and historical information regarding
SUBJECT:

On 28 September 1998 SUBJECT was hired by eTreppid to become the Chief
Technology Officer. SUBJECT was paid $1,300,000 and made a 50% partner in
eTreppid in exchange for the data compression Source Code that he developed prior to
his employment with eTreppid. During SUBJECT’s ownership - SUBJECT required
some liquidity and sold a two percent of stock in the company for $1.5 million. This
stock was sold to two of TREPP’s associates for $750,000 each. With the sale of the
stock and other capital call dilutions SUBJECT reduced his stake in the company to 30%.
TREPP was aware that SUBJECT was having financial difficulties and since Jan 1999,
TREPP loaned SUBJECT a total of about $1.5 million to assist him with his financial
burden. On 7 or 8 Dec 2005, SUBJECT asked to borrow an additional $270,000. When
asked what the additional money was for, SUBJECT told TREPP that it was “to pay
down casino and other debts.” TREPP said he discovered through informal sources that
SUBJECT owed $300,000 to various casinos.

During the period of 1999-2005 SUBJECT eamed the following annual salaries:

1999-2000 - $132,000 2001 - $176,000
2002 - §192,000 2003-2005 - $300,000

TREPP said that on 20 Jan 06, Mr. Douglas J. Frye, General Counsel for eTreppid
filed a temporary restraining order in the Second District Judicial Court of Nevada, Reno,
NV, Washoe County, requesting SUIBECT retum the Source Code to eTreppid.

TREPP said he was told by his attorneys that during the hearing SUBJECT
informed the judge “eTreppid had shared classified information with foreign nationals.”
These same attormeys also told TREPP that SUBJECT made the comment “I don’t have

any source files, I have the source files in my head.”

TREPP was unaware of any instance where a foreign national employee had
access to classified information.

(S) TREPP said he asked GRAY about the SUBJECT’s allegation regarding
foreign nationals having access to classified information. GRAY informed TREPP that
she suspected SUBJECT might have asked foreign national employees to work on
classified aspects of the data from the United State Special Operations Command
Predator videos. TREPP said if that was the case, a foreign national might have had
access to SECRET predator images. TREPP was unaware of any specifics and suggested
speaking with GRAY. Additionally, TREPP said when GRAY and SLOAN conducted an
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inventory of classified holdings; they were unable to locate nine SECRET hard drives of
predator video images and two SECRET videotapes (copied from the nine hard drives}
made by eTreppid. He again said that GRAY and SLOAN would have additional

information.

(The allegation of foreign national’s having access to classified information was
independently addressed in AFOSI Report of Investigation )

TREPP said that sometime during the week of 16-20 Jan 06, Neil Azzinaro, Las
Vegas, NV, a mutual friend of both SUBJECT and TREPP, called TREPP and informed
him that SUBJECT said that he was looking for a US citizen, not an institution or
corporation to start a new company and would require $10 Million. TREPP suspected
SUBJECT was attempting to market and ultimately sell the stolen Source Code or partner

with a financier fo establish a new company.

SUBJECT was not permitted on company property after 10 Jan 06 and on i8 Jan
06, SUBJECT’s employment was officially terminated from eTreppid.

B. (U) Interview of: TREPP
Date/Place: eTreppid/23 JAN 2006
Asst Interviewer: SA Smith
Associated Exhibit Numbers: Attachments 2-19

TREPP provided a compact disc with electronic copies of the following relevant
documents:

1. CONTRIBUTION AGREEMENT — between INTREPID (subsequently renamed as

elreppid) and SUBJECT and Brenda K. Monigomery (SUBJECT s wife), dated
28 Sep 1998. Attachment 2

Agreement reflects payment of $1.3 million and transfer of 50%
membership interest of INTREPID to SUBJECT and the MONTGOMERY
Family Trust in exchange for SUBJECT’s contributed assets identified as
software compression technology. Furthermore, this agreement identified
contributed assets to mean “...and include, collectively, all the following assets,
together with all of the Contributor’'s (SUBJECT’s) rights, title and interest,
therein, tangible and intangible, present or future, including, but not limited to, ail
development, distribution and exploitation rights, or to any proceeds derived there
from.”

TREPP said the contribution agreement is the legal document wherein SUBJECT
relinquished his rights to all technology — current and future- derived from the
software compression technology, which SUBJECT provided, to ¢Treppid in
exchange for financial compensation and partnership in the company.
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2. AMENDED AND RESTATED OPERATING AGREEMENT OF ETREPPID
TECHNLOGIES LLC, A NEVADA LIMITE LIABILITY COMPANY — DATED
AND ADOPTED EFFECTIVE AS OF NOVEMBER I 2002. Attachment 3

TREPP stated that according to paragraph 6.5 and 6.7 of this agreement,
signed by SUBJECT, SUBJECT agreed that “the services of Dennis
Montgomery.... so long as he is in serving as a Committee Member and/or Chief
Technology Officer pursuant to this agreement, shall be exclusive to the LLC, and
he shall devote substantially all of his full time and attention and efforts to the
Business and affairs of the LLC.”

Additionally, SUBJECT agreed in the Operating Agreement, that while he
was the CTQ, he would not “compete with the LLC.... (1) By developing,
licensing or exploiting in any manner any software programs or other technology
which is competitive with the technology or the business of the LLC.”

3. ETREPPID TECHNOLOGIES PATENT ASSIGNMENT APPLICATION
DETAILS. Attachments 4-13

SUBJECT filed Ten Patent Assignment applications with the United
States Patent and Trademark Office during the period of Nov 2000 — Nov 2001.
The patents pertained to various technologies developed while SUBJECT was an
employee at eTreppid, each patent assigned the “full and exclusive rights, title and
interest of these technologies” to eTreppid.

» Assignment of U.S. Origin Patent Application, Method and Apparatus for

tncoding Information Using Multiple Passes and Decoding in a Single
Pass, filed 29 November 200, serial No. 09/727,096. Attachment 4

¢ Assignment of U.S. Origin Patent Application, Method and Apparatus for
Streaming Data Using Rotating Cryptographic Keys, filed 29 Mar 2001,
serial No, 09/823,278. Attachment 5

s Assignment of U.S. Origin Patent Application, Optical Encoding of Audio
Duata, filed 31 Oct 2001, serial No. 10/033,537. Attachment 6

o Assignment of U.S. Origin Patent Application, Method and Apparatus for
Determining Patterns within Adjacent Blocks of Data, filed 31 October
2001, serial no. 09/999,776 Attachment 7

» Assignment of U.S. Origin Patent Application, System and Method for
Generating Alert Conditions in a Surveillance System, filed 21 November
2001, serial no. 09/991,490 Attachment 8

e Assignment of U.S. Origin Patent Application, System and Method for
Managing Memory in a Surveillance System, filed 21 November 2001,
serial No. 09/991,487. Attachment 9

» Assignment of U.S. Origin Patent Application, Method and Apparatus for
Detecting and Reacting to Occurrence of an Event, filed 21 November
2001, serial No. 09/990, 868. Attachment 10
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¢ Assignment of U.S, Origin Patent Application, Method and System for
Size Adaptation and Storage Minimization, Source Noise Correction and
Source Watermarking of Digital Data Frames, filed 21 Nov 2001, serial
No. 09/991,528. Attachment 11

s Assignment of U.S. Origin Patent Application, Data Gathering in Games
of Chance, filed 21 November 2001, Serial No, 09/991,531. Attachment
12

» Assignment of U.S. Origin Patent Application, Method and Apparatus for
Sroring Digital Video content Provided from a Plurality of Cameras, filed
21 Nov 2001, serial no. 09/991,527. Attachment 13

TREPP szid these ten patent assignments demonstrate and emphasize SUBJECT’s
knowiedge and awareness that all technologies developed while an eTreppid
employee became the intellectual property of the company, not SUBJECT.

4. EMPLOYEE DECLARATIONS SUPPORTING 4 TEMPORARY RESTRAINING
ORDER MOTION FOR A PRLEINMINARY INJUCTION AGAINST SUBJECT -
filed in the Second Judicial District Court of the State of Nevada in and for the
County of Washoe, 19 January 2006. Attachments 14-17

o Four-page declaration and multiple page attachment by TREPP, date
stamped 19 Jan 2006. Attachment 14

» Two-page declaration by BARJINDER BAL, eTreppid programmer, date
stamped 19 Jan 2006. Attachment 15

o Three page declaration by VENKATA KALLURI, eTreppid programmer,

date stamped 19 Jan 2006, Attachment 16
a F‘hm.pngp declaration h}r VENARI FQ, date cmmppd 19 Jan 2006

Atlachment 17
A review of these declarations is reflected in paragraph 3-1 D-G below.

In addition to the documents on the referenced CD, TREPP provided a copy of an
eTreppid two page employee sick and annual leave printout (Attachment 18) for
the period of 1-31 December 05, TREPP said this printout reflected VENABLES
was on vacation during the period of 22 — 30 Dec 03, the time period in which
TREPP suspected SUBJECT deleted the Source Code from the company servers.

g

6. TREPP also provided a copy of a statement from Mr. SNYDER (Attachment 19)
dated 23 JAN 2006, concerning SUBJECT's statements made at the Temporary
Restraining Order hearing on the 19 Jan 2006.

A review of the SNYDER statement is provided in paragraph 3-1 C. below.
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¢, (U) Review of SNYDER statement
Date/Place: eTreppid/23 JAN 2006
Associated Exhibit Numbers: Attachment 19

A review of a statement by SNYDER, concerning SUBJECT's statements made at
the Temporary Restraining Order hearing was conducted and revealed:

SNYDER recalled that SUBJECT made the following remarks to the judge during
the TRO hearing:

1. SUBIJECT said he did not have possession of eTreppid Source Code.

2, SUBIJECT said he owned all intellectual property interests in eTreppid's pattern
recognition and anomaly detection software and had not transferred interest to

eTreppid.

3. SUBIJECT stated that eTreppid was allowing foreign nationals without the
appropriate security clearances to work on the subject software.

D. (U) Review of TREFP Declaration:
Date/Place: eTreppid LLC/23 JAN 2006
Associated Exhibit Numbers: Attachment 14

A review of TREPP’s declaration disclosed similar information as provided in the
interview of TREPP in paragraph 3-1 A above. The declaration did reflect that TREPP
said without the eTreppid Source Code, the eTreppid programmers couldn’t perform their

ordinary duties, As aresult, eTreppid is currently Tosing over $10,000 per day on wages
and other administrative costs in order to retain key personnel even though they are idle.

E. (U) Review of BAL Declaration:
Date/Place: eTreppid LLC/23 JAN 2006
Associated Exhibit Number: 15

A review of the declaration disclosed that on 19 or 20 Dec 2005, BAL observed
SUBJECT deleting certain (NFI) eTreppid Source Code files from BAL’s workstation.
SUBJECT told BAL he was doing so for security reasons. On 2 JAN 2006, BAL
discovered that all of the eTreppid Source Code on his workstation’s hard drive was
deleted.
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.(U) Review of KALLURI Declaration:
Date/Place: eTreppid LLC/23 JAN 2006
Associated Exhibit Number: 16

A review of the declaration disclosed KALLURI noticed that during Dec 2005,
right before the Christmas holiday, eTreppid Source Code was deleted from his
workstation hard drive, KALLURI contacted SUBJECT and was told by SUBJECT he
was backing up eTreppid Source Code. Sometime during the workweek of 3-6 January
2006, KALLURI discovered that the eTreppid Source Code was also missing from the
share directory (subsequently identified as the SRCSERVER) as well.

G. (U) Review of VENABLES Declaration
Date/Place: eTreppid LLC/23 JAN 2006
Associated Exhibit Numbers: Attachment [7

A review of VENABLES’ declaration disclosed that on 21 Dec 05, VENABLES
discovered that a workstation containing a Redundant Array of Independent Drives
{RAID) storage box used to backup eTreppid Source Code was missing from the
company warehouse. SUBJECT told VENABLES that he (SUBJECT) took the
workstation and RAID box home. Upon return from his vacation on 3 Jan 06,
VENABLES discovered that the eTreppid Source Code was deleted from the company
"ISASERVER and SRCSERVER. When confronted by VENABLES, SUBJECT said he
was “cleaning stuff up” and this included deleting files that “weren’t needed” from the
SRCSERVER. On the 9 JAN, VENABLES and the other employees discovered the
eTreppid Source Code was missing from the eTreppid workstations. VENABLES and
SUBIJECT were the only two people with the administrator password necessary to
accomplish the deletion of the Source Code from the SRCSERVER and ISASERVER.

Un 10U Jan U6, SUBJECT {old VENABLES "he needs {o give me big money 1 he wanis
it.” VENABLES said this comment was made in the context of TREPP’s search for the

Source Code

H. (U} Interview of: VENABLES
Date/Place: eTreppid/23 Jan 2006
Asst Interviewer: SA Smith
Associated Exhibit Number: Attachment 20

In addition to reiterating the information from his declaration, VEANABLES
related the following information:

He has known SUBJECT since December 1999 and had both a professional and
personal relationship with him. He believed SUBJECT was “nuts and a crazy
compulsive liar.” SUBJECT was unwilling to share his work with others and kept
employees in the dark about company projects.
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SUBIJECT was verbally abusive to subordinates and created an atmosphere of
fear, SUBJECT created fictitious stories about TREPP and claimed that he (SUBJECT)
was the actual majority owner of the company. VENABLES only learned that TREPP
was actually the majority owner of eTreppid after SUBJECT was fired. SUBJECT would
threaten subordinates and instruct them avoid engaging with TREPP. Consequently,
problems or issues within the company were not elevated to TREPP.

VENABLES questioned SUBJECT s technical capabilities, His suspicion was
reinforced when he discovered SUBJECT’s workstation did not have the necessary
applications installed to develop Source Code. Specifically SUBJECT’s computer did not
a compiler (application necessary to convert Source Code from human readable code to
machine readable code). VENABLES found this peculiar since this was purportedly
SUBJECT’s primary responsibility as the Chief Technical Officer. Additionally,
VENABLES designed the dual Zeon processors used by SUBJECT to operate as a cluster
(multiple computers working in harmony as one powerful super computer).
Unexplainably, SUBJECT changed the cluster’s operating system to Windows XP, which
then reconfigured the computers to operate as independent systems. VENABLES said
SUBJECT’s actions were irrational and divergent since it caused the cluster network to
operate inefficiently.

A workstation containing a backup copy of eTreppid’s Source Code was located
in the company’s warehouse. However, on 21 Dec 05, VENABLES noticed the
workstation and RAID box controller housing eight drives was missing. The monitor and
keyboard were still present in their normal location. VENABLES asked SUBJECT if he
knew the whereatouts of the workstation and raid box. SUBJECT said without any
further explanation "1 took the workstation home." On 3 Jan 06, when VENABLES
retumed from vacation he discovered that the SRCSERVER and ISASERVER had been

accessed. kach of the server’s monitors displayed a “command prompt window”
indicating an executable command had taken place. When VENABLES questioned
SUBJECT about this, SUBJECT said he was “cleaning up old stuff.” During the week of
3-6 JAN 06, VENABLES questioned SUBJECT numerous times about the workstation
and raid box controller. Each time SUBJECT stated “I am bringing back the
workstation.” However SUBJECT never did.

On 10 JAN 06, when VENABLES arrived at work he discovered SUBJECT and
TREPP in the warchouse arguing. SUBJECT stormed out of the building, TREPP
instructed VENABLES to call SUBJECT and encourage him to retum. VENABLES
contacted SUBJECT and SUBJECT said, “He fucked me out of millions and is not going
to get away with it.” SUBJECT told VENABLES “1 will think about returning.
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VENABLES confirmed he and SUBJECT were the only employees with the
administrator password necessary to access the SRCSERVER and ISASERVER,
therefore they were the only two employees who could have deleted the Source Code.
VENABLES denied deleting the Source Code.

VENABLES said that only the individual programmers and SUBJECT had the
passwords necessary to delete the Source Code from the individual workstations.
VENABLES further said the passwords on the workstations were established and set by
SUBJECT. VENABLES said he established his own password on his workstation;
therefore his information was not deleted. Additionally, SUBJECT had the building
alarm codes for all of the company employees. VENABLES said SUBJECT possessed
the necessary accesses and passwords 1o access the surveillance cameras within the
facility and could have deleted the last four months worth of video recordings.

VENABLES said he would attempt to obtain the workstation motherboard and
RAID controller serial numbers for the equipment SUBJECT took home.

VENABLES was aware SUBJECT had several storage units around the Reno,
NV area. He believed that SUBJECT often used different storage unit locations. He was
unaware of the specific locations of these storage units.

VENABLES provided a copy of SUBJECT’s signed CLASSIFIED
INFORMTION DNONDISCLOSURE AGREEEMNET (Attachment 20), Standard Form

312, and signed by SUBJECT on 16 Sep 2003.

I (U) Interview of: GRAY
Date/Place: eTreppid/24 JAN 2006

Asst INICIVIEWET: SA SMIth
Associated Exhibit Numbers:

GRAY stated that she has been employed by eTreppid for approximately three
vears and four months. She indicated that she has known SUBJECT for a little more than
six years; three of those years were prior to employment with ETREPPID, as she had
done some work with eTreppid when she was employed by INTEL CORPORATION.
GRAY stated that she came to work for eTreppid because she believed that she could

help bring its products to the marketplace.

GRAY stated eTreppid was awarded a contract from US Special Operations
Command, Fort Bragg, NC, to develop Automatic Target Recognition. The contract was
awarded on 12 March 2003 and required the company to have access to SECRET
material at other contractor and government locations.

On 1 August 2005, US SOCOM amended the Department of Defense Contract
Security Classification Specification, DD Form 254, permitting eTreppid to have storage
and Automated Information System processing at the facility.
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During the period of 9-18 Nov 2005, GRAY recorded SECRET predator video
images onto nine eTreppid hard drives. The video images were recorded at the predator
operations center, Nellis AFB, NV. Upon completion of the recordings, GRAY was
instructed by contractor personnel (NFI) to mark the hard drives with a SECRET sticker,
which she did. GRAY subsequently mailed the hard drives to eTreppid. The hard drives
were stored at eTreppid in a GSA approved safe in a room secured by a cipher lock.

GRAY related that on 06 Dec 2005 she discovered that the nine SECRET hard
drives were not in the GSA approved safe at eTreppid’s office. GRAY said she and
SUBJECT were the only two employees with the safe combination; therefore she
suspected SUBJECT had the SECRET hard drives. She notified TREPP who, in turn,
informed SUBJECT to return the hard drives to the safe. GRAY again checked the safe
on 7 Dec 2005 and found that the hard drives were once again missing. GRAY asked
SUBJECT about the location of the SECRET hard drives and SUBJECT told her that
they were all in the file cabinet in the warehouse. GRAY informed SUBJECT that this
was not the correct location to store the hard drives and informed TREPP of the incident.
GRAY was uncertain if SUBJECT returned the SECRET hard drives to the safe.

On 8 Dec 2005, GRAY e-mailed SUBJECT, copying TREPP on the e-mail to
remind SUBJECT that al] classified material should be stored in one safe. GRAY said
that as a result of this e-inail all original nine original SECRET hard drives were returned

to the safe.

GRAY said that on 12 Dec 2005, TREPP asked her to generate some test tapes for
intemal testing from the nine SECRET hard drives. TREPP requested that four DV tapes
be made, two for SUBJECT and two for TREPP. TREPP wanted the two tapes so he

conld perform a -olind test.” GRAY reirieved one of the nine SECRET hard drives used
for classified recording and started making copies for TREPP.

GRAY related that on 13 Dec 2005, when she went to retrieve another hard drive she
discovered that once again the nine SECRET hard drives were missing. GRAY informed
TREPP that the nine SECRET hard drives were not properly stored. TREPP had
SUBJECT return the hard drives to the safe. GRAY also related that while generating
test tapes, SUBJECT came into her work area and placed a new label on one of the hard
drives that she was using to generate test tapes, GRAY said that SUBJECT told her he
was condensing the original nine SECRET hard drives that were used at Nellis AFB
because some were only partially full. As per TREPP, GRAY also gave SUBJECT two

SECRET test tapes.

GRAY changed the safe’s upper drawer combination and placed TREPP’s two copies of
test tapes into this drawer. The original nine SECRET hard drives were secured in the
safe's bottom drawer, to which both GRAY and SUBJECT had the combination.
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GRAY related that on 15 Dec 2005, she discovered that all of the SECRET hard
drives were once again missing from the safe. When GRAY approached SUBJECT
about the SECRET hard drives he told her he wanted to store the hard drives in the file
cabinet in the warehouse for his convenience. GRAY told SUBJECT he could not store
the SECRET hard drives in the warehouse and was risking losing his clearance. GRAY
said SUBJECT replied, “I don’t care about my clearance. They’ll always give me my
clearance becauss they want me to do the work.” GRAY informed TREPP about the
incident and he determined that the classified material needed to be restricted. TREPP
had SUBJECT return the SECRET hard drives and tapes to the safe, GRAY said TREPP
then asked her to move all of the classified material to the top drawer of the safe and not
give SUBJECT the combination. GRAY complied.

GRAY said that on 18 Dec 2005, SUBJECT tried to contact her via text message,
but she did not respond. Eventually she was contacted by TREPP who instructed her to
give the top drawer safe combination to SUBJECT. GRAY related to TREPP that she
had concerns that SUBJECT would make copies of the classified material he would have
access to the two SECRET tapes that GRAY had segregated for the blind test. GRAY
said that TREPP instructed her to give SUBJECT the combination so SUBJECT could
perform work. TREPP told her to change the combination when she returned from the
weekend. GRAY said that TREPP said he would speak with SUBJECT and have him re-
secure the SECRET hard drives and tapes when she returned on 19 Dec 2005.

GRAY said that on 21 Dec 2005, at approximately 1030 hours, she had a closed
door meeting with TREPP where she told TREPP that she had reason to believe
SUBJECT had not written significant software for the company. She also speculated
that she observed what may have been classified imagery on a computer used by Zehang
SUN, programmer, eTreppid, who is a Chinese National. GRAY said the images

appeared o be predalor aerial images taken in Iraq from the predator and displayed the
geo-coordinates. She said that she was told Mr., Lance Lombardo, Program Manager, US
SOCOM, that any images reflecting the geo-coordinates were classified SECRET.
GRAY said she tried to copy what appeared to be the classified content from SUN's
shared folder. But, as she was trying to copy it to her computer the file was deleted.
GRAY believed that SUBJECT deleted it because SUBJECT learned of her conversation
with TREPP and because SUBJECT was allowed access to all of the engineer's folders.
GRAY also informed TREPP that she had fairly complete information that led her to
believe SUN had worked on a classified project involving ocean images.

These ocean images were later determined by the U.S Government to be
unclassified.

00121
Sept. 11'06



Case 3:06-cv-00263-PMP-VPC Document 70-8 Filed 09/11/06 Page 4 of 19
Case 3:06-cv-00263-PMP-VPC *SEALED* Document 70-4  Filed 09/11/2006  Page 4 of 19

—"

GRAY stated that soon after her meeting with TREPP she received a call from
JESSE ANDERSON, programmer, eTreppid asking her what was going on in the
building. ANDERSON told GRAY that he had just received a call from SUBJECT who
told him that TREPP and GRAY were “‘ganging up on him.” ANDERSON also told
GRAY that SUBJECT asked if any Source Code was resident on ANDERSON’s
computer. GRAY told him that she didn’t know what he was talking about and her
conversations with TREPP were private. GRAY said that almost immediately after her
conversation with ANDERSON, VENABLES called her on the office intercom and said
he just received call from SUBJECT who told him that TREPP and GRAY were
“ganging up on him” and accusing VENABLES of “stuff” (NFI).

GRAY believed that her conversation with TREPP earlier in the day was either
overheard or somehow monitored. GRAY informed TREPP of her conversations with
ANDERSON and VENABLES and of her belief that their conversation had been
monitored. GRA'Y said VENABLES called at approximately 1530 hours on the office
intercom and inquired as to why SUBJECT was leaving the building with hard drives.
GRAY told TREPP about VENABLES call. She and TREPP went to the company’s
warehouse and GRAY observed TREPP and SUBJECT engage in a conversation, She
was not privy to the conversation.

GRAY said that on 8 Jan 2006, LALITH TENNETI, software engineer, eTreppid
told GRAY that eTreppid’s Source Code was deleted from all of the engineer's systems
between Christmas 2005 and New Year's 2006.

GRAY said that on 9 January 2006 she found 7 hard drives, which were copies of
the original nine SECRET hard drives, in SUBJECT’s file cabinet in the warehouse.
GRAY stated an inspection of the safe revealed another 7 hard drives, also copies of the

ofiginal niné SECAET hard drives. URKAY sald a search of elreppia’s tacility tailed 1o
locate the original nine SECRET hard drives. GRAY said that she knows the original 9
SECRET hard drive disks were missing because the hard drives at ETREPPID offices are
not the original ones which she “personally placed descriptive labels on™ in Nov 20035,
Furthermore, GRAY related that the nine missing SECRET hard drives had actual
Predator missions on them. In addition to the nine missing SECRET hard drives, GRAY
related that 2 of the 4 SECRET test tapes made for the blind test were missing from the
safe. GRAY stated that between 9 Jan and 13 Jan 2006 she and the rest of the company’s
employees searched the company for the nine original SECRET hard drives and two
SECRET test tapes but were unable to locate them. GRAY was unable to explain the
disappearance of the hard drives but knows she does not have them and the only other
person with access to the missing original nine SECRET hard drives was SUBJECT.

GRAY alsc added that she believes SUBJECT processed classified information
on an unclassified stand-alone system that was not part of eTreppid’s computer
network/domain. She suspected this, because SUBJECT had to use a computer system to
make copies of the nine original SECRET hard drives and the company did not have
approval to process classified information on any system.
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J. () Interview of: ANDERSON
Date/Place: eTreppid
Asst Interviewer: SA Smith
Associated Exhibit Numbers:

ANDERSON said he was an employee of eTreppid for approximately five years
and had both a personal and professional relationship with SUBJECT. ANDERSON
stated that he, SUBJECT and other employees met each other socially on numerous
occasions. ANDERSON characterized SUBJECT’s recent demeanor as “unstable, needs
to be hospitalized and needs psychological help.”

ANDERSON stated that on 22 or 23 Dec 2005 SUBJECT called him and asked if
he had any Source Code resident on his computer. ANDERSON told him he did not.
ANDERSON said that this call took place when he was on vacation 21-28 Dec 2005. *
ANDERSON said that he called GRAY and said, “Dennis (SUBJECT) just called me and
asked if I had any Source Code on my computer, what's going on?” ANDERSON said Q.‘Q‘ A
that he could not recall GRAY’s response. k‘)u/(u

ANDERSON said that on 28 or 29 Dec 2005, TENNET! informed him that
eTreppid Source Code was missing from his eTreppid computer workstation.

ANDERSON said that on 7 JAN 2006, JALE TREPP (JTREPP), TREPP’s wife,
told him that GRAY had called her and said that he might have some information about
SUBJECT’s activities at eTreppid. ANDERSON agreed to meet JTREPP at a Barnes &
Noble store located at 5555 South Virginia Street, Reno NV 89502. ANDERSON related
to JTREPP that SUBJECT was using open Source Code to develop eTreppid’s Source
Code, not writing software, does not possess adequate technical abilities, and was

dishonest. ANDERSON also informed JTREPP that SUBJECT said that he owned >1%
of the company, TREPP was just an investor and that GRAY was going away for some
time. JTREPP told ANDERSON to discuss these issuecs with TREPP.

ANDERSON stated that on 8 Jan 2006, he met TREPP at the Tamarack Junction
Restaurant Casino located at 13101 South Virginia Street, Reno, NV 89511.
ANDERSON said that he voiced his concerns about SUBJECT s continued claims that
he was the majority shareholder in the company, had “lots of cash” invested in the
company and that TREPP was only an investor. ANDERSON also informed TREPP that
SUBJECT was using open source to develop eTreppid Source Code, SUBJECT was
dishonest, SUBJECT said GRAY would be going away for some time. He also told
TREPP that as long as five years ago he had suspicions that SUBJECT was less
technically competent than he led people to believe.
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ANDERSON said that he had suspicions that SUBJECT was using open Source
Code to develop eTreppid Source Code for almost two years. ANDERSON said that he
confronted SUBJECT about eTreppid’s use of open Source Code to develop its Source
Code when he was at Fort Bragg, NC conducting some training. SUBJECT told him that
the “government knew about it” and that TREPP knew about it and TREPP was “0.K

with it”.

ANDERSON recommended to TREPP that he speak with VENABLES and
TENNETI so TREPP could be further informed of SUBJECT’s activities.

ANDERSON said that on 10 Jan 2006, while he was at ETREPPID’s office
SUBJECT said to him that, “You’re an asshole” and, “We’ll meet again”. ANDERSON
asked SUBJECT, “Is that a threat?”” and SUBJECT replicd, “No”. ANDERSON stated
that he had suspicions that his phone conversations and his conversations at work may
have been monitored. He felt this was the only way in which SUBJECT could have
Tearned about the conversation he and TREPP had about SUBJECT. ANDERSON feared
that SUBJECT may harm him in some way and believes that SUBJECT has the capacity

to do so.

ANDERSON related that on 11 and 12 Jan 2006, he was asked by TREPP to look
at all of ETREPPID’s computers and tatk with employees to ascertain if there was any
Source Code resident on eTreppid’s computers. ANDERSON stated that eTreppid
Source Code had been deleted from all of the computers. ANDERSON stated that a
program known as “Wipe N Clean” was resident on all of ETREPPID’s programmer’s
computers and that program had been resident on the computers prior to the deletion of
eTreppid Source Code. “Wipe N Clean" is a program used to permanently delete data
from computers. ANDERSON stated that a portion of eTreppid Source Code was

resident on his computer and had not been deleted. ANDERSON stated that
approximately three years ago SUBJECT instructed all eTreppid personnel to save the
Source Code in a file named “Current_Source” located on their individual workstations.
ANDERSON said this easily permitted SUBJECT access to the Source Code and would
have facilitated the ease in which the Source Code was located and subsequently deleted.

ANDERSON said that on 15 Jan 2006, he saw SUBJECT at the Peppermilil Hotel
Casino located at 2707 South Virginia Street, Reno, NV 89502, ANDERSON was at the
casino to have lunch with his girlfriend’s family. ANDERSON said that while he was
waiting on line for lunch service he observed SUBJECT-playing blackjack at one of the
casino’s blackjack tables. ANDERSON said that SUBJECT looked like he had been
playing cards all night as SUBJECT look tired, intoxicated, although he did not have a
drink glass in front of him and his hair was a mess. ANDERSON said that SUBJECT
looked up and saidl to him, “Get the fuck out of here!” and asked a casino security guard
to make ANDERSON move. The security guard asked ANDERSON to move and
ANDERSON refused informing the security guard that he was just watching the game on
TV and waiting in line for lunch. SUBJECT again asked the security guard to move
ANDERSON and this time ANDERSON complied so SUBJECT would “not cause a

scene.”
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ANDERSON stated he did not have access to the nine missing SECRET hard
drives or two missing SECRET mini DV tapes. ANDERSON said he did not possess the
combinations to the company’s safes. ANDERSON stated that he had nothing to with
the deletion of Scurce Code from eTreppid’s computers.

ANDERSON also provided that approximately four months ago SUBJECT gave
him electronic TIF files (images), of what ANDERSON said he believed to be the ocean,
and directed him to divide the TIF images into 1k x 1k pixels. ANDERSON said that he
compiled the images and they remained resident on his computer.

ANDERSON subsequently provided these images to SA HARALDSEN and
deleted them from his workstation.

ANDERSON said that during an Automatic Target Recognition demonstration in
2003 (NIT), and upon the direction of SUBJECT, ANDERSON was told to monitor a
display on ANDERSON’s computer. SUBJECT instructed ANDERSON to strike the
“A” key on his computer’s keyboard each time a bazooka held by SUBJECT came into
view on the video screen. ANDERSON said that he did this for approximately forty
separate demonstrations. ANDERSON stated that sometime in October or November of
2005, he learned from GRAY that representatives from the Department of Homeland
Security (DHS) were coming to see the ATR product and that this visit was in relation to
a potential contract award. ANDERSON said that to his knowledge his prior
participation in the ATR product was limited to bazooka demonstrations. ANDERSON
did not want to participate “if eTreppid was going to be paid by the DHS.” ANDERSON
told SUBJECT that he did not want to participate when DHS arrived and he did not.
ANDERSON said that subsequent to that date SUBJECT no longer spoke with him and

ceased all social contact.

K. (U} Interview of: BAUDER
Date/Place: 25 JAN/eTreppid LLC
Asst Interviewer: SA Smith
Associated Exhibit Numbers: 21

BAUDER said he worked for eTreppid since April 2000 and was hired by
SUBIJECT. His relationship with SUBJECT was strictly professional. He characterized
SUBIJECT as eccentric with minimal personal skills. Because of BAUDER s size, “a
large man,” SUBJECT would often ask him to move heavy “stuff.”

On Friday, 23 Dec 2005, SUBJECT asked BAUDER to move approximately six
boxes frotn SUBJECT’s office and office closet to the warehouse’s back door. BAUDER
accomplished this task. He said the box flaps were closed therefore he was unable to
determine the boxes’ contents. BAUDER observed SUBJECT load at least two of the
boxes into his (SUBJECT’s) truck,. BAUDER thought this was a little peculiar since he
never witnessed SUBJECT remove anything from the facility.

00125
Sept. 11'06



Case 3:06-cv-00263-PMP-VPC Document 70-8 Filed 09/11/06 Page 8 of 19
Case 3:06-cv-00263-PMP-VPC *SEALED*  Document 70-4 Filed 09/11/2006 Page 8 of 19

BAUDER said about one year ago, SUBJECT requested he purchase some open
Source Code called MICATOGE XPLAYER. This purchase was an online purchase
using BAUDER’s PayPal account. The cost of the Source Code was about $100.
BAUDER said that SUBJECT claimed he did not have a PayPal account and required the
open Source Code for work.

BAUDER subsequently provided a copy of the PayPal receipt (Attachment 21) to
SA HARALDSEN. A review of the receipt is reflected in paragraph 3-1 L.

BAUDERF. said he assisted SUBJECT with some work regarding “images of the
ocean.” He said SUBJECT instructed him to place symbols on the images. BAUDER
was unaware of why he was accomplishing this task, but surmised it had to do with
“terrorist boats.” SUBJECT never explained why this work was being performed or for

whom.

Sometime in JAN 2006, BAUDER assisted the eTreppid employees with a search
of the facility to determine if they could locate any media containing the company’s
Source Code. While conducting this search BAUDER, observed GRAY, holding two
hard drives with red stickers on them. He said these hard drives were found in a
warehouse filing cabinet used by SUBJECT. He said he looked in the cabinet drawer and
saw additional hard drives in the drawer. He was uncertain how many hard drives were
in the cabinet drawer. When he tried to assist GRAY, she explained that BAUDER did
not have the appropriate clearance level to take possession of the hard drives.

BAUDER  further said that during the summer of 2003 SUBJECT made a peculiar
request of BAUDER. SUBJECT invited BAUDER to his office and when BAUDER
arrived SUBJECT shut the office door and closed the blinds, SUBJECT instructed

"BAUDER 16 hil The space bar on his (ineaning SUBJECT S) Keyboard whenéver
BAUDER heard an audible tone on his phone. BAUDER explained that SUBJECT was
demonstrating a “bazooka” test to some unidentified customers. SUBJECT would hold a
simulated bazooka and walk into the field behind the company. While SUBJECT held
the bazooka, a camera was trained on SUBJECT. This caera was connected to a laptop
computer in the company warchouse and the customers were observing the laptop
display. As the camera was trained on the bazooka, SUBJECT would send BAUDER an
audible tone to BAUDER’s phone. When BAUDER heard the tone he hit the space bar.
He was uncertain what "hitting the space bar did" but suspected it highlighted the
bazooka on the laptop display. The demonstration lasted about 5-10 minutes. SUBJECT
explained that this was for demonstration purposes only and not to worry about it.
BAUDER knew better than to pursue this line of questioning because if you questioned
SUBIJECT you were “eventually fired.” BAUDER believed SUBJECT was using

“trickery” during rhis demonstration.
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L. {U) Review of PayPal Receipt
Date/Place: 25JAN 2006/eTreppid
Associated Exhibit Number: 21

On 25 JAN 2006, SA HARALDSEN reviewed the copy of the PayPal receipt
provided BAUDER. The review disclosed that the receipt was identified by the following

data:

“Web Accept Payment Sent ID number 0XM%0015NS3987849
Original transaction date 30 Nov 2004,
Payment to XIAO CAN YANG, for the amount of 99.00
Item Title: Micatoge XPlayer
Itern Number: Source Code License
Time: 0719:07 PST
Shipping Address:
JIM BAUDER

United States

M. (U) Interview of: VENABLES
Date/Placz: 26 JAN 2006/eTeppid LLC
Asst Interviewer: SA Smith
Associated Exhibit Numbers: 22

VENABLES provided a copy of the VISTA 100, ADT Alarm Setup Codes
(Attachment 22) for eTreppid, LLC. VENABLES indicated that user #13 was assigned

To SUBJECT. A TEview ol The atfachment conlirmed the information originally provided
by TREPP in paragaraph 3-1 A. Additionally, VENABLES said that SUBJECT was also

aware of all the user alarm codes.

N. (U) Interview of: TREPP
Date/Place: 27 Jan 2006/Telephonic

Associated Exhibit Number; 23

TREPP forwarded an email (Attachment 23) referencing AZZINARO’s
conversation with SUBJECT. A review of the email determined SUBJECT asked
AZZINARO if he knew someone who he (SUBJECT) could borrow $5-510 million.
Additionally, the email reflected that SUBJECT was looking for a potential investor
“from the United States & not from a foreign country.”

TREPP’s opinion is that SUBJECT is looking for an investor to sell eTreppid’s
Source Code. )
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Q. (U) Interview of: TREPP
Date/Place: 31 Jan 2006/Telephonic/Email
Associated Exhibit Number: 24

TREPP forwarded an email (Attachment 24) from VENABLES reflecting that the
nomenclature and serial number for the missing RAID stand-alone workstation. The
nomenclature and serial was identified as: 1-8-drive IDE RAID with a serial number of:

6564737.

P.(U) Interview of TREPP
Date/Place: 9 Feb 2006/Telephonic
Associated Exhibit Number 25

TREPP said that District Court Judge ROBERT H. PERRY, 2™ Judicial District
Court of the State of Nevada in and for the County of Washoe, Reno, NV, concluded that
a preliminary injunction was warranted in the present context. TREPP read the court
order, which reflected the following:

SUBJECT was ordered to restrain from destroying, hypothecating, transferring,
modifying, and/or assigning the eTreppid Source Code, from discussing any eTreppid
technology, including anomaly detection and pattem recognition software, with any third
party, except experts or other persons and witnesses necessary to Defendant’s case.
TREPP said the court issued this injunction to maintain the status quo and to avert any
irreparable harm that eTreppid may suffer and based on the risk that SUBJECT could
delete and or transfer the last version of the eTreppid Source Code that remains in tact.

TREPP said his attomeys were filing motions to have the judge to order

ST ific date.

TREPP provided a copy of the court order (Attachment 25), dated 8 February
2006.

4-1. SUBJECT INTERVIEW:

Interview of: SUBJECT
Date/Place: 7 February 2006/Telephonic

SUBJECT telephoned SA HARALDSEN and requested a point of contact at the
XXX who would *be able to give me permission to testify about working for them and
the types of products [ developed.” SUBJECT said he was going to testify at the civil
hearing regarding the TRO, which TREPP had filed against him. He said he needed to be
able 1o defend himself and felt he would not be able to if he were not permitted to tell the
judge about whom he worked for. He said “I am afraid of being held in contempt of
court when | have to explain to the judge that I can’t give this information out.”
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SUBJECT further said “I signed a letter of treason saying that I will go to jail if |
divulge that { worked for them (inferring the XXX)” He further said “I need
something so I can divulge everything. Obviously Paul (referring to SA
HARALDSEN) you have only heard one side of the story.” SUBJECT did not
provide any additional information.

5-1.(U) FBI REFERALL:

A. On 26 Jan 2006, SA Mike McKinley, Resident Agent in Charge and SA John Piser,
FBI Field Office, Reno Nevada was briefed regarding the deletion and removal of
company Source Code. SA McKinley said they would review the information provided,
but based upon the briefing he believed they would iniliate an investigation.

B. 30 Jan 2006, SA PISER said the FBI was assuming investigative jurisdiction
regarding the alleged deletion and theft of eTreppid Source Code by SUBJECT.

C. On 2 Feb 2006, SA PISER said the FBI opened an economic espionage and theft of
intellectual property investigation.

5-2 Local Agency Check:

A. On 13 Feb 2006, SA DERMOT O’REILLY conducted a review of the AFOSI
Investigative Information Management System and determined that SUBJECT was not

reflected in this database.

B. On SA ' conducted a review of the Reno Police Department
criminal records which revealed.

6-1 National Agency Check

A. On 23 January 2006, SA HARALDSEN conducted a review of the Joint Personnel
Adjudication System, which reflected SUBJECT’s Sensitive Compartmented Intelligence
eligibility was listed as: DCID 6/4, 2005 10 06 AFCAF.

B. On 23 January 2006, SA HARALDSEN conducted a review of the Joint Clearance
Access Verification System, which revealed the following information regarding
SUBJECT: SUBIJECT possessed a Top Secret security clearance with SCI access based
upon a single scope background investigation (SSBI) conducted by Defense Security
Service. The SSBI was opened on 04 April 2004 and closed on 13 Feb 2004 without any
derogatory information being identified, The Defense Information Security Office, DSS,
adjudicated the Personal Security Investigation favorably on 21 Feb 2004.

C. (U) On 13 Feb 2006, SA ORIELLY conducted a review of the Defense Central Index
of Investigations e

7-IEXHIBITS
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Weﬁ Michael

From: West, Michael A. Sent: Fr 2/10/2006 7:58 PM
To: warren@etreppld.com
Cc:
Subject: Additional Questions
Attachments:
Warren,

Here are a few additional quastions | would like to talk to you in persen about the first of next week.

- Describe Etreppid's trade secrets.

- What security procedures are in place to protect the trade secrets.
- Is there a non-disclosure agreement signed by Montgomery.

- What is the value of Etreppid's trade secrels.

Thank you

Michael West

Special Agent

Federal Bureau of Investigation
Reno, Nevada

(775) 825-6600

00130
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West, Michael _ V
From: West, Michael A, Sent: Fr 2/17/2006 12:28 AM
To: paul.haraldsen@pentagon.af.mil
Cc:
Subject: Concurrence for Telephone Recording
Attachments:
Paul,

Thanks again for coming out to Reno, Nv on short notice. Your trip was very successful.

On 2/15/2006, Chief Assistant U.S. Attorney Ronald C. Rachow, Reno, Nv, and
Acting/SAC W. Woerner, Las Vegas, Nv, authorized you to make consensually
manitored telephone calls in this matter.

| will document the approval to my case file and prepare a report,
Lot me know if you would like a copy.
Thanks

Michael West

Special Agent

Federal Bureau of Investigation
Reno, Nevada

(775) 825-6600
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wﬁkttachments can contain viruses that may harm your computer. Atachments may not display E—érrecﬂy.
Access to the following potentially unsafe attachments has been blocked: fbplayer.exe

West, Michael
From: West, Michael A. Sent Tue 2/21/2006 7:31 PM
To: Haraldsen Paul Chv SAF/AAZ
Ce:
Subject: RE: Program Update

Attachments: ) comei32,dil(438KB) ) fplayerdi(156KB) L) vci0.bpi(1MB) I vebx40.bpi(246KB) ) vdcomponents.bpi(24K8)

Michael West

Special Agent

Federal Bureau of Investigation
Reno, Nevada

(775) B25-6600

From: Haraidsen Paul Clv SAF/AAZ [malito:Paul.Haraldsen@pentagon.af.mil]
Sent: Sat 2/18/2006 12:51 PM

To: West, Michael A,

Subject: RE: Program Update:

Mike,

I stilt am unable to get this working. Would you please send me anather copy or due me in how to get this working.
Thanks Paul

-----Qriginal Message—---

From: West, Michael A, [ mailto:Michael. West2@ic.fbi.gov]
Sent: Fri 2/17/2006 2:18 PM

To: Haraldsen Paul Civ SAF/AAZ

Ce:

Subject: Program Update

Paul,

I trled the CD this moming & the FBPlayer file which plays the record did not work.

Attached is a good copy of this prograrﬁ. Copy it into a directory with all the other file and it showed run.
If not, 1 wili send you a working copy.

Mike

Michael West

Special Agent

Federal Bureau of Investigation

Reno, Nevada
(775) 825-6600
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Weﬁ Michael ' "

From: Haraldsen Paul Giv SAF/AAZ [Paul Haraldsen@pentagon.af.mil] Sent: Sat 2/18/2006 10:43 AM
To: West, Michael A

Cc:

Subject: RE: Concurrence for Telephone Recording

Attachments:
Mike,

A report would be good to assuage the concerns of my General Counsel. [ am working to make it out there next
week. It may have to be later in the week, depending on my wife's doctor's appointments. I will keep you up to speed
onh my projected arrival times and dates. Call me when you get a chance — cell phone 703-980-9441. By the way the
file still did not work. I still am unable to run the audio. Piease send me all the files again or if you can convert it to

windows media player that would be great. Thanks.

/{signed//
PAUL L. HARALDSEN
Special Agent, AFOSI Region 7

Pentagon, Washingbon, DC

-----Original Message-----

From: West, Michael A. [majltg:Michael. West2@ic.fbi.gov]
Sept: Frl 2/17/2006 12:28 AM

To: Haraldsen Paul Civ SAF/AAZ

Cc:

Subject: Concurrence for Telephone Recording

Paul,

Thanks again for coming out to Reno, Nv oh short notice. Your trip was very successful,

On 2/15/2006, Chief Assistant U.S. Attorney Ronaid C. Rachow, Reno, Nv, and
Acting/SAC W. Woerner, Las Vegas, Nv, authorized you to make consensually
monitored telephone calis in this matter,

I wiil document the appraval to my case file and prepare a report.
Let me know if you would like a copy.
Thanks

Michael west

Special Agent

Federal Bureau of Investigation

Reno, Nevada

(775) 825-6500 00133
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Lﬂ The sender of this message has requested a read recelpt. -Click here to send a receipt. J .
Weﬁ Michael

From: Haraldsen Paul Clv SAF/AAZ [Paul.Haraldsen@pentagon.af.mil] Sent: Mon 2/27/2006 7:19 AM

To: West, Michael A,

Cc:

Subject: RE: Program Update

Attachments:

Mike,

At about 8pm on Sunday, I received a phone call from SUBJECT. He said he was concerned about violating the TRO if
he provided copies of the anomaly detection and pattern recognition technical capabilities to the government. He said
the government needed "to remove the TRO" if they were truly interested in these capabilities.” He is looking for the
government to take action to nullify the TRO. He implied that his attorney either met with or phoned the other
government agency counsel to discuss the TRO too.

It appears that SUBJECT's attomney is waming him not to violate the TRO, This will hamper our concept of ops for
recavering the source code and we will most likely have to revise our approach. SUBJECT said he was still willing to
meet with me and discuss any issues, but would not be able to provide examples of the capablitties until the TRO is

lifted,
Call me when you get in.
Paul

//SIGNED//

PAUL L. HARALDSEN, DAFC, USAF

Director of Policy (SAF/AAZ)

Emall (SAF/AAZ): Paul.Haraldsen@pentagon.af.mil

Email (AFOSI - HQ Region 7); Paul.Haraldsen@ogn.af.mil
Office: (703) 693-2013 (SAF/AAZ)

U/Fax: (703) 693-2059 (SAF/AAZ)

S/Fax: (703) 521-4279 (SAF/AAZ)

—--Original Message—--

From: West, Michael A. {mailto:Michael, West2@ic.fbi.gov]
Sent: Tuesday, February 21, 2006 11:06 PM

To: Haraldsen Paul Civ SAF/AAZ

Subject: RE: Program Update

Excellent!!!

Michael West

Speclal Agent

Federal Bureau of Investigation

Reno, Nevada

(775) 825-6600 00134
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From: Haraldsen Paul Civ SAF/AAZ [mallto: Paul.Haraldsen@pentagon.af.mil]
Sent; Tue 2/21/2006 8:49 PM

To: West, Michael A,

Subject: RE: Program Update

Mike,
All fltes work properly. Thanks for you heip. Talk with you soon.
Paul

PAUL L. HARALDSEN, SA
AFOSI Region 7
Pentagon, Wash, DC,

-—---Original Message-----

From: West, Michael A. [mailto:Michael. West2@ic.fbi.gov]
Sent: Tue 2/21/2006 7:31 PM

To: Haraldsen Paul Civ SAF/AAZ

Cc:

Subject: RE: Program Update

Michael West

Special Agent

Federal Bureau of Investigation
Reng, Nevada

{775) 825-6600

From: Haraldsen Paul Clv SAF/AAZ [maiito: Paul.Haraldsen® pentagon.af.mil]
Sent: Sat 2/18/2006 12:51 PM

To: West, Michael A.

Subject: RE: Program Update

Mike,

I still am unable to get this working. Would you please send me another copy or clue me in how to get this
working. Thanks Paul

—--0riginal Message--—--
From: West, Michael A. [mailto:Michael.West2@ic.fbi.gov]
Sent: Fri 2/17/2006 2:18 FM
To: Haraldsen Paul Civ SAF/AAZ
Cc:
Subject: Program Update
00135
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Paui,

1 tried the CD this morming & the FBPlayer file which plays the record did not work.

Attached is a good copy of this program. Copy It into a directory with all the other file and it showed run.
If not, I will send you a working copy.

Mike

Michael West

Special Agent

Federal Bureau of Investigation
Reno, Nevada

(775) 825-6600
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Weﬁ Michael

Sent: Thu 3/2/2006 B:34 PM

From: Sloan S. Venables [sloan@eTreppid.com]
To: 'Dixon, James, CIV, DSS'

Ce: West, Michael

Subject: classified materiats findings
Attachments:
Jay,

As you instructed me to do, starting on Tuesday of this week I went to every computer machine in the
building and searched for the classified (secret) files that Patty Gray said she saw on Yongmian's
computer, Patty explained to me that the flle(s) she saw were a video sequence totaling several
hundred megabytes with the first file in the video sequence named 000000.bmp She also said that the
files could be identifled as originating from the classified video footage by the date 11/11/05 time-
stamped on the video and the particular scenario In the video. Having previously reviewed with Paul
Haraldsen the original MiniDV tapes that these files originated from, T knew what to look for when

searching the computers in our buiiding.

I found 2 instances of these files still in existence on computers in the building. The 2 computers were
named "Yongmian" belonging to Yongmian Zhang and "Xilinx1" belonging to Zehang Sun as his
secondary testing machine., Both of these people said that they did not know that these files existed on
their machines. This was backed up by the fact that these files were focated in folders that Dennis
Montgomery had created on their hard drives and only he had network sharing access to them. These
two employees further said that Dennis routinely copiled "sampie files” to their machines for them to
experiment with and that he did this so often that they could never keep track of what files Dennis had

copied to their machines.

As instructed by the person you had on the conference call with us on Tuesday, to remove the files from
these machines I ran a wipe and delete on the folders containing these files on both of these computers.
After our phone call today I went and removed the hard drives from these 2 machines and placed them

in our classified material container.

I also checked the emails of everyone in the building and found no evidence of anyone sending or
receiving this video sequence or any other large number of files or video sequences.

Sloan S. Venables

Faclity Security Officer

Director of Research & Development
aTreppid Technologies, LLC

755 Trademark Drive

Reno, NV 82521

sfoan@e Treppid.com

Tel: (775) 337-57595

Fax: (775) 337-1877
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